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About This Guide

This OmniSwitch 6450 CLI Reference Guide is a comprehensive resource to all Command Line Interface
(CLI) commands available on the OmniSwitch 6450 Series.

Supported Platforms

This information in this guide applies to the following products:

e OmniSwitch 6450-Enterprise Models

Note. This OmniSwitch 6450 CLI Reference Guide covers Release 6.6.2, which is supported on the
OmniSwitch 6450 Series.

Unsupported Platforms
The information in this guide does not apply to the following products:

OmniSwitch 9000 Series

OmniSwitch 6400 Series

e OmniSwitch 6600 Family

e OmniSwitch 6800 Family

® OmniSwitch 6850 Series

e OmniSwitch 6855 Series

e OmniSwitch (original version with no numeric model name)
®  OmniSwitch 7700/7800

e  OmniSwitch 8800

® Omni Switch/Router

e OmniStack

e OmniAccess
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Who Should Read this Manual? About This Guide

Who Should Read this Manual?

The audience for this user guide is network administrators and IT support personnel who need to config-
ure, maintain, and monitor switches and routers in a live network. Anyone wishing to gain knowledge on
the details of all CLI commands available on the OmniSwitch will benefit from the material in this refer-
ence guide. However, advanced users who have already familiarized themselves with the OmniSwitch CLI
commands will benefit most from the detailed content in this guide.

When Should | Read this Manual?

Read this guide whenever you want detailed information on individual CLI commands. Although this
guide provides helpful information during any stage of the configuration process, it is a good idea to first
familiarize yourself with the software features available on the switch before investigating the detailed
command information in this guide.

Overview information, procedures, and live network examples on switch software features may be found
in the OmniSwitch 6450 Switch Management Guide and the OmniSwitch 6450 Network Configuration
Guide. Once you are familiar with the procedures and base CLI commands in these configuration guides
you can obtain more detailed information on the individual commands in this guide.

What is in this Manual?

This reference guide includes information on every CLI command available in the switch. The informa-
tion provided for each CLI command includes:

e Command description.

* Syntax.

e Description of all keywords and variables included in the syntax.

o Default values.

e Usage guidelines, which include tips on when and how to use the command.

e Examples of command lines using the command.

e Related commands with descriptions.

¢ Release history, which indicates the release when the command was introduced.

e SNMP information, such as the MIB files related to a set of CLI commands. In addition each CLI
command includes the corresponding MIB variables that map to all parameters included in a command.
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About This Guide

What is Not in this Manual?

What is Not in this Manual?

Primarily a reference, this guide does not provide step-by-step instructions on how to set up particular
features on the switch. It also does not provide overview or application examples on software features. For
comprehensive information on how to configure particular software features in the switch, consult the

appropriate configuration guide.

This guide also does not provide any information on the network management applications, WebView and
OmniVista. Further information on WebView and OmniVista can be found in the context-sensitive on-line
help available with those applications.

How is the Information Organized?

Each chapter in this guide includes reference material for all commands related to a single software
feature, such as server load balancing or link aggregation. Typically commands in a single chapter will

share a common prefix.

Text Conventions

The following table contains text conventions and usage guidelines for CLI commands as they are

documented in this guide.

bold text

Indicates basic command and keyword syntax.
Example: show snmp station

italicized text

Indicates user-specific information such as IP addresses, slot numbers,
passwords, names, etc.
Example: no snmp station ip_address

Italicized text that is not enclosed with straight brackets ([ ]) indicates
required information.

[ ] (Straight Brackets)

Indicates optional parameters for a given command.

Example: show aaa server [server_name]
Here, you can enter either of the following options:

show aaa server

show aaa server server_name (where server_name is the user-
specified server name, e.g., show aaa server myserverl)

Note that this example includes italicized text. The optional parameter
in this case is a user-specified server name.

{} (Curly Braces)

Indicates that the user must choose between one or more parameters.

Example: port mirroring {enable | disable}
Here, you must choose one of the following:

port mirroring enable or port mirroring disable
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Text Conventions About This Guide

| (\Vertical Pipes) Used to separate parameter choices within a command string. For
example, the command string

show health threshold [rx | txrx | memory | cpu]
separates the choices rx, txrx, memory, and cpu.
Examples:

show health threshold rx

show health threshold txrx

show health threshold memory

show health threshold cpu

“” (Quotation Marks) Used to enclose text strings that contain spaces. The quotation marks
are required input on the command line.

Example: vlan 2 “new test vlan”
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About This Guide Documentation Roadmap

Documentation Roadmap

The OmniSwitch user documentation suite was designed to supply you with information at several critical
junctures of the configuration process. The following section outlines a roadmap of the manuals that will
help you at each stage of the configuration process. Under each stage, we point you to the manual or
manuals that will be most helpful to you.

Stage 1: Using the Switch for the First Time

Pertinent Documentation: Getting Started Guide
Release Notes

A hard-copy Getting Started Guide is included with your switch; this guide provides all the information
you need to get your switch up and running the first time. This guide provides information on unpacking
the switch, rack mounting the switch, installing modules, unlocking access control, setting the switch’s IP
address, and setting up a password. It also includes succinct overview information on fundamental aspects
of the switch, such as hardware LEDs, the software directory structure, CLI conventions, and web-based
management.

At this time you should also familiarize yourself with the Release Notes that accompanied your switch.
This document includes important information on feature limitations that are not included in other user
guides.

Stage 2: Gaining Familiarity with Basic Switch Functions

Pertinent Documentation: Hardware Users Guide
Switch Management Guide

Once you have your switch up and running, you will want to begin investigating basic aspects of its hard
ware and software. Information about switch hardware is provided in the platform-specific Hardware
Users Guide. This guide provide specifications, illustrations, and descriptions of all hardware compo-
nents—chassis, power supplies, Chassis Management Modules (CMMs), Network Interface (NI) modules,
uplink modules, stacking modules, and cooling fans. It also includes steps for common procedures, such
as removing and installing switch components.

The Switch Management Guide for your switch platform is the primary user guide for the basic software
features on a single switch. This guide contains information on the switch directory structure, basic file
and directory utilities, switch access security, SNMP, and web-based management. It is recommended that
you read this guide before connecting your switch to the network.

Stage 3: Integrating the Switch Into a Network

Pertinent Documentation: Network Configuration Guide

When you are ready to connect your switch to the network, you will need to learn how the OmniSwitch
implements fundamental software features, such as 802.1Q, VLANS, Spanning Tree, and network routing
protocols. The Network Configuration Guide for your switch platform contains overview information,
procedures and examples on how standard networking technologies are configured in the OmniSwitch.

Anytime

The OmniSwitch CLI Reference Guide contains comprehensive information on all CLI commands
supported by the switch. This guide includes syntax, default, usage, example, related CLI command, and
CLI-to-MIB variable mapping information for all CLI commands supported by the switch. This guide can
be consulted anytime during the configuration process to find detailed and specific information on each
CLI command.
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Related Documentation About This Guide

Related Documentation

The following are the titles and descriptions of all the related user manuals:

OmniSwitch 6450 Series Getting Started Guide

Describes the hardware and software procedures for getting an OmniSwitch 6450 Series switch up and
running. Also provides information on fundamental aspects of OmniSwitch software and stacking
architecture.

OmniSwitch 6450 Series Hardware Users Guide

Complete technical specifications and procedures for all OmniSwitch 6450 Series chassis, power
supplies, and fans. Also includes comprehensive information on assembling and managing stacked
configurations.

OmniSwitch 6450 CLI Reference Guide

Complete reference to all CLI commands supported on the OmniSwitch 6450. Includes syntax defini-
tions, default values, examples, usage guidelines and CLI-to-MIB variable mappings.

OmniSwitch 6450 Switch Management Guide

Includes procedures for readying an individual switch for integration into a network. Topics include the
software directory architecture, image rollback protections, authenticated switch access, managing
switch files, system configuration, using SNMP, and using web management software (WebView).

OmniSwitch 6450 Network Configuration Guide

Includes network configuration procedures and descriptive information on all the major software
features and protocols included in the base software package. Chapters cover Layer 2 information
(Ethernet and VLAN configuration), Layer 3 information (routing protocols, such as RIP), security
options (authenticated VLANS), Quality of Service (QoS), and link aggregation.

OmniSwitch 6450 Transceivers Guide

Includes information on Small Form Factor Pluggable (SFPs) and 10 Gbps Small Form Factor Plugga-
bles (XFPs) transceivers.

Technical Tips, Field Notices
Includes information published by Alcatel-Lucent’s Customer Support group.
AOS Release 6.6.2 Release Notes

Includes critical Open Problem Reports, feature exceptions, and other important information on the
features supported in the current release and any limitations to their support.
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About This Guide User Manual CD

User Manual CD

Some products are shipped with documentation included on a User Manual CD that accompanies the
switch. This CD also includes documentation for other Alcatel-Lucent data enterprise products.

All products are shipped with a Product Documentation Card that provides details for downloading docu-
mentation for all OmniSwitch and other Alcatel-Lucent data enterprise products.

All documentation is in PDF format and requires the Adobe Acrobat Reader program for viewing. Acro-
bat Reader freeware is available at www.adobe.com.

Note. In order to take advantage of the documentation CD’s global search feature, it is recommended that
you select the option for searching PDF files before downloading Acrobat Reader freeware.

To verify that you are using Acrobat Reader with the global search option, look for the following button in

the toolbar:

Note. When printing pages from the documentation PDFs, de-select Fit to Page if it is selected in your
print dialog. Otherwise pages may print with slightly smaller margins.

Technical Support

An Alcatel-Lucent service agreement brings your company the assurance of 7x24 no-excuses technical
support. You’ll also receive regular software updates to maintain and maximize your Alcatel-Lucent
product’s features and functionality and on-site hardware replacement through our global network of
highly qualified service delivery partners. Additionally, with 24-hour-a-day access to Alcatel-Lucent’s
Service and Support web page, you’ll be able to view and update any case (open or closed) that you have
reported to Alcatel-Lucent’s technical support, open a new case or access helpful release notes, technical
bulletins, and manuals. For more information on Alcatel-Lucent’s Service Programs, see our web page at
service.esd.alcatel-lucent.com, call us at 1-800-995-2696, or email us at esd.support@alcatel-lucent.com.
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1 Ethernet Port Commands

The Ethernet port software is responsible for configuring and monitoring Ethernet ports. This includes:
e Performing hardware diagnostics, loading software, and initializing hardware.

¢ Notifying other software modules in the system when Ethernet links become active or inactive.

e Configuring basic line parameters for Ethernet ports.

e Gathering basic line statistics for Ethernet ports and passing this information to the user interface and
configuration manager.

MIB information for the Ethernet Port commands is as follows:

Filename: AlcatelIND1Port.mib
Module: alcatelIND1PortMIB

Filename: IETF_ETHERLIKE.mib
Module: EtherLike-MIB
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A summary of the available commands is listed here.

Trap port commands trap port link

Interfaces commands interfaces speed
interfaces autoneg
interfaces crossover
interfaces pause
interfaces duplex
interfaces admin
interfaces alias
interfaces ifg
interfaces no 12 statistics
interfaces max frame
interfaces flood multicast
interfaces flood rate
interfaces clear-violation-all
show interfaces
show interfaces capability
show interfaces flow control
show interfaces pause
show interfaces accounting
show interfaces counters
show interfaces counters errors
show interfaces collisions
show interfaces status
show interfaces port
show interfaces ifg
show interfaces flood rate
show interfaces traffic

Combo port commands interfaces clear-violation-all
interfaces hybrid autoneg
interfaces hybrid crossover
interfaces hybrid duplex
interfaces hybrid speed
interfaces hybrid pause
show interfaces hybrid
show interfaces hybrid status
show interfaces hybrid flow control
show interfaces hybrid pause
show interfaces hybrid capability
show interfaces hybrid accounting
show interfaces hybrid counters
show interfaces hybrid counters errors
show interfaces hybrid collisions
show interfaces hybrid traffic
show interfaces hybrid port
show interfaces hybrid flood rate
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trap port link

Enables trap link messages. If enabled, a message is displayed on the Network Management Station
(NMS) whenever the port changes state.

trap slot[/port[-port2]] port link {enable | disable | on | off}

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.
enable Port link up/down traps are displayed on the NMS.

disable Port link up/down traps are not displayed on the NMS.

on Same as enable.

off Same as disable.

Defaults

parameter default

enable | disable | on | off disable

Platforms Supported
OmniSwitch 6450

Usage Guidelines
N/A

Examples

-> trap 3/1 port link enable
-> trap 3 port link enable
-> trap 3/1-6 port link enable

Release History

Release 6.6.1; command was introduced.
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Related Commands

show interfaces status Displays interface line settings.

MIB Obijects

esmConfigTable
esmPortSlot
esmPortlF
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interfaces speed

Configures interface line speed.

interfaces slot[/port[-port2]] speed {auto | 10 | 100 | 1000 | 10000 | max {100 | 1000}}

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.

auto The switch will automatically set the line speed to match the attached
device (auto-sensing).

10 Sets the interface to 10 Mbps.

100 Sets the interface to 100 Mbps.

1000 Sets the interface to 1 Gigabit.

10000 Sets the interface to 10 Gigabit.

max 100 Sets the maximum speed to 100 megabits.

max 1000 Sets the maximum speed to 1000 megabits (1 Gigabit).

Defaults

parameter default

auto | 10| 100 | 1000 | Auto (copper ports);
10000 | max 100 | max 1000 (fiber ports);
1000}

Platforms Supported
OmniSwitch 6450

Usage Guidelines
e You can only configure one slot at a time. Repeat the command to configure additional slots.
e The auto option sets the speed to auto-sensing.

e Configuration changes made with the interfaces speed command on combo ports configured as either
forced fiber or preferred fiber will only be made on the SFP fiber ports and not to the copper RJ-45
ports. See the interfaces hybrid speed command for more information.

e Configuration changes made with the interfaces speed command on combo ports configured as either
forced copper or preferred copper will only be made on the copper RJ-45 ports and not to the SFP fiber
port. See the interfaces hybrid speed command for more information.
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Examples

-> interfaces 3/1 speed auto
-> interfaces 3 speed 100
-> interfaces 3/1-8 speed auto

Release History

Release 6.6.1; command was introduced.

Related Commands

interfaces duplex Configures duplex mode.
interfaces autoneg Enables and disables auto negotiation.
show interfaces status Displays interface line settings.

MIB Obijects

esmConfTable
esmPortCfgSpeed
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interfaces autoneg

Enables or disables auto negotiation on a single port, a range of ports, or an entire Network Interface (NI).

interfaces slot[/port[-port2]]
autoneg {enable | disable | on | off}

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.
enable Enables auto negotiation.

disable Disables auto negotiation.

on Same as enable.

off Same as disable.

Defaults

parameter default

enable | disable | on | off enable

Platforms Supported
OmniSwitch 6450

Usage Guidelines
e You can only configure one slot at a time. Repeat the command to configure additional slots.

¢ If auto negotiation is disabled, auto MDIX, auto speed, and auto duplex are not accepted. See the
interfaces crossover command on page 1-9 for more information.

e Configuration changes made with the interfaces autoneg command on combo ports configured as
either forced fiber or preferred fiber will only be made on the SFP fiber ports and not to the copper RJ-
45 ports. See the interfaces hybrid autoneg command for more information.

e Configuration changes made with the interfaces autoneg command on combo ports configured as
either forced copper or preferred copper will only be made on the copper RJ-45 ports and not to the
SFP fiber port. See the interfaces hybrid autoneg command for more information.

¢ Disabling auto negotiation is not supported on copper Gigabit ports.

Examples

-> interfaces 3 autoneg disable
-> interfaces 3/1 autoneg disable
-> interfaces 3/1-4 autoneg disable
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Release History

Release 6.6.1; command was introduced.

Related Commands

interfaces speed Configures interface speed.

interfaces crossover Configures crossover port settings.

show interfaces status Displays interface line settings.

show interfaces capability Displays auto negotiation, speed, duplex, and crossover settings.

MIB Obijects

esmConfTable
esmPortCfgAutoNegotiation
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interfaces crossover

Configures port crossover settings on a single port, a range of ports, or an entire Network Interface (NI).

interfaces slot[/port[-port2]] crossover {auto | mdix | mdi}

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.

auto The interface will automatically detect crossover settings.

mdix Sets the crossover configuration to Media Dependent Interface with

Crossover (MDIX), which is the standard for hubs and switches.

mdi Sets the crossover configuration to Media Dependent Interface (MDI),
which is the standard for end stations.

Defaults
parameter default
auto | mdix | mdi auto

(all copper ports)

Platforms Supported
OmniSwitch 6450

Usage Guidelines
e You can only configure one slot at a time. Repeat the command to configure additional slots.

¢ If auto negotiation is disabled, then automatic crossover will also be disabled. See the interfaces
autoneg command on page 1-7 for more information.

e You cannot configure crossover settings on fiber ports. These ports use the MDI standard.

e Configuration changes made with the interfaces crossover command on combo ports configured as
either forced copper or preferred copper will only be made on the copper RJ-45 ports and not to the
SFP fiber port. See the interfaces hybrid crossover command for more information.

Examples

-> interfaces 3 crossover mdi
-> interfaces 3/1 crossover mdix
-> interfaces 3/1-4 crossover auto

Release History

Release 6.6.1; command was introduced.
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Related Commands

interfaces speed Configures interface speed.

interfaces autoneg Enables and disables auto negotiation.

show interfaces status Displays interface line settings.

show interfaces capability Displays auto negotiation, speed, duplex, and crossover settings.

MIB Obijects

esmConfTable
esmPortCfgCrossover
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interfaces pause

Configures whether or not the switch will honor or transmit and honor flow control PAUSE frames on the
specified interface. PAUSE frames are used to temporarily pause the flow of traffic between two
connected devices to help prevent packet loss when traffic congestion occurs between switches.

interfaces slot[/port[-port2]] pause {rx | tx-and-rx | disable}

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.

rx Allows interface to honor PAUSE frames from peer switches and

temporarily stop sending traffic to the peer. Does not transmit PAUSE
frames to peer switches.

tx-and-rx Transmits and honors PAUSE frames when traffic congestion occurs
between peer switches.

disable Disables flow control on the interface.

Platforms Supported
OmniSwitch 6450

Defaults

By default, flow control is disabled on all switch interfaces.

Usage Guidelines
¢ Flow control is only supported on a standalone switch. It is not supported in a stackable configuration.

¢ Flow control is only supported on interfaces configured to run in full-duplex mode; half-duplex mode
is not supported.

e |f both autonegotiation and flow control are enabled on the same local interface, autonegotiation calcu-
lates operational flow control settings for that interface. Note that the operational settings, as shown in
the following table, override the configured settings as long as autonegotiation and flow control are
both enabled for the interface:
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Configured Configured Configured Configured Operational | Operational
Local Tx Local Rx Remote Tx Remote Rx Local Tx Local Rx
No No No No No No
Yes Yes Yes Yes Yes Yes
Yes No Yes No No No
No Yes No Yes Yes Yes
No No No Yes No No
Yes Yes No No No No
Yes No Yes Yes No No
No Yes Yes No No Yes
No No Yes No No No
Yes Yes No Yes Yes Yes
Yes No No No No No
No Yes Yes Yes Yes Yes
No No Yes Yes No No
Yes Yes Yes No No No
Yes No No Yes Yes No
No Yes No No No No

¢ If autonegotiation is disabled, the configured flow control settings are applied to the local interface.

Examples

-> interfaces 1 tx-and-rx

-> interfaces 3/1-6 pause rx

-> interfaces 3/1-6 disable

Release History

Release 6.6.1; command was introduced.

Related Commands

interfaces hybrid pause

show interfaces pause

MIB Objects

esmConfigTable

esmPortCfgFlow

dot3PauseTable

dot3PauseAdminMode

Configures flow control settings for combo ports.

Displays interface flow control settings.
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interfaces duplex

Configures duplex mode. In full duplex mode, the interface transmits and receives data simultaneously. In
half duplex mode, the interface can transmit or receive data at a given time. Auto duplex setting causes the
switch to advertise all available duplex modes (half/full/both) for the port during autonegotiation.

interfaces slot[/port[-port2]] duplex {full | half | auto}

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.

full Sets interface to full duplex mode.

half Sets interface to half duplex mode.

auto Switc_h v_viII automatically set both the duplex mode settings to auto-
negotiation.

Defaults

parameter default

full | half | auto full

Platforms Supported
OmniSwitch 6450

Usage Guidelines
e You can only configure one slot at a time. Repeat the command to configure additional slots.
e Half duplex mode is not supported on Gigabit modules if a port is detected as Gigabit (1000 Mbps).

e Configuration changes made with the interfaces duplex command on combo ports configured as either
forced copper or preferred copper will only be made on the copper RJ-45 ports and not to the SFP fiber
port. See the interfaces hybrid duplex command for more information.
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Examples

-> interfaces 3/1 duplex auto
-> interfaces 3 duplex half
-> interfaces 3/1-4 auto

Release History

Release 6.6.1; command was introduced.

Related Commands

interfaces speed Configures interface line speed. Set to auto to set speed and duplex
mode to auto-sensing.

show interfaces status Displays interface line settings (e.g., speed, and mode).

MIB Obijects

esmConfTable
esmPortAutoDuplexMode
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interfaces admin

Administratively enables or disables interfaces.

interfaces slot[/port[-port2]] admin {up | down}

Syntax Definitions

slot Slot number you want to configure.
port Port number of the interface you want to configure.
port2 Last port number in a range of ports you want to configure.
up Enables the interface.
down Disables the interface.
Defaults
parameter default
up | down up

Platforms Supported
OmniSwitch 6450

Usage Guidelines
N/A

Examples

-> interfaces 3/1 admin up
-> interfaces 3 admin down
-> interfaces 3/1-4 admin up

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces Displays general interface information (e.g., hardware, MAC
address, input errors, and output errors).

show interfaces port Displays port status (up or down).

MIB Objects

ifTable
ifAdminStatus
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interfaces alias

Configures a description (alias) for a single port.

interfaces slot/port alias description

Syntax Definitions

slot Slot number you want to configure.
port Port number of the interface you want to configure.
description A description for the port, which can be up to 40 characters long. Spaces

must be contained within quotes (e.g., “IP Phone”).

Defaults
N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines
e You can only configure one port at time. You cannot configure an alias for multiple ports.
e Toremove an alias use a description consisting of two quotes without any spaces (e.g., ™).

e On combo ports the configuration changes made with the interfaces alias command apply to both the
fiber SFP port and to the copper RJ-45 port. You cannot configure separate aliases.

Examples

-> interfaces 3/1 alias switch_port
-> interfaces 2/2 alias "IP Phone"
-> interfaces 3/1 alias """

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces Displays general interface information (e.g., hardware, MAC
address, input errors, and output errors).

show interfaces port Displays port status (up or down) and any aliases for a port.

MIB Obijects

ifXTable
ifAlias
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interfaces ifg

Configures the inter-frame gap on Gigabit Ethernet interfaces.

interfaces slot[/port[-port2]] ifg bytes

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.
bytes Inter-frame gap value, in bytes. Valid range is 9-12.
Defaults

parameter default

bytes 12

Platforms Supported
OmniSwitch 6450

Usage Guidelines

You can only configure one slot at a time. Repeat the command to configure additional slots.

Examples

-> interfaces 3/1 ifg 10
-> interfaces 3 ifg 10
-> interfaces 3/1-4 ifg 10

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces ifg Displays the inter-frame gap value for one or more ports.

MIB Objects

esmConfTable
esmPortCfglfg
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interfaces no 12 statistics

Resets all statistics counters.

interfaces slot[/port[-port2]] no 12 statistics

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.
Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e You can only configure one slot at a time. Repeat the command to configure additional slots.

e This command calls for an upper or lower case “L” character in front of the “2” character. Entering the
digit “1” (one) will result in an error message.

Examples

-> interfaces 3/1 no 12 statistics
-> interfaces 3 no 12 statistics
-> interfaces 3/1-6 no 12 statistics

Release History

Release 6.6.1; command was introduced.
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Related Commands
show interfaces Displays general interface information, including when statistics
were last cleared.

show interfaces accounting Displays interface accounting information (e.g., packets received/
transmitted and deferred frames received).

show interfaces counters Displays interface counters information (e.g., unicast, broadcast,
and multi-cast packets received/transmitted).

show interfaces counters errors Displays interface error frame information (e.g., CRC errors, transit
errors, and receive errors).

show interfaces collisions Displays interface collision information (e.g., number of collisions
and number of retries).

MIB Obijects

alcetherStatsTable
alcetherClearStats
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interfaces max frame

Configures the maximum frame size for Gigabit Ethernet interfaces.

interfaces slot[/port[-port2]] max frame bytes

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.
max frame Maximum frame size, in bytes. Valid range is 1518-9216.
Defaults

parameter default

bytes (Gigabit Ethernet Packets) 9216

bytes (Ethernet Packets) 1553

Platforms Supported
OmniSwitch 6450

Usage Guidelines
N/A

Examples

-> interfaces 3/1 max frame 1518
-> interfaces 3 max frame 1518

-> interfaces 3/1-3 max frame 1518

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces Displays general interface information (e.g., hardware, MAC
address, input errors, and output errors).

MIB Objects

esmConfTable
esmPortCfgMaxFrameSize
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interfaces flood multicast

Enables flood rate limiting for multicast traffic on the specified interface.

interfaces slot[/port[-port2]] flood multicast {enable | disable}

Syntax Definitions

slot Slot you want to configure (e.g., 3).

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.
enable Enables multicast rate limiting.

disable Disables multicast rate limiting.

Defaults

parameter default

enable | disable disable

Platforms Supported
OmniSwitch 6450

Usage Guidelines

You can only configure one slot at a time. Repeat the command to configure additional slots.

When the interfaces flood multicast command is used to enable rate limiting, the peak flood rate
value configured for an interface is also applied to multicast traffic.

Applying the peak flood rate value to multicast traffic also limits IP Multicast Switching (IPMS) and
non-IPMS multicast traffic.

The peak flood rate value is configurable through the interfaces flood rate command. The interfaces
flood multicast command is not used to configure this value.

When multicast rate limiting is disabled, the peak flood rate value for the interface is no longer applied
to multicast traffic. This does not prevent the normal flow of multicast traffic on the specified interface.

Examples

-> interfaces 3 flood multicast
-> interfaces 1/24 flood multicast
-> interfaces 1/23-24 flood multicast

Release History

Release 6.6.1; command was introduced.
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Related Commands

show interfaces flood rate Displays interface peak flood rate settings.
interfaces flood rate Configures the peak flood rate for an interface.

MIB Obijects

esmConfTable
esmPortFloodMcastEnable
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interfaces flood rate

Configures the peak flood rate value for the specified interface.

interfaces slot[/port[-port2]] flood rate Mbps

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.
Mbps Peak flood rate, in megabits per second (Mbps). Valid ranges:

0-10 for 10 Mbps
0-100 for 100 Mbps
0-1000 for Gigabit Ethernet

Defaults

parameter default
Mbps (10 Ethernet) 4

Mbps (100 Fast Ethernet) 49
Mbps (Gigabit Ethernet) 496

Platforms Supported
OmniSwitch 6450

Usage Guidelines

Although you can configure a flood rate equal to the line speed you should not do so. Alcatel-Lucent
recommends that you always configure the flood rate to be less than the line speed.

You can only configure one slot at a time. Repeat the command to configure additional slots.

The interfaces flood rate command configures a maximum ingress flood rate value for an interface.
This peak flood rate value is applied to flooded (unknown destination address, broadcast) and multi-
cast traffic combined. For example, if an interface is configured with a peak flood rate of 50 Mbps, the
50 Mbps limit is shared by all traffic types.

To specify the type of traffic eligible for rate limiting on an interface, use the interfaces flood rate and
interfaces flood multicast commands. By default, rate limiting applies only to flooded traffic.

The flood rate can only be accurately configured for 512-byte packets. The flood rate cannot be accu-
rately set for smaller or larger sized packets. The accuracy/resolution is limited because the switch
makes an internal assumption of packet size when it converts bits/seconds to packets/seconds for the
hardware.
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Examples

-> interfaces 3/1 flood rate 400
-> interfaces 3 flood rate 400
-> interfaces 3/1-4 flood rate 400

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces flood rate Displays interface peak flood rate settings.
interfaces flood multicast Enables/disables flood rate limiting for multicast traffic on an
interface.

MIB Obijects

esmConfTable
esmPortMaxFloodRate
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interfaces clear-violation-all

Clears all port violations set by various applications on the switch for the given port.

interfaces slot[/port[-port2]] clear-violation-all

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.
Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

All application violations associated with a specific port are cleared when this command is used.

Examples

-> interfaces 1/3 clear-violations-all
-> interfaces 1 clear-violations-all
-> interfaces 1/3-7 clear-violations-all

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces port Displays interface port status.

MIB Objects

esmConfTable
esmPortViolationClearAll

OmniSwitch 6450 CLI Reference Guide ~ November 2011 page 1-25



Ethernet Port Commands

interfaces hybrid autoneg

Enables or disables auto negotiation on a single combo port, a range of combo ports, or all combo ports on
a switch.

interfaces slot[/port[-port2]] hybrid {fiber | copper} autoneg {enable | disable | on | off}

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.
fiber Specifies that configuration changes will be made to the SFP port(s).
copper Specifies that changes will be made to the copper RJ-45 port(s).
enable Enables auto negotiation.

disable Disables auto negotiation.

on Same as enable.

off Same as disable.

Defaults

parameter default

enable | disable | on | off enable

Platforms Supported
OmniSwitch 6450

Usage Guidelines

The MIB table and MIB object listed in the “MIB Objects” section below apply to the inactive configured
media only. See the “MIB Objects” section in the interfaces autoneg section for the MIB table and MIB
object for the active configured media.

Examples

-> interfaces 1/25 hybrid copper autoneg disable
-> interfaces 1/25-26 hybrid copper autoneg disable
-> interfaces 1 hybrid copper autoneg disable

Release History

Release 6.6.1; command was introduced.
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Related Commands

interfaces hybrid speed Configures interface speed for combo ports.

interfaces hybrid crossover Configures crossover port settings for combo ports.

interfaces hybrid speed Enables or disables flow (pause).

show interfaces hybrid status  Displays interface line settings for combo ports.

show interfaces hybrid Displays auto negotiation, speed, duplex, and crossover settings for
capability combo ports.

MIB Obijects

esmHybridConfTable
esmHybridPortCfgAutoNegotiation
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interfaces hybrid crossover

Configures port crossover settings on a single port, a range of ports, or an entire Network Interface (NI).

interfaces slot[/port[-port2]] hybrid copper crossover {auto | mdix | mdi}

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.

copper Specifies that changes will be made to the copper RJ-45 port(s).
auto The interface will automatically detect crossover settings.

mdix Sets the crossover configuration to Media Dependent Interface with

Crossover (MDIX), which is the standard for hubs and switches.

mdi Sets the crossover configuration to Media Dependent Interface (MDI),
which is the standard for end stations.

Defaults
parameter default
auto | mdix | mdi auto

Platforms Supported
OmniSwitch 6450

Usage Guidelines
® You cannot configure crossover settings on fiber ports. These ports use the MDI standard.

e The MIB table and MIB object listed in the “MIB Objects” section below apply to the inactive config-
ured media only. See the “MIB Objects” section in the interfaces crossover section for the MIB table
and MIB object for the active configured media.

Examples

-> interfaces 1/25 hybrid copper crossover disable
-> interfaces 1/25-26 hybrid copper crossover mdix
-> interfaces hybrid copper crossover auto

Release History

Release 6.6.1; command was introduced.
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Related Commands

interfaces hybrid speed Configures interface speed for combo ports.

interfaces hybrid autoneg Enables and disables auto negotiation for combo ports.

interfaces hybrid speed Enables or disables flow (pause) for combo ports.

show interfaces hybrid status  Displays interface line settings for combo ports.

show interfaces hybrid Displays auto negotiation, speed, duplex, and crossover settings for
capability combo ports.

MIB Obijects

esmHybridConfTable
esmHybridPortCfgCrossover
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interfaces hybrid duplex

Configures duplex mode on combo ports. In full duplex mode, the interface transmits and receives data
simultaneously. In half duplex mode, the interface can transmit or receive data at a given time. Auto
duplex setting causes the switch to advertise all available duplex modes (half/full/both) for the port during
autonegotiation.

interfaces slot[/port[-port2]] hybrid {fiber | copper} duplex {full | half | auto}

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.

fiber Specifies that configuration changes will be made to the SFP port(s).

copper Specifies that changes will be made to the copper RJ-45 port(s).

full Sets interface to full duplex mode.

half Sets interface to half duplex mode.

auto Switc_h v_viII automatically set both the duplex mode settings to auto-
negotiation.

Defaults

parameter default

full | half | auto auto

Platforms Supported
OmniSwitch 6450

Usage Guidelines

The MIB table and MIB object listed in the “MIB Objects” section below apply to the inactive configured
media only. See the “MIB Objects” section in the interfaces duplex section for the MIB table and MIB
object for the active configured media.

Examples

-> interfaces 1/25 hybrid copper duplex auto
-> interfaces 1/25-26 hybrid copper duplex half
-> interfaces 1 hybrid copper fiber full

Release History

Release 6.6.1; command was introduced.

page 1-30 OmniSwitch 6450 CLI Reference Guide ~ November 2011



Ethernet Port Commands

Related Commands

interfaces hybrid speed Configures interface line speed for combo ports. Set to auto to set
speed and duplex mode to auto-sensing.

show interfaces hybrid status  Displays interface line settings (e.g., speed, mode) for combo ports.

MIB Objects

esmHybridConfTable
esmHybridPortCfgDuplexMode
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interfaces hybrid speed

Configures interface line speed on combo ports.

interfaces slot[/port[-port2]] speed hybrid {fiber | copper} {auto | 10 | 100 | 1000 | 10000 | max {100 |
1000}}

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.

fiber Specifies that configuration changes will be made to the SFP port(s).

copper Specifies that changes will be made to the copper RJ-45 port(s).

auto The switch will automatically set the line speed to match the attached
device (auto-sensing).

10 Sets the interface to 10 Mbps.

100 Sets the interface to 100 Mbps.

1000 Sets the interface to 1 Gigabit.

10000 Sets the interface to 10 Gigabit. This option is currently not supported.

max 100 Sets the maximum speed to 100 megabits.

max 1000 Sets the maximum speed to 1000 megabits (1 Gigabit)

Defaults

parameter default

auto | 10| 100 | 1000 | auto
10000 | max 100 | max
1000

Platforms Supported
OmniSwitch 6450

Usage Guidelines

The MIB table and MIB object listed in the “MIB Objects” section below apply to the inactive configured
media only. See the “MIB Objects” section in the interfaces speed section for the MIB table and MIB
object for the active configured media.
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Examples

-> interfaces 1/25 hybrid copper speed auto
-> interfaces 1/25-26 hybrid copper speed 100
-> interfaces 1/25 hybrid fiber speed 1000

Release History

Release 6.6.1; command was introduced.

Related Commands

interfaces hybrid duplex Configures duplex mode for combo ports.
interfaces hybrid autoneg Enables and disables auto negotiation for combo ports.
show interfaces hybrid status  Displays interface line settings for combo ports.

MIB Obijects

esmHybridConfTable
esmHybridPortCfgSpeed
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interfaces hybrid pause

Configures whether or not the switch will honor or transmit and honor flow control PAUSE frames on the
specified combo port. PAUSE frames are used to temporarily pause the flow of traffic between two
connected devices to help prevent packet loss when traffic congestion occurs between switches.

interfaces slot[/port[-port2]] hybrid {fiber | copper} pause {rx | tx-and-rx | disable}

Syntax Definitions

slot Slot number you want to configure.

port Port number of the interface you want to configure.

port2 Last port number in a range of ports you want to configure.

fiber Specifies that configuration changes will be made to the SFP port(s).
copper Specifies that changes will be made to the copper RJ-45 port(s).

rx Allows interface to honor PAUSE frames from peer switches and

temporarily stop sending traffic to the peer. Does not transmit PAUSE
frames to peer switches.

tx-and-rx Transmits and honors PAUSE frames when traffic congestion occurs
between peer switches.

disable Disables flow control on the interface.

Platforms Supported
OmniSwitch 6450

Defaults

By default, flow control is disabled on all combo ports.

Usage Guidelines

e Flow control is only supported on interfaces configured to run in full-duplex mode; half-duplex mode
is not supported.

page 1-34 OmniSwitch 6450 CLI Reference Guide ~ November 2011



Ethernet Port Commands

¢ If both autonegotiation and flow control are enabled on the same local interface, autonegotiation calcu-
lates operational flow control settings for that interface. Note that the operational settings, as shown in
the following table, override the configured settings as long as autonegotiation and flow control are

both enabled for the interface.

Configured Configured Configured Configured Negotiated Negotiated
Local Tx Local Rx Remote Tx Remote Rx Local Tx Local Rx
No No No No No No
Yes Yes Yes Yes Yes Yes
Yes No Yes No No No
No Yes No Yes Yes Yes
No No No Yes No No
Yes Yes No No No No
Yes No Yes Yes No No
No Yes Yes No No Yes
No No Yes No No No
Yes Yes No Yes Yes Yes
Yes No No No No No
No Yes Yes Yes Yes Yes
No No Yes Yes No No
Yes Yes Yes No No No
Yes No No Yes Yes No
No Yes No No No No

¢ If autonegotiation is disabled, the configured flow control setting is applied to the local interface.

Examples

-> interfaces 1 hybrid fiber tx-and-rx
-> interfaces 3/21-24 hybrid copper pause rx
-> interfaces 3/21-24 hybrid copper disable

Release History

Release 6.6.1; command was introduced.
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Related Commands

interfaces pause Configures flow control settings for switch interfaces.
show interfaces hybrid pause  Displays flow control settings for combo ports.

MIB Objects

esmHybridConfigTable
esmHybridPortCfgFlow

dot3PauseTable
dot3PauseAdminMode
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show interfaces

Displays general interface information (e.g., hardware, MAC address, input errors, and output errors).

show interfaces [slot[/port[-port2]]]

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.
Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ If no slot/port numbers are entered, information for all slots/ports on the switch is displayed.
e You can display a specific interface by entering the slot and port number (e.g., 3/1).

e You can display a range of port numbers (e.g., 3/1-4).

e You can display all interfaces in a slot by entering the slot number (e.g., 3).

OmniSwitch 6450 CLI Reference Guide ~ November 2011 page 1-37



Ethernet Port Commands

Examples

-> show interfaces 1/2

Slot/Port 1/2
Operational Status > up,
Last Time Link Changed : FRI DEC 27 15:10:40 ,
Number of Status Change: 1,

Type : Ethernet,

SFP/XFP : Not Present,

MAC address : 00:d0:95:b2:39:85,

BandWidth (Megabits) : 1000, Duplex : Full,
Autonegotiation : 1 [ 1000-F 100-F 100-H 10-F 10-H 1],

Long Frame Size(Bytes) : 9216, Runt Size(Bytes) : 64,
Rx :

Bytes Received
Broadcast Frames:
UnderSize Frames:
Lost Frames

CRC Error Frames:
TX :
Bytes Xmitted
Broadcast Frames:
UnderSize Frames:
Lost Frames

Error Frames

output definitions

7967624, Unicast Frames :
124186, M-cast Frames
0, OverSize Frames:
0, Error Frames
0, Alignments Err :

255804426, Unicast Frames :
3178399, M-cast Frames
0, OverSize Frames:
0, Collided Frames:
0

Slot/Port
Operational Status
Type

MAC address
Bandwidth

Duplex
Autonegotiation
Long Accept

Runt Accept

Long Frame Size
Runt Size

Bytes Received

Rx Unicast Frames
Rx Broadcast Frames
Rx M-cast Frames
Rx Undersize Frames
Rx Oversize Frames
Rx Lost Frames

Rx Error Frames

Rx CRC Error Frames

Interface slot and port.
Interface status (up/down).

Interface type (Ethernet/Fast Ethernet/Gigabit Ethernet).

Interface MAC address.

Bandwidth (in megabits).

Duplex mode (Half/Full/Auto).

The auto negotiation settings for this interface.
Long Frames status (enable/disable).
Runt Frames status (enable/disable).
Long Frame Size (in Bytes).

Runt Frame Size (in Bytes).

Number of Bytes received.

Number of unicast frames received.
Number of broadcast frames received.
Number of multicast frames received.
Number of undersized frames received.
Number of oversized frames received.
Number of Lost Frames received.
Number of error frames received.
Number of CRC error frames received.
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output definitions (continued)

Rx Alignments Err
Bytes Xmitted

Tx Unicast Frames
Tx Broadcast Frames
Tx M-cast Frames
Tx Undersize Frames
Tx Oversize Frames
Tx Lost Frames

Tx Collided Frames
Tx Error Frames

Number of Alignments Error frames received.
Number of Bytes transmitted.

Number of unicast frames transmitted.

Number of broadcast frames transmitted.

Number of multicast frames r transmitted.

Number of undersized frames transmitted.

Number of oversized frames transmitted.

Number of Lost Frames transmitted.

Number of collision frames received or transmitted.
Number of error frames transmitted.

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces accounting
show interfaces counters
show interfaces counters errors

show interfaces collisions

show interfaces status
show interfaces traffic

Displays interface accounting information (e.g., packets received/
transmitted).

Displays interface counter information (e.g., unicast packets
received/transmitted).

Displays interface error frame information (e.g., CRC errors, transit
errors, and receive errors).

Displays interface collision information (e.g., number of collisions
and number of retries).

Displays the interface line settings (e.g., speed and mode).
Displays interface traffic statistics (input/output bytes and packets).
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MIB Obijects

ifTable

ifOperStatus
ifType
ifPhysAddress
ifSpeed
ifInDiscards
ITfOutDiscards

esmConfTable

esmPortSlot

esmPortlF
esmPortCfgLongEnable
esmPortCfgRuntEnable
esmPortCfgMaxFrameSize
esmPortCfgRuntSize

ifXTable

ifHCInOctets
ifHCInUcastPkts
ifHCInBroadcastPkts
ifHCInMulticastPkts
IFHCOutOctets
IfHCOutUcastPkts
ITHCOutBroadcastPkts
IfHCOutMul ticastPkts

alcetherStatsTable

alcetherStatsRxUndersizePkts
alcetherStatsCRCAlignErrors
alcetherStatsTxUndersizePkts
alcetherStatsTxOversizePkts
alcetherStatsTxCollisions

dot3StatsTable

dot3StatsFrameToolLong
dot3StatsFCSErrors
dot3StatsLateCollisions
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show interfaces capability

Displays default auto negotiation, speed, duplex, flow, and cross-over settings for a single port, a range of
ports, or all ports on a Network Interface (NI) module.

show interfaces [slot[/port[-port2]]] capability

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.
Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ The show interfaces capability command displays defaults settings in two rows of data for each port.
The first row of data, identified by the label CAP, displays the valid user-defined configuration
settings available for the port. The second row, identified by the label DEF, displays the default

settings for the port.

Examples

-> show interfaces 5/1 capability

Slot/Port  AutoNeg Flow Crossover Speed Duplex

----------- T e e i T
5/1 CAP EN/DIS  EN/DIS MDI/X/Auto 10/100/1G Full/Half
5/1 DEF EN EN Auto Auto Auto

output definitions

Slot
Port
AutoNeg

Flow

The slot number.
The port number

In the row labeled CAP, the field displays the valid auto negotiation
configurations for the port. In the row label DEF, the field displays the
default auto negotiation settings for the port. The possible values are
EN (enabled) or DIS (disabled).

In the row labeled CAP, the field displays the valid flow configurations
for the port. In the row label DEF, the field displays the default flow
settings for the port. The possible values are EN (enabled) or DIS (dis-
abled).
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output definitions (continued)

Crossover

Speed

Duplex

In the row labeled CAP, the field displays the valid cross over configu-
rations for the port. In the row label DEF, the field displays the default
cross over settings for the port. The possible values are Auto,
MDI/X/Auto (MDI/MDIX/Auto), or -- (not configurable and/or not
applicable).

In the row labeled CAP, the field displays the valid line speed configu-
rations for the port. In the row label DEF, the field displays the default
line speed settings for the port. The possible values are 10/100, 100,
1G, 10/100/1G, 10G, or Auto.

In the row labeled CAP, the field displays the valid duplex configura-
tions for the port. In the row label DEF, the field displays the default
duplex settings for the port. The possible values are Full, Full/Half, or
Auto.

Release History

Release 6.6.1; command was introduced.

Related Commands

interfaces autoneg
interfaces crossover
interfaces speed
interfaces duplex
show interfaces status

MIB Obijects

esmConfTable

Enables and disables auto negotiation.
Configures crossover port settings.
Configures interface speed.
Configures duplex settings.

Displays interface line settings.

esmPortCfgAutoNegotiation

esmPortCfgFlow
esmPortCfgCrossover
esmPortCfgSpeed
esmPortAutoDuplexMode
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show interfaces flow control

Displays interface flow control wait time settings.

show interfaces [slot[/port[-port2]]] flow [control]

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.

control Optional command syntax. It displays the same information as show

interfaces flow.

Defaults
N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ If no slot/port numbers are entered, flow control wait time settings for all slots/ports on the switch are
displayed.

e You can display a specific interface by entering the slot and port number, a range of ports by entering a
slot and a range of ports, display all interfaces in a slot by entering the slot number, or display all inter-
faces as described above.

Examples

-> show interfaces 3/20-24 flow

Slot/Port Active \Wait time(usec) Cfg-Flow Cfg-Cross
——————————— PRy
3/20 - 0] Pause MDIX
3721 - 0 Pause MDIX
3/22 - 0 Pause MDIX
3/23 - 0 Go MDIX
3/24 - 0] Go MDIX

output definitions

Slot/Port Interface slot and port number

Active Interface status.

Wait time Flow control wait time, in microseconds.

Cfg-Flow Flow control status (Pause or Go).

Cfg-Cross The user-configured cross-over setting (Auto, MDI, or MDIX).
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Release History

Release 6.6.1; command was introduced..

Related Commands

interfaces crossover Configures crossover settings.
show interfaces hybrid flow control Displays interface flow control wait time settings for combo ports.

MIB Obijects

esmConfTable

esmPortSlot
esmPortlF
esmPortPauseSlotTime
esmPortCfgCrossover
dot3PauseTable

dot3PauseSlotTime
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show interfaces pause

Displays the flow control pause configuration for the specified interface(s).

show interfaces [slot[/port[-port2]]] pause

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.
Defaults

If a specific slot or slot/port number is not entered with this command, the flow control pause configura-
tion for all switch interfaces is displayed.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Enter a slot and port number (e.g., 3/21) or a range of port numbers (e.g., 3/21-24) to display informa-
tion for a specific port or a range of ports.

e Enter a slot number (e.g., 1) to display information for all ports on a specific slot.

Examples

-> show interfaces pause
Slot/Port Active Wait time(usec) Cfg-Pause Cfg-Cross Hybrid Type

——————————— e
1/1 - 0 DIS MDIX -
172 - 0 DIS MDIX -
1/3 - 0 DIS MDIX -
174 - 0 DIS MDIX -
1/5 - 0 DIS MDIX -
1/6 - 0 DIS MDIX -
177 - 0 DIS Auto -
1/8 - 0 DIS Auto -
1/9 - 65535 DIS Auto NA
1/10 - 0 DIS Auto -
1711 - 65535 DIS Auto NA
1/12 - 0 DIS Auto -
1/13 - 0 DIS Auto -
1/14 - 0 DIS Auto -
1/15 - 0 DIS Auto -
1/16 - 0 DIS Auto -
1717 - 0 DIS Auto -
1/18 - 0 DIS Auto -
1719 - 0 DIS Auto -
1/20 - 0 DIS Auto -
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1721
1721
1722
1722
1723
1/23
1/24
1724

Active

0 DIS MDI -
0 DIS Auto -
0 DIS MDI -
0 DIS Auto -
0 DIS MDI -
0 DIS Auto -
0 X MDI -
65535 Tx-N-Rx Auto C

-> show interfaces 1/24 pause

Slot/Port

1724

Active Wait time(usec) Cfg-Pause Cfg-Cross Hybrid Type
----------- T T s T T T
- 0 TX mMDI -
Active 65535 Tx-N-Rx Auto

1724

output definitions

Slot/Port

Act

Wait time

Cfg-Pause

Cfg-Cross

Hybrid Type

ive

Interface slot and port number
Interface status.

The amount of time, in microseconds, the neighbor interface will wait
after receiving a PAUSE frame from the local interface.

The flow control setting (Tx = transmit, Rx = receive, Tx-N-Rx =
transmit and receive). Configured through the interfaces pause com-
mand.

The user-configured cross-over setting (Auto, MDI, or MDIX). Con-
figured through the interfaces crossover command.

The configured active media type for a hybrid port (F = fiber, C = cop-
per, NA = not applicable).

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces hybrid pause

MIB Obijects

esmConfTable

esmPortSlot

esmPortlF
esmPortPauseSlotTime
esmPortCfgCrossover
esmPortActiveHybridType

dot3PauseTable

dot3PauseSlotTime

Displays flow control pause settings for combo ports.
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show interfaces accounting

Displays interface accounting information (e.g., packets received/transmitted and deferred frames
received).

show interfaces [slot[/port[-port2]]] accounting

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.
Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ If no slot/port numbers are entered, accounting information for all slots/ports on the switch is
displayed.

e You can display a specific interface by entering the slot and port number (e.g., 3/1).
e You can display a range of port numbers (e.g., 3/1-4).
e You can display all interfaces in a slot by entering the slot number (e.g., 3).

e For combo ports configured as either forced fiber or preferred fiber the accounting information for the
SFP fiber ports and not the copper RJ-45 ports will be displayed. See the show interfaces hybrid
accounting command for more information.

e For combo ports configured as either forced copper or preferred copper the accounting information for
the copper RJ-45 ports and not the SFP fiber port will be displayed. See the show interfaces hybrid
accounting command for more information.
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Examples

-> show interfaces 1/2 accounting

172 ,
Rx undersize packets
Tx undersize packets
Rx oversize packets
Tx oversize packets
Rx packets 64 Octets

Rx packets 65T0127 Octets

Rx packets 128To255 Octets
Rx packets 256To511 Octets
Rx packets 512T01023 Octets
Rx packets 1024T01518 Octets
Rx packets 1519t04095 Octets
Rx packets 4096ToMax Octets

Rx Jabber frames

output definitions

[eNeoNeoNe)

3073753,
678698,
21616,
21062,
2,
84,
o,
0,

0

Rx undersize packets
Tx undersize packets
Rx oversize packets
Tx oversize packets
Rx packets Octets
Rx Jabber frames
Tx deferred frames

Number of undersized packets received.

Number of undersized packets transmitted.

Number of oversized packets received.

Number of oversized packets transmitted.

Number of packets received in each listed octet range.
Number of jabber packets received (longer than 1518 octets).

Number of packets for which transmission was delayed (Ethernet
only).

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces

show interfaces counters

Displays general interface information (e.g., hardware, MAC
address, and input/output errors).

Displays interface counter information (e.g., unicast packets
received/transmitted).
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MIB Obijects

esmConfTable

esmPortSlot
esmPortlF

dot3StatsTable

dot3StatsFrameToolLong
dot3StatsDeferredTransmissions

alcetherStatsTable

alcetherStatRxsUndersizePkts
alcetherStatTxsUndersizePkts
alcetherStatsTxOversizePkts
alcetherStatsPkts640ctets
alcetherStatsPkts65t01270ctets
alcetherStatsPkts128to02550ctets
alcetherStatsPkts256to5110ctets
alcetherStatsPkts512t010230ctets
alcetherStatsPkts1024to015180ctets
gigaEtherStatsPkts1519to40950ctets
gigaEtherStatsPkts4096t092150ctets
alcetherStatsRxJabber

OmniSwitch 6450 CLI Reference Guide  November 2011

page 1-49



Ethernet Port Commands

show interfaces counters

Displays interface counters information (e.g., unicast, broadcast, and multi-cast packets received/transmit-
ted).

show interfaces [slot[/port[-port2]]] counters

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.
Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ If no slot/port numbers are entered, counter information for all slots/ports on the switch is displayed.
e You can display a specific interface by entering the slot and port number (e.g., 3/1).

e You can display a range of port numbers (e.g., 3/1-4).

e You can display all interfaces in a slot by entering the slot number (e.g., 3).

e These counters do not apply to Gigabit Ethernet traffic.

e For combo ports configured as either forced fiber or preferred fiber statistics for the SFP fiber ports and
not the copper RJ-45 ports will be displayed. See the show interfaces hybrid counters command for
more information.

e For combo ports configured as either forced copper or preferred copper statistics for the copper RJ-45
ports and not the SFP fiber port will be displayed. See the show interfaces hybrid counters command
for more information.
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Examples

-> show interfaces 3/1 counters

InOctets = 54367578586897979, OutOctets = 5_.78E19,
InUcastPkts = 55654265276, OutUcastPkts = 5.78E20,
InMcastPkts = 58767867868768777, OutMcastPkts = 5465758756856,
InBcastPkts = 576567567567567576, OutBcastPkts = 786876,
InPauseFrames = 567798768768767, OutPauseFrames= 786876,

output definitions

InOctets Number of octets received.

OutOctets Number of octets transmitted.

InUcastPkts Number of unicast packets received.
OutUcastPkts Number of unicast packets transmitted.
InMcastPkts Number of multicast packets received.
OutMcastPkts Number of unicast packets transmitted.
InBcastPkts Number of broadcast packets received.
OutBcastPkts Number of unicast packets transmitted.
InPauseFrames Number of MAC control frames received.
OutPauseFrames Number of MAC control frames transmitted.

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces counters errors  Displays interface error frame information (e.g., CRC errors, transit
errors, and receive errors).

MIB Obijects

esmConfTable

esmPortSlot
esmPortlF

ifXTable

ITHCINnOctets
IFfHCOutOctets
IfHCInUcastPkts
IfHCOutUcastPkts
IfHCInMulticastPkts
IfHCOutMul ticastPkts
IfHCInBroadcastPkts
IfHCOutBroadcastPkts

dot3PauseTable

dot3InPauseFrame
dot30utPauseFrame
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show interfaces counters errors

Displays interface error frame information (e.g., CRC errors, transit errors, and receive errors).

show interfaces [slot[/port[-port2]]] counters errors

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.
Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e |f no slot/port numbers are entered, counter error information for all slots/ports on the switch is
displayed.

e You can display a specific interface by entering the slot and port number (e.g., 3/1).
e You can display a range of port numbers (e.g., 3/1-4).

e You can display all interfaces in a slot by entering the slot number (e.g., 3).

e These counters do not apply to Gigabit Ethernet traffic.

e For combo ports configured as either forced fiber or preferred fiber, statistics for the SFP fiber ports
and not the copper RJ-45 ports will be displayed. See the show interfaces hybrid counters errors
command for more information.

e For combo ports configured as either forced copper or preferred copper, statistics for the copper RJ-45
ports and not the SFP fiber port will be displayed. See the show interfaces hybrid counters errors
command for more information.
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Examples

-> show interfaces 2/1 counters errors

02/01,
Alignments Errors = 6.45E13, FCS Errors = 7.65E12
IfInErrors = 6435346, IfOutErrors= 5543,

Undersize pkts 867568, Oversize pkts= 5.98E8

output definitions

Slot/Port Interface slot and port number.

Alignments Errors Number of Alignments errors.

FCS Errors Number of Frame Check Sequence errors.

IfInErrors Number of received error frames.

IfOutErrors Number of transmitted error frames.

Undersize pkts Number of undersized packets.

Oversize pkts Number of oversized packets (more than 1518 octets).

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces counters Displays interface counters information (e.g., unicast, broadcast,
and multi-cast packets received/transmitted).

MIB Obijects

esmConfTable

esmPortSlot
esmPortlF

ifTable

ifInErrors
ifOutErrors

alcetherStatsTable
alcetherStatsRxUndersizePkts
dot3StatsTable

dot3StatsAlignmentErrors
dot3StatsFCSErrors
dot3StatsFrameToolLong
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show interfaces collisions

Displays interface collision information (e.g., number of collisions and number of retries).

show interfaces [slot[/port[-port2]]] collisions

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.
Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ If no slot/port numbers are entered, collision information for all slots/ports on the switch is displayed.
e You can display a specific interface by entering the slot and port number (e.g., 3/1).

e You can display a range of port numbers (e.g., 3/1-4).

e You can display all interfaces in a slot by entering the slot number (e.g., 3).

e These counters do not apply to Gigabit Ethernet traffic.

e For combo ports configured as either forced fiber or preferred fiber, statistics for the SFP fiber ports
and not the copper RJ-45 ports will be displayed. See the show interfaces hybrid collisions command
for more information.

e For combo port configured as either forced copper or preferred copper, statistics for the copper RJ-45
ports and not the SFP fiber port will be displayed. See the show interfaces hybrid collisions command
for more information.

Examples
-> show interfaces 2/1 collisions
02/01,

Rx Collisions = 6.56E18, Rx Single Collision = 345464364,
Rx Multiple Collisions = 6325235326, Rx Excessive Collisions = 5.65E19

output definitions

Slot/Port Interface slot and port number.
Tx Collisions Number of transmit collisions.
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output definitions (continued)

Tx Single Collision Number of successfully transmitted frames for which transmission was
inhibited by one collision.

Tx Multiple Collisions Number of successfully transmitted frames for which transmission was
inhibited by multiple collisions.

Tx Excessive Retries Number of frames for which transmission fails due to excessive colli-
sions.

Rx Collisions Number of receive collisions.

Rx Single Collision Number of successfully received frames for which reception was

inhibited by one collision.

Rx Multiple Collisions Number of successfully received frames for which reception was
inhibited by multiple collisions.

Rx Excessive Retries Number of frames for which reception fails due to excessive collisions.

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces Displays general interface information (e.g., hardware, MAC
address, input errors, and output errors).

MIB Objects

esmConfTable

esmPortSlot
esmPortlF

alcetherStatsTable
alcetherStatsRxCollisions
dot3StatsTable

dot3StatsSingleCollisionFrames
dot3StatsMultipleCollisionFrames
dot3StatsExcessiveCollisions
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show interfaces status

Displays interface line settings (e.g., speed and mode).

show interfaces [slot[/port[-port2]]] status

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.
Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ If no slot/port numbers are entered, line settings for all slots/ports on the switch are displayed.
e You can display a specific interface by entering the slot and port number (e.g., 3/1).

e You can display a range of port numbers (e.g., 3/1-4).

e You can display all interfaces in a slot by entering the slot number (e.g., 3).

¢ The show interfaces status command displays the status and configuration of the active port in the
first row and the status and configuration of the other port in the following row. See the show inter-
faces hybrid status command for more information.

¢ The hybrid mode for combo ports is not configurable; combo ports are set to preferred fiber by default.
As a result, the Hybrid Mode field always displays preferred fiber (PF) for all combo ports. For non-
combo ports, the Hybrid Type and Hybrid Mode fields display NA.
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Examples

The following is an example for a non-combo port:
-> show interfaces 1/2 status

DETECTED CONFIGURED
Slot/ AutoNego Speed Duplex Hybrid Speed Duplex Hybrid Trap
Port (Mbps) Type (Mbps) Mode LinkUpDown
----- R
1/2 Enable 1000 Full NA Auto Auto NA -

The following is an example for a combo port:
-> show interfaces 1/25 status

DETECTED CONFIGURED
Slot/ AutoNego Speed Duplex Hybrid Speed Duplex Hybrid Trap
Port (Mbps) Type (Mbps) Mode LinkUpDown
----- R
1725 Enable - - - 1000 Full PF  Enable
1725 Enable - - - 100 Auto PF  Enable

FF - ForcedFiber PF - PreferredFiber F - Fiber
FC - ForcedCopper PC - PreferredCopper C - Copper

output definitions

Slot/Port Interface slot/port number.

AutoNego Autonegotiation status (Enable/Disable).

Detected Speed Detected line speed (10/100/Auto/1000/10000 Mbps).

Detected Duplex Detected line duplex (Half duplex/Full duplex/Auto).

Detected Hybrid Type The detected combo port type, which can be F (fiber) or C (copper).

Configured Speed Configured line speed (10/100/Auto/1000/10000 Mbps).

Configured Duplex Configured line duplex (Half duplex/Full duplex/Auto).

Configured Hybrid Mode The configured combo port type, which is PF (Preferred Fiber). Con-
figuring the Hybrid Mode is not supported.

Trap Link Up/Down Trap Link status (up/down).

Release History

Release 6.6.1; command was introduced.
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Related Commands

trap port link Enables/disables Trap LinkUpDown.

interfaces speed Configures interface line speed, sets speed, and duplex mode to
auto-sensing.

interfaces duplex Configures interface duplex mode.

interfaces clear-violation-all Configures one or more combo ports to use the fiber SFP port(s)

instead of the equivalent copper RJ-45 port(s) when both ports are
enabled and have a valid link.

MIB Obijects

ifTable
ifLinkUpDownTrapEnable
esmConfTable

esmPortSlot

esmPortlF
esmPortAutoSpeed
esmPortAutoDuplexMode
esmPortCfgSpeed
esmPortCfgDuplexMode

esmHybridConfTable
esmPortCfgHybridMode
esmPortCfgHybridType
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show interfaces port

Displays interface port status (up or down).

show interfaces [slot[/port[-port2]]] port

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.
Defaults

The status for all ports is displayed if a specific slot/port value is not specified with this command.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ You can display a specific interface by entering the slot and port number.
e You can display a range of port numbers (e.g., 3/1-4).

e You can display all interfaces in a slot by entering the slot number (e.g., 3).

Examples
-> show interfaces port
Slot/ Admin Link Violations Alias
Port Status Status
————— PRy
171 enable down none e
1/2 enable down none '
1/3 enable down none
174 enable down none

-> show interfaces 1/24 port
Slot/Port Admin Status Link Status Violations Alias

1/24 enable down NETSEC

output definitions

Slot/Port Interface slot and port number.
Admin Status Port status (enable/disable).
Link Status Operational status (enable/disable).
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output definitions (continued)

Violations Applications that have blocked the port due to a specific violation.
Alias Interface alias.

Release History

Release 6.6.1; command was introduced.

Related Commands

interfaces admin Enables/disables an interface.
interfaces clear-violation-all Clears all port violations set by various applications on the switch.
interfaces alias Configures an alias for a port.

MIB Obijects

esmConfTable

esmPortSlot
esmPortlF

ifXTable
ifAlias
ifTable

ifAdminStatus
ifOperStatus
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show interfaces ifg

Displays interface inter-frame gap values.

show interfaces [slot[/port[-port2]]] ifg

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.
Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ If no slot/port numbers are entered, IFG values for all slots/ports on the switch are displayed.
e You can display a specific interface by entering the slot and port number (e.g., 3/1).

e You can display a range of port numbers (e.g., 3/1-4).

e You can display all interfaces in a slot by entering the slot number (e.g., 3).

Examples

-> show interfaces ifg
Slot/Port ifg(Bytes)

___________ R
02/01 12
02/02 12
02/03 12
02/04 12
02705 12
02/06 12
02/07 12
02/08 12
02709 12
02710 12
02711 12
02/12 12
02/13 12
02/14 12
02/15 12
02/16 12
02/17 12
02/18 12
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output definitions
Slot/Port Interface slot and port numbers.

ifg Inter-frame gap value (Gigabit Ethernet interface).

Release History

Release 6.6.1; command was introduced.

Related Commands

interfaces ifg Configures the inter-frame gap value.

MIB Objects

esmConfTable

esmPortSlot
esmPortlF
esmPortCfglFG
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show interfaces flood rate

Displays interface peak flood rate settings.

show interfaces [slot[/port[-port2]]] flood rate

Syntax Definitions

slot

P
P

ort

ort2

Defaults
N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

Examples

Slot number you want to display.
Port number of the interface you want to display.

Last port number in a range of ports you want to display.

If no slot/port numbers are entered, peak rate settings for all slots/ports on the switch are displayed.

You can display a specific interface by entering the slot and port number.

You can display a range of port numbers (e.g., 3/1-4).

You can display all interfaces in a slot by entering the slot number only.

> show interfaces flood

rate

Slot/Port peak rate(Mb/second) Enable
___________ e
02701 12 Flood only
02702 47 Flood only
02703 16 Flood only
02704 47 Flood only
02705 47 Flood only
02706 47 Flood only
02707 47 Flood only
02708 47 Flood only
02709 47 Flood only
02710 47 Flood only
02711 47 Flood only
02712 47 Flood only
02713 47 Flood only
02714 47 Flood only
02/15 47 Flood only
02/16 47 Flood only
02/17 47 Flood only
02/18 47 Flood only
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output definitions

Slot/Port Interface slot and port numbers.
peak rate (Mbps) Configured peak flood rate.
Enable Configuration enabled (Flood only/Multicast).

Release History

Release 6.6.1; command was introduced.

Related Commands

interfaces flood rate Configures the peak flood rate for an interface.
interfaces flood multicast Enables/disables flood rate limiting for multicast traffic on an
interface.

MIB Obijects

esmConfTable

esmPortSlot

esmPortlF
esmPortMaxFloodRate
esmPortFloodMcastEnable

page 1-64 OmniSwitch 6450 CLI Reference Guide ~ November 2011



Ethernet Port Commands

show interfaces traffic

Displays interface traffic statistics.

show interfaces [slot[/port[-port2]]] traffic

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.
Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ If no slot/port numbers are entered, traffic settings for all slots/ports on the switch are displayed.
e You can display a specific interface by entering the slot and port number (e.g., 3/1).

e You can display all interfaces in a slot by entering the slot number (e.g., 3).

Examples

-> show interfaces traffic

Slot/Port Input packets Input bytes Output packets Output bytes

02/01 0 0 0 0
02/02 0 0 0 0
02/03 0 0 0 0
03701 0 (0] 0 0
03702 0] (0] 0 0

output definitions

Slot/Port Interface slot and port numbers.
Input packets Input packets detected.

Input bytes Input bytes detected.

Output packets Output packets detected.
Output bytes Output bytes detected.

Release History

Release 6.6.1; command was introduced.
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Related Commands

show interfaces Displays general interface information (e.g., hardware, MAC
address, and input/output errors).

show interfaces counters Displays interface counter information (e.g., unicast packets
received/transmitted).

MIB Objects

esmConfTable

esmPortSlot
esmPortlF

ifXTable

ifHCInOctets
ifHCInUcastPkts
ifHCInMulticastPkts
ifHCInBroadcastPkts
ifHCOutOctets
ifHCOutUcastPkts
ifHCOutMulticastPkts
ifHCOutBroadcastPkts
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show interfaces hybrid

Displays general interface information (e.g., hardware, MAC address, input errors, output errors) for
combo ports.

show interfaces [slot[/port[-port2]]] hybrid {fiber |copper}

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.

fiber Specifies that the status of the SFP port(s) will be displayed.

copper Specifies that the status of the copper RJ-45 port(s) will be displayed.
Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ If no slot/port numbers are entered, information for all slots/ports on the switch is displayed.
* You can display a specific interface by entering the slot and port number (e.g., 3/1).

e You can display a range of port numbers (e.g., 3/1-4).

* You can display all interfaces in a slot by entering the slot number (e.g., 3).
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Examples

-> show interfaces 1/25 hybrid fiber
Slot/Port 1/25 :
Operational Status : down,

Last Time Link Changed : FRI DEC 27 15:10:23 ,

Number of Status Change: O,

Type : Ethernet,

MAC address : 00:d0:95:b2:39:b2,

BandWidth (Megabits) : 1000, Duplex -,
Autonegotiation : 1 [ 1000-F 1,

Long Accept : Enable, Runt Accept

Long Frame Size(Bytes) : 9216, Runt Size(Bytes) : 64,

Rx :
Bytes Received
Broadcast Frames:
UnderSize Frames:
Lost Frames

CRC Error Frames:
TX :
Bytes Xmitted
Broadcast Frames:
UnderSize Frames:
Lost Frames
Error Frames

output definitions

, Unicast Frames :
M-cast Frames
OverSize Frames:
Error Frames

, Alignments Err :

[eNeNeoNoNa)

, Unicast Frames :
M-cast Frames

OverSize Frames:
, Collided Frames:

[eNeNeoNoNe)

: Disable,

[eNeNeoNe) [eNeNeoNoNe)

Slot/Port
Operational Status

Last Time Link Changed
Number of Status Change

Type

MAC address
Bandwidth

Duplex
Autonegotiation
Long Accept

Runt Accept

Long Frame Size
Runt Size

Bytes Received

Rx Unicast Frames
Rx Broadcast Frames
Rx M-cast Frames
Rx Undersize Frames
Rx Oversize Frames

Interface slot and port.
Interface status (up/down).

The last time the configuration for this interface was changed.

The total number of times that the configuration of this interface has

changed.

Interface type (Ethernet/Fast Ethernet/Gigabit Ethernet).

Interface MAC address.

Bandwidth (in megabits).

Duplex mode (Half/Full/Auto).

The auto negotiation settings for this interface.
Long Frames status (enable/disable).
Runt Frames status (enable/disable).
Long Frame Size (in Bytes).

Runt Frame Size (in Bytes).

Number of Bytes received.

Number of unicast frames received.
Number of broadcast frames received.
Number of multicast frames received.
Number of undersized frames received.
Number of r oversized frames received.
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output definitions (continued)

Rx Lost Frames
Rx Error Frames

Rx CRC Error Frames

Rx Alignments Err
Bytes Xmitted

Tx Unicast Frames
Tx Broadcast Frames
Tx M-cast Frames
Tx Undersize Frames
Tx Oversize Frames
Tx Lost Frames

Tx Collided Frames
Tx Error Frames

Number of Lost Frames received.

Number of error frames received.

Number of CRC error frames received.
Number of Alignments Error frames received.
Number of Bytes transmitted.

Number of unicast frames transmitted.
Number of broadcast frames transmitted.
Number of multicast frames r transmitted.
Number of undersized frames transmitted.
Number of oversized frames transmitted.
Number of Lost Frames transmitted.

Number of collision frames received or transmitted.
Number of error frames transmitted.

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces hybrid
accounting

Displays interface accounting information (e.g., packets received/
transmitted) for combo ports.

show interfaces hybrid counters Displays interface counter information (e.g., unicast packets

show interfaces hybrid counters

errors

show interfaces hybrid
collisions

show interfaces hybrid status

show interfaces hybrid traffic

received/transmitted) for combo ports.

Displays interface error frame information (e.g., CRC errors, transit
errors, receive errors) for combo ports.

Displays interface collision information (e.g., number of collisions,
number of retries) for combo ports.

Displays the interface line settings (e.g., speed, mode) for combo
ports.

Displays interface traffic statistics (input/output bytes and packets)
for combo ports.
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MIB Obijects

ifTable

ifOperStatus
ifType
ifPhysAddress
ifSpeed
ifInDiscards
ITfOutDiscards

esmConfTable

esmPortSlot

esmPortlF
esmPortCfgLongEnable
esmPortCfgRuntEnable
esmPortCfgMaxFrameSize
esmPortCfgRuntSize

ifXTable

ifHCInOctets
ifHCInUcastPkts
ifHCInBroadcastPkts
ifHCInMulticastPkts
IFHCOutOctets
IfHCOutUcastPkts
ITHCOutBroadcastPkts
IfHCOutMul ticastPkts

alcetherStatsTable

alcetherStatsRxUndersizePkts
alcetherStatsCRCAlignErrors
alcetherStatsTxUndersizePkts
alcetherStatsTxOversizePkts
alcetherStatsTxCollisions

dot3StatsTable

dot3StatsFrameToolLong
dot3StatsFCSErrors
dot3StatsLateCollisions
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show interfaces hybrid status

Displays interface line settings (e.g., speed, mode) for combo ports only.

show interfaces [slot[/port[-port2]]] hybrid {fiber |copper} status

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.

fiber Specifies that the status of the SFP port(s) will be displayed.

copper Specifies that the status of the copper RJ-45 port(s) will be displayed.
Defaults

If a specific slot or slot/port number is not entered with this command, the status and configuration
configuration for all switch combo ports is displayed..

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Use the slot, slot/port, or slot/port-port2 parameters to display the status and configuration for all ports
on a slot, a specific port, or a range of ports.

¢ The hybrid mode for combo ports is not configurable; combo ports are set to preferred fiber by default.
As a result, the Hybrid Mode field always displays preferred fiber (PF) for all combo ports.

Examples
-> show interfaces hybrid fiber status
DETECTED CONFIGURED
Slot/ AutoNego Speed Duplex Hybrid Speed Duplex Hybrid Trap
Port (Mbps) Type (Mbps) Mode LinkUpDown
----- T T T IR
1725 Enable - - - 1000 Full PF -
1/26 Enable - - - 1000 Full PF -

FF - ForcedFiber PF - PreferredFiber F - Fiber
FC - ForcedCopper PC - PreferredCopper C - Copper

output definitions

Slot/Port Interface slot/port number.
AutoNego Autonegotiation status (Enable/Disable).
Detected Speed Detected line speed (10/100/Auto/1000/10000 Mbps).
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output definitions (continued)

Detected Duplex Detected line duplex (Half duplex/Full duplex/Auto).

Detected Hybrid Type The detected combo port type, which can be F (fiber) or C (copper).

Configured Speed Configured line speed (10/100/Auto/1000/10000 Mbps).

Configured Duplex Configured line duplex (Half duplex/Full duplex/Auto).

Configured Hybrid Mode The configured combo port type, which is PF (Preferred Fiber). Con-
figuring the Hybrid Mode is not supported.

Trap Link Up/Down Trap Link status (up/down).

Release History

Release 6.6.1; command was introduced.

Related Commands

trap port link Enables/disables Trap LinkUpDown.

interfaces hybrid speed Configures interface line speed on combo ports.

interfaces hybrid duplex Configures duplex mode on combo ports.

interfaces clear-violation-all Configures one or more combo ports to use the fiber SFP port(s)

instead of the equivalent copper RJ-45 port(s) when both ports are
enabled and have a valid link.

MIB Obijects

ifTable
ifLinkUpDownTrapEnable
esmConfTable

esmPortSlot
esmPortlF
esmPortAutoSpeed
esmPortAutoDuplexMode

esmHybridConfTable
esmPortCfgHybridMode
esmPortCfgHybridType
esmHybridPortCfgSpeed
esmHybridPortCfgDuplexMode

page 1-72 OmniSwitch 6450 CLI Reference Guide ~ November 2011



Ethernet Port Commands

show interfaces hybrid flow control

Displays interface flow control wait time settings for combo ports.

show interfaces [slot[/port[-port2]]] hybrid {fiber |copper} flow control

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.

fiber Specifies that the configuration of the SFP port(s) will be displayed.

copper Specifies that the configuration of the copper RJ-45 port(s) will be
displayed.

Defaults

If a specific slot or slot/port number is not entered with this command, the flow control wait tme settings
for all switch combo ports is displayed..

Platforms Supported
OmniSwitch 6450

Usage Guidelines

Use the slot, slot/port, or slot/port-port2 parameters to display the flow control wait time settings for all
ports on a slot, a specific port, or for a range of ports.

Examples

-> show interfaces hybrid fiber flow control
Slot/Port Active Wait time(usec) Cfg-Flow Cfg-Cross

1/25 - 0 Pause MDI
1/26 - 0 Pause MDI

output definitions

Slot/Port Interface slot and port number

Active Interface status.

Wait time Flow control wait time, in microseconds.

Cfg-Flow Flow control status, which can be Pause or Go.

Cfg-Cross The user-configured cross-over setting, which can be Auto, MDI, or
MDIX.
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Release History

Release 6.6.1; command was introduced.

Related Commands

interfaces hybrid crossover Configures crossover settings for combo ports.
show interfaces flow control Displays interface flow control wait time settings.

MIB Obijects

esmConfTable

esmPortCfgSlot
esmPortCfglfindex

esmHybridConfTable

esmHybridPortCfgFlow
esmHybridPortPauseSlotTime
esmHybridPortCfgCrossover
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show interfaces hybrid pause

Displays the flow control pause configuration for combo ports.

show interfaces [slot[/port[-port2]]] hybrid {fiber |copper} pause

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.

fiber Specifies that the configuration of the SFP port(s) will be displayed.

copper Specifies that the configuration of the copper RJ-45 port(s) will be
displayed.

Defaults

If a specific slot or slot/port number is not entered with this command, the flow control pause configura-
tion for all switch combo ports is displayed.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Enter a slot and port number or a range of port numbers to display information for a specific combo
port or a range of combo ports.

e Enter a slot number to display information for all combo ports on a specific slot.

Examples

-> show interfaces hybrid fiber pause
Slot/Port Active Wait time(usec) Cfg-Pause Cfg-Cross Hybrid Type

-> show interfaces hybrid copper pause

Slot/Port Active Wait time(usec) Cfg-Pause Cfg-Cross Hybrid Type

——————————— Ry Sy
1725 - 0 DIS Auto -
1726 Active 65535 Tx-N-Rx Auto c

output definitions

Slot/Port Interface slot and port number
Active Interface status.
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output definitions (continued)

Wait time The amount of time, in microseconds, the neighbor interface will wait
after receiving a PAUSE frame from the local interface.

Cfg-Pause The flow control setting (Tx = transmit, Rx = receive, Tx-N-Rx =
transmit and receive). Configured through the interfaces hybrid pause
command.

Cfg-Cross The user-configured cross-over setting (Auto, MDI, or MDIX). Con-

figured through the interfaces hybrid crossover command.

Hybrid Type The configured active media type for the hybrid port (F = fiber, C =
copper, NA = not applicable).

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces pause Displays the interface flow control pause settings.

MIB Obijects

esmConfTable

esmPortCfgSlot
esmPortCfglF
esmPortPauseSlotTime
esmPortActiveHybridType

esmHybridConfTable

esmHybridPortCfgFlow
esmHybridPortCfgCrossover

dot3PauseTable
dot3PauseSlotTime
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show interfaces hybrid capability

Displays default auto negotiation, speed, duplex, flow, and cross-over settings for a single combo port, a
range of combo ports, or all combo ports on a switch.

show interfaces [slot[/port[-port2]]] hybrid {fiber |copper} capability

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.

fiber Specifies that the configuration of the SFP port(s) will be displayed.

copper Specifies that the configuration of the copper RJ-45 port(s) will be
displayed.

Defaults

If a specific slot or slot/port number is not entered with this command, the information for all switch
combo ports is displayed.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Enter a slot and port number or a range of port numbers to display information for a specific combo
port or a range of combo ports.

e Enter a slot number to display information for all combo ports on a specific slot.

e The show interfaces hybrid capability command displays defaults settings in two rows of data for
each combo port. The first row of data, identified by the label CAP, displays the valid user-defined
configuration settings available for the combo port. The second row, identified by the label DEF,
displays the default settings for the combo port.

Examples

-> show interfaces 1/25 hybrid copper capability
Slot/Port  AutoNeg Flow Crossover Speed Duplex

——————————— PRy S
1/25 CAP EN/DIS  EN/DIS MDI/X/Auto 10/100/1G Full/Half
1/25 DEF EN EN Auto Auto Auto

output definitions
Slot The slot number.

Port The port number
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output definitions (continued)

AutoNeg In the row labeled CAP this field displays the valid auto negotiation
configurations for the port. In the row label DEF this field displays the
default auto negotiation settings for the port. The possible values are
EN (enabled) or DIS (disabled).

Flow In the row labeled CAP this field displays the valid flow configurations
for the port. In the row label DEF this field displays the default flow
settings for the port. The possible values are EN (enabled) or DIS (dis-
abled).

Crossover In the row labeled CAP this field displays the valid cross over configu-
rations for the port. In the row label DEF this field displays the default
cross over settings for the port. The possible values are Auto,
MDI/X/Auto (MDI/MDIX/Auto), or -- (not configurable and/or not
applicable).

Speed In the row labeled CAP this field displays the valid line speed configu-
rations for the port. In the row label DEF this field displays the default
line speed settings for the port. The possible values are 10/100, 100,
1G, 10/100/1G, or Auto.

Duplex In the row labeled CAP this field displays the valid duplex configura-
tions for the port. In the row label DEF this field displays the default
duplex settings for the port. The possible values are Full, Full/Half, or
Auto.

Release History

Release 6.6.1; command was introduced.

Related Commands

interfaces hybrid autoneg Enables and disables auto negotiation for combo ports.
interfaces hybrid crossover Configures crossover port settings for combo ports.
interfaces hybrid speed Configures interface speed for combo ports.
interfaces hybrid duplex Configures duplex settings for combo ports.

show interfaces hybrid status  Displays interface line settings for combo ports.

MIB Obijects

esmConfTable

esmPortCfgSlot
esmPortCfglfindex

esmHybridConfTable

esmHybridPortCfgAutoNegotiation
esmHybridPortCfgFlow
esmHybridPortCfgCrossover
esmHybridPortCfgSpeed
esmHybridPortCfgDuplex
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show interfaces hybrid accounting

Displays interface accounting information (e.g., packets received/transmitted, deferred frames received)
for combo ports.

show interfaces [slot[/port[-port2]]] hybrid {fiber |copper} accounting

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.

fiber Specifies that statistics for the SFP port(s) will be displayed.

copper Specifies that statistics for the copper RJ-45 port(s) will be displayed.
Defaults

If a specific slot or slot/port number is not entered with this command, the accounting information for all
switch combo ports is displayed.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Enter a slot and port number or a range of port numbers to display information for a specific combo
port or a range of combo ports.

e Enter a slot number to display information for all combo ports on a specific slot.

Examples

-> show interfaces 1/25 hybrid copper accounting
1725 ,

Rx undersize packets = 0,
Tx undersize packets = 0,
Rx oversize packets = 0,
Tx oversize packets = o,
Rx packets 64 Octets = 3073753,
Rx packets 65T0127 Octets = 678698,
Rx packets 128To255 Octets = 21616,
Rx packets 256To511 Octets = 21062,
Rx packets 512701023 Octets = 2,
Rx packets 1024To01518 Octets = 84,
Rx packets 1519t04095 Octets = o,
Rx packets 4096ToMax Octets = o,
Rx Jabber frames = 0
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output definitions

Rx undersize packets Number of undersized packets received.

Tx undersize packets Number of undersized packets transmitted.

RXx oversize packets Number of oversized packets received.

Tx oversize packets Number of oversized packets transmitted.

Rx packets Octets Number of packets received in each listed octet range.

Rx Jabber frames Number of jabber packets received (longer than 1518 octets).

Tx deferred frames Number of packets for which transmission was delayed (Ethernet
only).

Release History

Release 6.6.1; command was introduced.

Related Commands
show interfaces hybrid Displays general interface information (e.g., hardware, MAC
address, input/output errors) for combo ports.

show interfaces hybrid counters Displays interface counter information (e.g., unicast packets
received/transmitted) for combo ports.
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MIB Obijects

esmConfTable

esmPortCfgSlot
esmPortCfglfindex

alcetherStatsTable

alcetherStatRxsUndersizePkts
alcetherStatTxsUndersizePkts
alcetherStatsTxOversizePkts
alcetherStatsPkts640ctets
alcetherStatsPkts65t01270ctets
alcetherStatsPkts128to2550ctets
alcetherStatsPkts256to05110ctets
alcetherStatsPkts512t010230ctets
alcetherStatsPkts1024t015180ctets
gigaEtherStatsPkts1519t040950ctets
gigaEtherStatsPkts4096t092150ctets
alcetherStatsRxJabber

dot3StatsTable

dot3StatsFrameToolLong
dot3StatsDeferredTransmissions
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show interfaces hybrid counters

Displays interface counters information (e.g., unicast, broadcast, multi-cast packets received/transmitted)
for combo ports.

show interfaces [slot[/port[-port2]]] hybrid {fiber |copper} counters

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.

fiber Specifies that statistics for the SFP port(s) will be displayed.

copper Specifies that statistics for the copper RJ-45 port(s) will be displayed.
Defaults

If a specific slot or slot/port number is not entered with this command, the interface counters for all switch
combo ports is displayed.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Enter a slot and port number or a range of port numbers to display information for a specific combo
port or a range of combo ports.

e Enter a slot number to display information for all combo ports on a specific slot.

e These counters do not apply to Gigabit Ethernet traffic.

Examples

-> show interfaces 1/25 hybrid copper counters

InOctets = 54367578586897979, OutOctets = 5_.78E19,
InUcastPkts = 55654265276, OutUcastPkts = 5.78E20,
InMcastPkts = 58767867868768777, OutMcastPkts = 5465758756856,
InBcastPkts = 576567567567567576, OutBcastPkts = 786876,
InPauseFrames = 567798768768767, OutPauseFrames= 786876,

output definitions

InOctets Number of octets received.

OutOctets Number of octets transmitted.
InUcastPkts Number of unicast packets received.
OutUcastPkts Number of unicast packets transmitted.
InMcastPkts Number of multicast packets received.
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output definitions (continued)

OutMcastPkts Number of unicast packets transmitted.
InBcastPkts Number of broadcast packets received.
OutBcastPkts Number of unicast packets transmitted.
InPauseFrames Number of MAC control frames received.
OutPauseFrames Number of MAC control frames transmitted.

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces hybrid counters  Displays interface error frame information (e.g., CRC errors, transit
errors errors, receive errors).

MIB Obijects

esmConfTable

esmPortCfgSlot
esmPortCfglfindex

ifXTable

ITHCInOctets
IFHCOutOctets
IfHCInUcastPkts
ITHCOutUcastPkts
IfHCInMul ticastPkts
IfHCOutMul ticastPkts
IfHCInBroadcastPkts
IfHCOutBroadcastPkts

dot3PauseTable

dot3InPauseFrame
dot30utPauseFrame
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show interfaces hybrid counters errors

Displays interface error frame information (e.g., CRC errors, transit errors, receive errors) for combo
ports.

show interfaces [slot[/port[-port2]]] hybrid {fiber |copper} counters errors

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.

fiber Specifies that statistics for the SFP port(s) will be displayed.

copper Specifies that statistics for the copper RJ-45 port(s) will be displayed.
Defaults

If a specific slot or slot/port number is not entered with this command, the error frame information for all
switch combo ports is displayed.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Enter a slot and port number or a range of port numbers to display information for a specific combo
port or a range of combo ports.

e Enter a slot number to display information for all combo ports on a specific slot.

e These counters do not apply to Gigabit Ethernet traffic.

Examples

-> show interfaces 1/25 hybrid copper counters errors

01725,
Alignments Errors = 6.45E13, FCS Errors = 7.65E12
I1fInErrors = 6435346, I1fOutErrors= 5543,

Undersize pkts 867568, Oversize pkts= 5_.98E8

output definitions

Slot/Port Interface slot and port number.
Alignments Errors Number of Alignments errors.

FCS Errors Number of Frame Check Sequence errors.
IfInErrors Number of received error frames.
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output definitions (continued)

IfOutErrors Number of transmitted error frames.
Undersize pkts Number of undersized packets.
Oversize pkts Number of oversized packets (more than 1518 octets).

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces hybrid counters Displays interface counters information (e.g., unicast, broadcast,
multi-cast packets received/transmitted).

MIB Objects

esmConfTable

esmPortCfgSlot
esmPortCfglfindex

ifTable

ifInErrors
ifOutErrors

alcetherStatsTable
alcetherStatsRxUndersizePkts
dot3StatsTable

dot3StatsAlignmentErrors
dot3StatsFCSErrors
dot3StatsFrameToolLong
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show interfaces hybrid collisions

Displays interface collision information (e.g., number of collisions, number of retries) for combo ports.

show interfaces [slot[/port[-port2]]] hybrid {fiber |copper} collisions

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.

fiber Specifies that statistics for the SFP port(s) will be displayed.

copper Specifies that statistics for the copper RJ-45 port(s) will be displayed.
Defaults

If a specific slot or slot/port number is not entered with this command, the information for all switch
combo ports is displayed.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Enter a slot and port number or a range of port numbers to display collision information for a specific
combo port or a range of combo ports.

e Enter a slot number to display information for all combo ports on a specific slot.

e These counters do not apply to Gigabit Ethernet traffic.

Examples
-> show interfaces 1/25 hybrid copper collisions
01725,

Rx Collisions = 6.56E18, Rx Single Collision = 345464364,
Rx Multiple Collisions = 6325235326, Rx Excessive Collisions = 5.65E19
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output definitions

Slot/Port Interface slot and port number.

Tx Collisions Number of transmit collisions.

Tx Single Collision Number of successfully transmitted frames for which transmission was
inhibited by one collision.

Tx Multiple Collisions Number of successfully transmitted frames for which transmission was
inhibited by multiple collisions.

Tx Excessive Retries Number of frames for which transmission fails due to excessive colli-
sions.

Rx Collisions Number of receive collisions.

Rx Single Collision Number of successfully received frames for which reception was

inhibited by one collision.

Rx Multiple Collisions Number of successfully received frames for which reception was
inhibited by multiple collisions.

Rx Excessive Retries Number of frames for which reception fails due to excessive collisions.

Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces hybrid Displays general interface information (e.g., hardware, MAC
address, input errors, output errors) for combo ports.

MIB Objects

esmConfTable

esmPortCfgSlot
esmPortCfglfindex

alcetherStatsTable
alcetherStatsRxCollisions
dot3StatsTable

dot3StatsSingleCollisionFrames
dot3StatsMultipleCollisionFrames
dot3StatsExcessiveCollisions

OmniSwitch 6450 CLI Reference Guide ~ November 2011 page 1-87



Ethernet Port Commands

show interfaces hybrid traffic

Displays interface traffic statistics for combo ports.

show interfaces [slot[/port[-port2]]] hybrid {fiber |copper} traffic

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.

fiber Specifies that statistics for the SFP port(s) will be displayed.

copper Specifies that statistics for the copper RJ-45 port(s) will be displayed.
Defaults

If a specific slot or slot/port number is not entered with this command, the traffic statistics for all switch
combo ports is displayed.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Enter a slot and port number or a range of port numbers to display information for a specific combo
port or a range of combo ports.

e Enter a slot number to display information for all combo ports on a specific slot.

Examples

-> show interfaces hybrid fiber traffic

Slot/Port Input packets Input bytes Output packets Output bytes
--------- e
01/25 0 0 0

01/26 0 0 0

output definitions

Slot/Port Interface slot and port numbers.
Input packets Input packets detected.

Input bytes Input bytes detected.

Output packets Output packets detected.
Output bytes Output bytes detected.
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Release History

Release 6.6.1; command was introduced.

Related Commands

show interfaces hybrid Displays general interface information (e.g., hardware, MAC
address, input/output errors) for combo ports.

show interfaces hybrid counters Displays interface counter information (e.g., unicast packets
received/transmitted) for combo ports.

MIB Obijects

esmConfTable

esmPortCfgSlot
esmPortCfglfindex

ifXTable

ifHCINnOctets
ifHCInUcastPkts
ifHCInMulticastPkts
ifHCInBroadcastPkts
ifHCOutOctets
ifHCOutUcastPkts
ifHCOutMulticastPkts
ifHCOutBroadcastPkts
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show interfaces hybrid port

Displays interface port status (up or down) for combo ports.

show interfaces [slot[/port[-port2]]] hybrid {fiber |copper} port

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.

fiber Specifies that the status of the SFP port(s) will be displayed.

copper Specifies that the status of the copper RJ-45 port(s) will be displayed.
Defaults

If a specific slot or slot/port number is not entered with this command, the port status for all switch combo
ports is displayed.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Enter a slot and port number or a range of port numbers to display information for a specific combo
port or a range of combo ports.

e Enter a slot number to display information for all combo ports on a specific slot.

Examples

-> show interfaces 1/25 hybrid fiber port
Slot/Port  Admin Status Link Status Alias

1/25 enable down

output definitions

Slot/Port Interface slot and port number.
Admin Status Port status (enable/disable).

Link Status Operational status (enable/disable).
Alias Interface alias.

Release History

Release 6.6.1; command was introduced.
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Related Commands

interfaces admin Enables/disables an interface.
interfaces alias Configures an alias for a port.

MIB Objects

esmConfTable

esmPortCfgSlot
esmPortCfglflndex

ifXTable
ifAlias
ifTable

ifAdminStatus
ifOperStatus
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show interfaces hybrid flood rate

Displays interface peak flood rate settings for combo ports.

show interfaces [slot[/port[-port2]]] hybrid {fiber |copper} flood rate

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.

fiber Specifies that the status of the SFP port(s) will be displayed.

copper Specifies that the status of the copper RJ-45 port(s) will be displayed.
Defaults

If a specific slot or slot/port number is not entered with this command, the peak rate settings for all switch
combo ports is displayed.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Enter a slot and port number or a range of port numbers to display information for a specific combo
port or a range of combo ports.

e Enter a slot number to display information for all combo ports on a specific slot.

Examples

-> show interfaces flood rate

Slot/Port peak rate(Mb/second) Enable

___________ e
02701 12 Flood only
02702 47 Flood only
02703 16 Flood only
02704 47 Flood only
02705 47 Flood only
02706 47 Flood only
02707 47 Flood only
02708 47 Flood only
02709 47 Flood only
02710 47 Flood only
02/11 47 Flood only
02/12 47 Flood only
02713 47 Flood only
02714 47 Flood only
02715 47 Flood only
02/16 47 Flood only
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02/17 47 Flood only
02718 47 Flood only
02719 47 Flood only

output definitions

Slot/Port Interface slot and port numbers.
Peak Rate (Mbps) Configured peak flood rate.
Enable Configuration enabled (Flood only/Flood Multicast/Multicast).

Release History

Release 6.6.1; command was introduced.

Related Commands

interfaces flood rate Configures the peak flood rate for an interface.
interfaces flood multicast Enables/disables flood multicasting on an interface.

MIB Obijects

esmConfTable

esmPortSlot

esmPortlF
esmPortMaxFloodRate
esmPortFloodMcastEnable
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show interfaces hybrid ifg

Displays interface inter-frame gap values for combo ports.

show interfaces [slot[/port[-port2]]] hybrid {fiber |copper} ifg

Syntax Definitions

slot Slot number you want to display.

port Port number of the interface you want to display.

port2 Last port number in a range of ports you want to display.

fiber Specifies that statistics for the SFP port(s) will be displayed.

copper Specifies that statistics for the copper RJ-45 port(s) will be displayed.
Defaults

If a specific slot or slot/port number is not entered with this command, the inter-frame gap values for all
switch combo ports is displayed.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Enter a slot and port number or a range of port numbers to display information for a specific combo
port or a range of combo ports.

e Enter a slot number to display information for all combo ports on a specific slot.
Examples

-> show interfaces hybrid fiber ifg
Slot/Port ifg(Bytes)

output definitions

Slot/Port Interface slot and port numbers.
ifg Inter-frame gap value (Gigabit Ethernet interface).

Release History

Release 6.6.1; command was introduced.
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Related Commands

interfaces ifg Configures the inter-frame gap value.

MIB Obijects

esmConfTable

esmPortSlot
esmPortlF
esmPortCfglFG
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2 Source Learning
Commands

Source Learning is responsible for creating, updating, and deleting source and destination MAC Address
entries in the MAC Address Table. This chapter includes descriptions of Source Learning commands used
to create or delete static MAC addresses, define the aging time value for static and dynamically learned
MAC addresses, and display MAC Address Table entries and statistics.

MIB information for Source Learning commands is as follows:

Filename: Alcatelind1MacAddress.mib
Module: ALCATEL-IND1-MAC-ADDRESS-MIB

A summary of the available commands is listed here:

mac-address-table

mac-address-table static-multicast
mac-address-table aging-time
source-learning

show mac-address-table

show mac-address-table static-multicast
show mac-address-table count

show mac-address-table aging-time
show source-learning
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mac-address-table

Configures a destination unicast MAC address. The configured (static) MAC address is assigned to a non-
mobile switch port or link aggregate ID and VLAN. Packets received on ports associated with the speci-
fied VLAN that contain a destination MAC address that matches the static MAC address are forwarded to
the specified port. Static destination MAC addresses are maintained in the Source Learning MAC address
table.

mac-address-table [permanent] mac_address {slot/port | linkagg link_agg} vid [bridging | filtering]

no mac-address-table [permanent | learned] [mac_address {slot/port | linkagg link_agg} vid]

Syntax Definitions

permanent Defines a permanent static MAC Address that is not removed when the
switch reboots.
learned Specifies that the MAC address is a dynamically learned address.
mac_address Enter the destination MAC Address to add to the MAC Address Table
(e.g., 00:00:39:59:f1:0c).
slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).
link_agg Enter a link aggregate ID number (0-31). See Chapter 6, “Link Aggre-
gation Commands.”
vid VLAN ID number (1-4094).
bridging Specifies that all packets to or from this MAC address are bridged.
filtering Specifies that all packets to or from this MAC address are dropped.
Defaults
parameter default
permanent permanent
bridging | filtering bridging

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Use the no form of this command to remove a MAC address from the Source Learning MAC Address
Table.

¢ The specified slot/port or link aggregate 1D must already belong to the specified VLAN. Use the vlan
port default command to assign a port or link aggregate ID to a VLAN before you configure the static
MAC address. Only traffic from other ports associated with the same VLAN is directed to the static
MAC address slot/port.
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e Select the filtering parameter to set up a denial of service to block potential hostile attacks. Traffic sent
to or from a filtered MAC address is dropped. Select the bridging parameter for regular traffic flow to
or from the MAC address.

¢ If a packet received on a port associated with the same VLAN contains a source address that matches a
static MAC address, the packet is discarded.

e Static MACs are not supported on mobile ports.

e Only static MAC address entries with a permanent management status are captured when a snapshot
of the switch’s running configuration is taken.

e Use the mac-address-table aging-time command (see page 2-6) to set the aging time value for all
static and dynamically learned MAC addresses. This is the value applied to static MAC addresses
defined using the mac-address-table timeout form of this command.

Examples

-> mac-address-table permanent 00:00:39:59:f1:0c 4/2 355
-> no mac-address-table

-> no mac-address-table 5/1 755

-> no mac-address-table permanent

Release History

Release 6.6.1; command was introduced.

Related Commands

mac-address-table aging-time  Configures aging time, in seconds, for static and dynamically learned
MAC addresses.

show mac-address-table Displays Source Learning MAC Address Table information.

show mac-address-table count Displays Source Learning MAC Address Table statistics.

show mac-address-table aging- Displays the current aging time value for the Source Learning MAC
time Address Table.

MIB Obijects

sIMacAddressTable

sIMacAddress
sIMacAddressManagement
sIMacAddressDisposition
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mac-address-table static-multicast

Configures a static multicast MAC address and assigns the address to one or more egress ports. Packets
received on ports associated with the specified VLAN that contain a destination MAC address that
matches the static multicast address are forwarded to the specified egress ports. Static multicast MAC
addresses are maintained in the Source Learning MAC address table.

mac-address-table static-multicast multicast_address {slot1/port1[-portla] [slot2/port2[-port2a]...] |
linkagg link_agg} vid

no mac-address-table static-multicast [multicast_address {slot1/portl[-portla] [slot2/port2[-port2a]...] |
linkagg link_agg} vid]

Syntax Definitions

multicast_address Enter the destination multicast MAC Address to add to the MAC
Address Table (e.g., 01:00:39:59:1:0c).

slotl/portl[-portla] The egress slot and port combination that is assigned to the static multi-
cast MAC address. You may enter multiple ports and port ranges.

slot2/port2[-port2a] Additional egress slot and port combinations may be assigned to the
static multicast MAC address. You may enter multiple ports and port
ranges.

link_agg Enter a link aggregate 1D number (0-29). See Chapter 6, “Link Aggre-
gation Commands.”

vid VLAN ID number (1-4094).

Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Use the no form of this command to remove a static multicast MAC address from the Source Learning
MAC Address Table. Note that if no parameters are specified with this form of the command, then all
static multicast addresses are removed.

¢ Note that a MAC address is considered a multicast MAC address if the least significant bit of the most
significant octet of the address is enabled. For example, MAC addresses with a prefix of 01, 03, 05, 13,
etc., are multicast MAC addresses.

e If a multicast prefix value is not present, then the address is treated as a regular MAC address and not
allowed when using the mac-address-table static-multicast command. Also note that multicast
addresses within the following ranges are not supported:

01:00:5E:00:00:00 to 01:00:5E:7F:FF:FF
01:80:C2: XX.XX. XX
33:33: X XXX XX XX
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e The configured (static) multicast MAC address is assigned to a non-mobile switch port or link aggre-
gate ID and VLAN. Static multicast MACs are not supported on mobile ports.

¢ In addition to configuring the same static multicast address for multiple ports within a given VLAN, it
is also possible to use the same multicast address across multiple VLANS.

e The specified slot/port or link aggregate 1D must already belong to the specified VLAN. Use the
vlan port default command to assign a port or link aggregate ID to a VLAN before you configure the
static MAC address. Only traffic from other ports associated with the same VLAN is directed to the
static multicast MAC address slot/port.

¢ If the configuration snapshot or write memory command is entered after a static multicast MAC
address is configured, the resulting ASCII file or boot.cfg file will include the following additional
syntax for the mac-address-table static-multicast command:

group num

This syntax indicates the number of the multicast group that the switch has assigned to the multicast
MAC address for the given VLAN association. Each multicast address — VLAN association is treated
as a unique instance and assigned a group number specific to that instance. Up to 1022 such instances
are supported per switch.

¢ Note that if the port assigned to a multicast MAC address is down or administratively disabled when
the configuration snapshot or write memory command is used, the multicast MAC address is not
saved to the resulting ASCII file or boot.cfg file.

Examples

-> mac-address-table static-multicast 02:00:39:59:f1:0c 4/2 355

-> mac-address-table static-multicast 01:00:00:3a:44:11 1/12-24 255

-> mac-address-table static-multicast 03:00:00:3a:44:12 1/10 2/1-6 3/1-8 1500
-> mac-address-table static-multicast 04:00:00:3a:44:13 linkagg 10 455

-> no mac-address-table static-multicast 03:00:00:3a:44:12 1/10 1500

-> no mac-address-table static-multicast 04:00:00:3a:44:13 linkagg 10 455

-> no mac-address-table static-multicast

Release History

Release 6.6.1; command was introduced.

Related Commands

show mac-address-table Displays Source Learning MAC Address Table information.

show mac-address-table static- Displays a list of static multicast MAC addresses that are configured in
multicast the Source Learning MAC Address Table.

show mac-address-table count Displays Source Learning MAC Address Table statistics.

MIB Obijects

sIMacAddressTable

sIMacAddress
sIMacAddressManagement
sIMacAddressDisposition

OmniSwitch 6450 CLI Reference Guide ~ November 2011 page 2-5



Source Learning Commands

mac-address-table aging-time

Configures aging time, in seconds, for static and dynamically learned MAC addresses. When a MAC
address has aged beyond the aging-time value, the MAC address is discarded.

mac-address-table aging-time seconds

no mac-address-table aging-time

Syntax Definitions

seconds Aging time value (in seconds). Do not use commas in value. The range
is 60—634.

Defaults
By default, the aging time is set to 300 seconds.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Use the no form of this command to set the aging-time back to the default value of 300 seconds.

e The aging time value is a global value that applies to all VLANs. Configuring this value on a per
VLAN basis is not supported on this platform.

¢ Note that an inactive MAC address may take up to twice as long as the agining time value specified to
age out of the MAC address table. For example, if an aging time of 60 seconds is specified, the MAC
will age out any time between 60 and 120 seconds of inactivity.

¢ If the timeout parameter is not specified when using the mac-address-table command (see page 2-2)
to configure a static MAC address, then the aging time value is not applied to the static MAC address.

e The MAC address table aging time is also used as the timeout value for the Address Resolution Proto-
col (ARP) table. This timeout value determines how long the switch retains dynamically learned ARP
table entries.

Examples

-> mac-address-table aging-time 1200
-> no mac-address-table aging-time

Release History

Release 6.6.1; command was introduced.
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Related Commands

mac-address-table Configures a static destination Unicast MAC address for a VLAN
bridge.
show mac-address-table Displays Source Learning MAC Address Table information.

show mac-address-table count Displays Source Learning MAC Address Table statistics.

show mac-address-table aging- Displays the current aging time value for the Source Learning MAC
time Address Table.

MIB Obijects

sIMacAddressAgingTable
sIMacAgingValue
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source-learning

Configures the status of source MAC address learning on a single port, a range of ports, or on a link
aggregate of ports.

source-learning {port slot/port1[-port2?] | linkagg linkagg_num} {enable | disable}

Syntax Definitions

slot/portl The slot number for the module and the physical port number on that
module (e.g., 3/1 specifies port 1 on slot 3).

-port2 The last port number in a range of ports that you want to configure on
the same slot (e.g, 3/1-4 specifies ports 1, 2, 3, and 4 on slot 3).

linkagg_num Specifies the link aggregate port ID.

enable Enables source learning.

disable Disables source learning.

Defaults

By default, source learning is enabled on all ports.

Platforms Supported
N/A

Usage Guidelines

Configuring source learning is not supported on mobile ports, Learned Port Security ports, individual
ports which are members of a link aggregate, or Access Guardian (802.1x) ports.

When port-based source learning is configured for a link aggregate ID, it affects all the ports that are
members of the link aggregate.

When source-learning is disabled on a port or link aggregate, all dynamically learned MAC addresses
are removed from the MAC address table.

Static MAC addresses associated with a port or link aggregate are not cleared when source learning is
disabled. Also, new static MAC address configurations are allowed on ports or link aggregates even
when source learning is disabled on them.

Disabling source learning on a port or link aggregate is useful on a ring configuration where switch A
does not have to learn MAC addresses from switch B or for a Transparent LAN Service, where the
service provider does not require the MAC addresses of the customer network.

Examples

-> source-learning port 1/2 disable
-> source-learning port 1/3-9 disable
-> source-learning linkagg 10 disable
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Release History

Release 6.6.1; command introduced.

Related Commands

show source-learning Displays Source Learning status of each port or linkagg ports on a
switch.

Related MIB Objects

sIMacAddressTable

sIMacLearningControlTable
sIMacLearningControlEntry
sIMacLearningControlStatus
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show mac-address-table

Displays Source Learning MAC Address Table information.

show mac-address-table [permanent | learned] [mac_address] [slot slot | slot/port] [linkagg link_agg]

[vid | vid1-vid2]

Syntax Definitions
permanent

learned

mac_address

slot

slot/port

link_agg

vid
vid1-vid2

Defaults

Display static MAC addresses with a permanent status.
Display dynamically learned MAC addresses.
Enter a MAC Address (e.g., 00:00:39:59:f1:0c).

Enter the slot number for a module to specify that the command should
include all ports on that module (e.g., 6 specifies all ports on the module
found in slot 6 of the switch chassis).

Enter the slot number and the physical port number on that module
(e.g., 3/1 specifies port 1 on slot 3).

Enter a link aggregate 1D number (0-31). See Chapter 6, “Link Aggre-
gation Commands.”

A single VLAN ID number (1-4094).
A contiguous range of VLAN ID numbers (e.g., 5-10).

By default, information is displayed for all MAC addresses contained in the table.

Platforms Supported

OmniSwitch 6450

Usage Guidelines

¢ Note that only one VLAN entry—a single VLAN ID or a range of VLAN IDs— is allowed with this
command. Multiple entries are not accepted.

e If astatic MAC address is configured on a port link that is down or disabled, an asterisk appears to the
right of the MAC address in the show mac-address-table command display. The asterisk indicates that
this is an invalid MAC address. When the port link comes up, however, the MAC address is then
considered valid and the asterisk no longer appears next to the address in the display.
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Examples

-> show mac-address-table
Legend: Mac Address: * = address not valid

Vlan Mac Address Type Protocol Operation Interface
—————— gy
1 00:00:00:00:00:01 learned 0800 bridging 8/ 1
1 00:d0:95:6a:73:9a learned aaaa0003 bridging 10/23

Total number of Valid MAC addresses above = 2

-> show mac-address-table 10-15
Legend: Mac Address: * = address not valid

Vlan Mac Address Type Protocol Operation Interface
------ F o e e e

10 00:00:00:00:00:01 learned 0800 bridging 1/2

10 00:d0:95:6a:73:9a learned aaaa0003 bridging 1/2

11 00:d0:95:a3:e0:0d learned - bridging 1/3

11 00:d0:95:a3:e5:09 learned - bridging 1/3

11 00:d0:95:a3:e7:75 learned - bridging 1/4

12 00:d0:95:a3:ed:f7 learned - bridging 2/1

12 00:d0:95:a8:2a:h6 learned -— bridging 2/1

12 00:d0:95:ad:e3:cc learned -— bridging 2/1

13 00:d0:95:ae:3b:f6 learned - bridging 2/8

13 00:d0:95:b2:3d:fa learned -—= bridging 2/8

Total number of Valid MAC addresses above = 14

output definitions

VLAN
Mac Address

Type

Protocol

Operation

Interface

Vlan ID number associated with the MAC address and slot/port.
MAC address that is currently learned or statically assigned.

MAC address management status: learned or permanent. Use the
mac-address-table command on page 2-2 to configure the manage-
ment status for a static MAC address.

Protocol type for the MAC address entry. Note that if the hardware
source learning mode is active for the port, this field is blank.

The disposition of the MAC address: bridging (default) or filtering.
Use the mac-address-table command on page 2-2 to configure the dis-
position for a static MAC address.

The slot number for the module and the physical port number on that

module that is associated with the static or dynamically learned MAC
address. If the interface is a link aggregate ID, zero is displayed as the
slot number (e.g., 0/29).

Release History

Release 6.6.1; command was introduced.
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Related Commands

show mac-address-table count Displays Source Learning MAC Address Table statistics.

show mac-address-table aging- Displays the current aging time value for the Source Learning MAC
time Address Table.

MIB Objects

sIMacAddressTable

sIMacAddress
sIMacAddressManagement
sIMacAddressDisposition
sIMacAddressProtocol
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show mac-address-table static-multicast

Displays the static multicast MAC address configuration for the switch.

show mac-address-table static-multicast [multicast_address] [slot slot | slot/port] [linkagg link_agg]
[vid | vid1-vid2]

Syntax Definitions
multicast_address Enter a multicast MAC Address (e.g., 01:00:39:59:f1:0c).

slot Enter the slot number for a module to specify that the command should
include all ports on that module (e.g., 6 specifies all ports on the module
found in slot 6 of the switch chassis).

slot/port Enter the slot number and the physical port number on that module
(e.g., 3/1 specifies port 1 on slot 3).

link_agg Enter a link aggregate 1D number (0-29). See Chapter 12, “Link Aggre-
gation Commands.”

vid VLAN ID number (1-4094).

vid1-vid2 A contiguous range of VLAN ID numbers (e.g., 5-10).

Defaults

By default, information is displayed for all static multicast MAC addresses contained in the MAC address
table.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ Note that only one VLAN entry—a single VLAN ID or a range of VLAN IDs— is allowed with this
command. Multiple entries are not accepted.

¢ Note that if a static multicast MAC address is configured on a port link that is down or disabled, the
configured multicast address does not appear in the show mac-address-table static-multicast
command display.

¢ The show mac-address-table command display, however, includes all static multicast addresses
regardless of whether or not the port assigned to the address is up or down. See the second example
below.

e When the show mac-address-table command is used to display MAC addresses known to the switch,
an asterisk appears to the left of all static MAC addresses that are configured on a port link that is
down or disabled. The asterisk indicates that MAC address is invalid. When the port link comes up,
however, the MAC address is then considered valid and the asterisk no longer appears next to the
address in the display.
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Examples

In the example below, the static multicast address 01:00:00:00:00:01 is associated with port 1/1, which is
down. As a result, this address does not appear in the show mac-address-table static-multicast display
but is included in the show mac-address-table display with an asterisk.

-> show mac-address-table static-multicast
Legend: Mac Address: * = address not valid

Vlan Mac Address Type Protocol Operation Interface
—————— gy
1 01:00:00:00:00:02 static-mcast - bridging 2/6
Total number of Valid MAC addresses above = 1

-> show mac-address-table
Legend: Mac Address: * = address not valid

Vlan Mac Address Type Protocol Operation Interface
------ ey
* 1 01:00:00:00:00:01 static-mcast 0 bridging 1/1
24 00:d0:95:e4:cf:ba learned -— bridging 1/2
24  00:d0:95:e5:af:52 learned - bridging 1/2
24  00:e0:4c:bc:ce:al learned - bridging 1/2
1 01:00:00:00:00:02 static-mcast - bridging 2/6
1 00:d0:95:e2:77:38 learned - bridging 3/19

Total number of Valid MAC addresses above = 5

output definitions

VLAN Vlan 1D number associated with the static multicast address.

Mac Address The multicast MAC address that is statically assigned to the VLAN and
slot/port.

Type Indicates the MAC address is a static multicast (static-mcast) address.

This type of address is configured through the mac-address-table
static-multicast command.

Protocol Protocol type for the MAC address entry.

Operation The disposition of the MAC address: bridging (default) or filtering.
Note that this value is always set to bridging for static multicast
addresses.

Interface The slot number for the module and the physical port number on that

module that is associated with the static multicast MAC address. If the
interface is a link aggregate 1D, zero is displayed as the slot number
(e.g., 0/29).

Release History

Release 6.6.1; command was introduced.

Related Commands

show mac-address-table Displays Source Learning MAC Address Table information.
show mac-address-table count Displays Source Learning MAC Address Table statistics.
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MIB Obijects

sIMacAddressTable

sIMacAddress
sIMacAddressManagement
sIMacAddressDisposition
sIMacAddressProtocol
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show mac-address-table count

Displays Source Learning MAC Address Table statistics.

show mac-address-table count [mac_address] [slot slot | slot/port] [linkagg link_agg] [vid | vid1-vid2]

Syntax Definitions

mac_address MAC Address (e.g., 00:00:39:59:f1:0c).

slot | slot/port Slot number for the module or the slot number and the physical port
number on that module (e.g., 3/1 specifies port 1 on slot 3).

link_agg Enter a link aggregate 1D number (0-31). See Chapter 6, “Link Aggre-
gation Commands.”

vid VLAN ID number (1-4094).

Defaults

By default, the count statistics are displayed for all MAC addresses contained in the MAC address table.

Platforms Supported
OmniSwitch 6450

Usage Guidelines
e To display statistics for all ports on one slot, specify only the slot number for the slot parameter value.

¢ Note that only one VLAN entry—a single VLAN ID or a range of VLAN IDs— is allowed with this
command. Multiple entries are not accepted.

Examples

-> show mac-address-table count

Mac Address Table count:
Permanent Address Count
DeleteOnReset Address Count
DeleteOnTimeout Address Count
Dynamic Learned Address Count
Total MAC Address In Use

I nn
~No OO

-> show mac-address-table count 10-20

Mac Address Table count:
Permanent Address Count
DeleteOnReset Address Count
DeleteOnTimeout Address Count
Dynamic Learned Address Count
Total MAC Address In Use

L | I T 1
NNOOO
o 00
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output definitions

Permanent Address Count

DeleteOnReset Address Count

DeleteOnTimeout Address
Count

Dynamic Learned Address
Count

Total MAC Address In Use

The number of static MAC addresses configured on the switch with a
permanent management status (MAC address is never aged out).

The number of static MAC addresses configured on the switch with a
reset management status (MAC address is deleted on the next switch
reboot).

The number of static MAC addresses configured on the switch with a
timeout management status (MAC address ages out according to the
MAC address table aging timer value).

The number of MAC addresses learned by the switch. These are MAC
addresses that are not statically configured addresses.

The total number of MAC addresses (learned and static) that are known
to the switch.

Release History

Release 6.6.1; command was introduced.

Related Commands

show mac-address-table

Displays Source Learning MAC Address Table information.

show mac-address-table aging- Displays the current aging time value for the Source Learning MAC

time

Address Table.
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show mac-address-table aging-time

Displays the current aging time value.

show mac-address-table aging-time

Syntax Definitions
N/A

Defaults
N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e The MAC Address Table aging time applies to static MAC addresses that were defined using the time-
out parameter (see page 2-2) and to dynamically learned MAC addresses.

¢ Note that the aging time is the same for all VLANS because it is not configurable on a per-VLAN basis.
The aging time value on this platform is a global parameter that applies to all VLANS.

Examples

-> show mac-address-table aging-time
Mac Address Aging Time (seconds) = 300

Release History

Release 6.6.1; command was introduced.

Related Commands

show mac-address-table Displays Source Learning MAC Address Table information.
show mac-address-table count Displays Source Learning MAC Address Table statistics.

MIB Obijects

sIMacAddressAgingTable
sIMacAgingValue
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show source-learning

Displays the source learning status of a port or link aggregate of ports.

show source-learning [port slot/port[-port2] | linkagg linkagg_num]

Syntax Definitions

slot/portl The slot number for the module and the physical port number on that
module (e.g., 3/1 specifies port 1 on slot 3).

-port2 The last port number in a range of ports that you want to configure on
the same slot (e.g, 3/1-4 specifies ports 1, 2, 3, and 4 on slot 3).

linkagg_num Specifies the link aggregate identifier.

Defaults

By default, the source learning status for all switch ports and link aggregates is displayed.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Use the port slot/port or linkagg linkagg_num parameters to display the source learning status for a
specific port or link aggregate ID.

e When the source learning status is configured for a link aggregate ID, it affects all the ports that are
members of the link aggregate. However, source learning status cannot be configured on individual
ports which are members of the link aggregate.

Example

-> show source-learning
port source-learning
_____ S

171 disabled

1/2 enabled

1/3 disabled

-> show source-learning port 1/2
port source-learning
_____ S —

1/2 disabled

-> show source-learning linkagg 10
port source-learning

_____ S

0/10 disabled
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output definitions

port The slot/port number for a switch port or a link aggregate ID number. If
the interface is a link aggregate ID, zero is displayed as the slot number
(e.g., 0/29).

source-learning The source learning status of the port or link aggregate (enabled or

disabled). Configured through the source-learning command.

Release History

Release 6.6.1; command was introduced

Related Commands

source-learning Configures the status of source MAC address learning on a single
port, a range of ports or on a link aggregate of ports.

Related MIB Objects

sIMacAddressTable

sIMacLearningControlTable
sIMacLearningControlEntry
sIMacLearningControlStatus
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3 VLAN Management
Commands

VLAN management software handles VLAN configuration and the reporting of VLAN configuration
changes to other switch tasks. A VLAN defines a broadcast domain that contains physical ports and can
span across multiple switches. All switches contain a default VLAN 1. Physical switch ports are initially
assigned to VLAN 1 until they are statically or dynamically assigned to other VLANS.

This chapter includes descriptions of VLAN management commands used to create, modify or remove
VLANS. These commands allow you to enable or disable Spanning Tree Protocol (STP) and Authentica-
tion on a VLAN, add or remove virtual router interfaces, statically assign physical switch ports to a default
VLAN, and display VLAN configuration information.

The VLAN management commands comply with RFC 2674.
MIB information is as follows:

Filename: AlcatelIND1VIanManager.mib
Module: ~ ALCATEL-IND1-VLAN-MGR-MIB

A summary of the available commands is listed here:

vlan

vlan stp

vlan mobile-tag

vlan port default

vlan source-learning

show vlan

show vlan port

show vlan router mac status
show vlan gvrp

show vlan ipmvlan
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vian

Creates a new VLAN with the specified VLAN ID (VID) and an optional description.

vlan vid [enable | disable] [name description]

no

vlan vid

Syntax Definitions

vid A numeric value (2—-4094) that uniquely identifies an individual VLAN.
This value becomes the VLAN ID for the new VLAN.

description Text string up to 32 characters. Use quotes around string if description
contains multiple words with spaces between them (e.g. “Alcatel-Lucent
Marketing VLAN").

enable Enable VLAN administrative status.

disable Disable VLAN administrative status.

Defaults

parameter default

enable | disable enable

description VLAN ID

Platforms Supported
OmniSwitch 6450

Usage Guidelines

Use the no form of this command to delete a VLAN from the configuration. All VLAN ports and rout-
ers are detached before the VLAN is removed. Ports return to their default VLANs or VLAN 1, if the
VLAN deleted is the port’s configured default VLAN.

Note that specifying multiple VLAN IDs and/or a range of VLAN IDs on the same command line is
allowed. Use a hyphen to indicate a contiguous range and a space to separate multiple VLAN ID
entries (e.g., vlan 10-15 500-510 850).

A VLAN is not operationally active until at least one active port is assigned to the VLAN.

When a VLAN is administratively disabled, static port and dynamic mobile port assignments are
retained but traffic on these ports is not forwarded. However, VLAN rules remain active and continue
to classify mobile port traffic for VLAN membership.

Ports are manually configured or dynamically assigned to VLANS.
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Examples

-> vlan 850 name “Marketing Admin”

-> vlan 200

-> vlan 720 disable

-> no vlan 1020

-> vlan 100-105 355 400-410 “Sales Admin”
-> vlan 10 250-260

-> vlan 250-260 disable

-> no vlan 10-15

-> no vlan 10 20 200-210

Release History

Release 6.6.1; command was introduced.

Related Commands

vlan port default Statically assigns ports to a VLAN.
show vlan Displays a list of existing VLANSs.
show vlan port Displays VLAN port assignments.

MIB Obijects

vlianTable

vianNumber
vlanDescription
vlanAdmStatus
vlanOperStatus
vlanStatus
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vian

stp

Enables or disables the Spanning Tree status for a VLAN.

vlan vid [1x1 | flat] stp {enable | disable}

Syntax Definitions

vid A VLAN ID number (1-4094).

1x1 Specifies that the Spanning Tree status for the VLAN applies when the
switch is running in the 1x1 Spanning Tree mode.

flat Specifies that the Spanning Tree status for the VLAN applies when the
switch is running in the flat Spanning Tree mode.

enable Enables Spanning Tree for the specified VLAN.

disable Disables Spanning Tree for the specified VLAN.

Defaults

By default, the Spanning Tree status is enabled in both the 1x1 and flat mode when the VLAN is created.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

STP is not active until at least one active port is assigned to the VLAN.
If the vid specified is that of a VLAN that does not exist, the VLAN is automatically created.

Note that specifying multiple VLAN ID entries and/or a range of VLAN IDs on the same command
line is allowed. Use a hyphen to indicate a contiguous range and a space to separate multiple VLAN ID
entries (e.g., vlan 10-15 500-510 850 stp enable).

Use the optional 1x1 or flat parameter with this command to configure the Spanning Tree status only
for the Spanning Tree mode specified by the parameter. For example, if the flat parameter is specified
when disabling STP for VLAN 10, then the Spanning Tree status for VLAN 10 is disabled when the
switch is running in the flat mode. However, the current Spanning Tree status for VLAN 10 in the 1x1
mode remains unchanged.

If this command is used without specifying the 1x1 or flat parameter, then the Spanning Tree status for
the specified VLAN is changed for both operating modes.

Up to 252 Spanning Tree instances per switch are supported in the 1x1 Spanning Tree mode. Since
each VLAN with Spanning Tree enabled uses one of these instances, only 252 VLANs can have an
active Spanning Tree instance at any given time.

To create more than 252 VLANS in the 1x1 Spanning Tree mode, use the vlan stp disable, vlan 1x1
stp disable, or vlan flat stp disable command to create a VLAN with Spanning Tree disabled.
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e When STP is disabled on a VLAN, it remains disabled even if the switch Spanning Tree operating
mode is set to 1x1 (one STP instance per VLAN). In addition, all active ports for the disabled VLAN
remain in a forwarding state in both the 1x1 and flat Spanning Tree modes.

e If a switch is running in the flat Spanning Tree mode, disabling Spanning Tree on VLAN 1 disables the
instance across all VLANSs. Disabling STP on any other VLAN disables the instance only for that
VLAN.

Examples

-> vlan 850 stp enable

-> vlan 720 stp disable

-> vlan 500 1x1 stp disable

-> vlan 500 flat stp enable

-> vlan 100-110 stp disable

-> vlan 500-510 600 720-725 stp enable
-> vlan 250 350 400-410 stp 1x1 enable
-> vlan 10 20 stp flat disable

Release History

Release 6.6.1; command was introduced.

Related Commands

vlan Creates a VLAN.

bridge mode Selects a flat Spanning Tree or 1x1 Spanning Tree operating mode for a
switch.

show vlan Displays a list of existing VLANS.

show vlan port Displays VLAN port assignments.

MIB Obijects

vlanTable

vianNumber
vlanStpStatus
vlanlx1StpStatus
vlanflatStpStatus
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vlan mobile-tag

Enables or disables classification of tagged packets received on mobile ports. If a mobile port receives a
tagged packet with a VLAN ID that matches the specified VLAN ID, the port and packet are dynamically
assigned to that VLAN. If vlan mobile-tag is disabled, the packets tagged with a VLAN ID that does not
match the mobile port’s default VLAN or a rule VLAN that the traffic qualifies for, the packet is dropped.

vlan vid mobile-tag {enable | disable}

Syntax Definitions

vid An existing VLAN ID number (1-4094).

enable Enables dynamic assignment of tagged mobile port packets to the speci-
fied VLAN.

disable Disables dynamic assignment of tagged mobile port packets to the spec-
ified VLAN.

Defaults

By default, mobile port tagging is disabled when a VLAN is created.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ Note that specifying multiple VLAN ID entries and/or a range of VLAN IDs on the same command
line is allowed. Use a hyphen to indicate a contiguous range and a space to separate multiple VLAN ID
entries (e.g., vlan 10-15 500-510 850 mobile-tag enable).

e This command is VLAN based but only applies to tagged packets received on mobile ports.

e Packets received on mobile ports tagged with the VLAN ID are discarded.

Examples

-> vlan 850 mobile-tag enable

-> vlan 720 mobile-tag enable

-> vlan 1020 mobile-tag disable

-> vlan 500 410-420 mobile-tag enable

-> vlan 201-210 301-310 mobile-tag enable
-> vlan 450 550 mobile-tag disable

Release History

Release 6.6.1; command was introduced.
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Related Commands

vlan Creates a VLAN.
show vlan Displays a list of existing VLANS.
show vlan port Displays VLAN port assignments.

MIB Obijects

vlanTable

vianNumber
vlanTagMobi lePortStatus
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vlian port default

Configures a new default VLAN for a single port or an aggregate of ports. The VLAN specified with this
command is referred to as the configured default VLAN for the port.

vlan vid port default {slot/port | link_agg}
vlan vid no port default {slot/port | link_agg}

Syntax Definitions

vid An existing VLAN ID number (1-4094) of the VLAN to assign as the
port’s configured default VLAN.

slot/port The slot number for the module and the physical port number on that
module (e.g. 3/1 specifies port 1 on slot 3). To enter multiple slots and
ports in a single command, use a hyphen to specify a range of ports (e.qg.
3/1-16) and a space to specify multiple slots (e.g. 3/1-16 5/10-20 8/2-9).

link_agg The link aggregate ID number (0-31) to assign to the specified VLAN.
See Chapter 6, “Link Aggregation Commands.”

Defaults
VLAN 1 is the default VLAN for all ports.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Use the no form of this command to remove a port or link aggregate from its configured default VLAN
and restore VLAN 1 as the default VLAN.

e Every switch port or link aggregate has only one configured default VLAN. Mobile and 802.1Q tagged
ports, however, may have additional VLAN assignments, which are often referred to as secondary
VLANS.

¢ Mobile ports that are assigned to a default VLAN other than VLAN 1 are still eligible for dynamic
assignment to other VLANS.

Examples

-> vlan 10 port default 3/1

-> vlan 20 port default 4/1-24

-> vlan 30 port default 5/1-8 6/12-24

-> vlan 200 port default 29

-> vlan 10 no port default 3/1

-> vlan 20 no port default 4/1-24

-> vlan 30 no port default 5/1-8 6/12-24
-> vlan 200 no port default 29
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Release History

Release 6.6.1; command was introduced.

Related Commands

vlan Creates a VLAN.
show vlan Displays list of existing VLANS.
show vlan port Displays VLAN port assignments.

MIB Objects

vpaTable

vpaVlanNumber
vpal fIndex
vpaType
vpaState
vpaStatus
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vlan source-learning

Configures the status of source learning on a VLAN, a range of VLANS, or on an IP Multicast VLAN
(IMPVLAN).

vlan {vid1[-vid2] | impvlan ipmvlan-id} source-learning {enable | disable}

Syntax Definitions

vidl The VLAN ID number (2-4094).

-vid2 The last VLAN ID number in a range of VLANS that you want to
configure (e.g. 10-12 specifies VLANSs 10, 11, and 12).

ipmvlan-id Specifies the IP Multicast VLAN number. The valid range is 1-4094.

enable Enables source MAC address learning.

disable Disables source MAC address learning.

Defaults

parameter default

enable | disable enable

Platforms Supported
N/A

Usage Guidelines
e The vlan ipmvlan source-learning command does not accept multiple VLAN IDs.

e Disabling source learning on a VLAN or IMPVLAN clears all the dynamically learned MAC addresses
associated with the VLAN or IMPVLAN from the MAC address table. It causes traffic to flood the
VLAN.

e Static MAC addresses associated with a VLAN or IMPVLAN are not cleared when source learning is
disabled for the VLAN or IMPVLAN.

Examples

-> vlan 10-15 source-learning disable
-> vlan ipmvlan 10 source-learning disable

Release History

Release 6.6.1; command was introduced.
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Related Commands

show vlan Displays the VLAN configuration for the switch.

show vlan ipmvlan Displays IPMVLAN information for a specific IPMVLAN, a range of
IPMVLANS, or all the IPMVLANS.

MIB Objects

vlanTable

vlanEntry

vianNumber

vlanStatus
vlanMacLearningControlStatus
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show vian

Displays a list of VLANSs configured on the switch.

show vlan [vid]

Syntax Definitions
vid VLAN ID number (1-4094).

Defaults
By default, a list of all VLANS is displayed.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Specify a VLAN ID with this command to display information about a specific VLAN.

¢ Note that specifying a range of VLAN IDs is also allowed. Use a hyphen to indicate a contiguous range
(e.g., show vlan 10-15). Note that only one VLAN entry—a single VLAN ID or a range of VLAN
IDs— is allowed with this command. Multiple entries are not accepted.

Examples
-> show vlan
stree mble src

vlan type admin oper 1x1  flat auth ip tag Irn name
————— Fom e

1 std on on on on off off off on VLAN 1
100 vstk on off off on off off off off VLAN 100
-> show vlan 1
Name - VLAN 1,
Administrative State: enabled,
Operational State : enabled,

1x1 Spanning Tree State : enabled,
Flat Spanning Tree State : enabled,

IP Router Port : off,
Mobile Tag : off,
Source Learning : enabled

-> show vlan 100

Name : VLAN 100,
Administrative State: enabled,
Operational State : disabled,

1x1 Spanning Tree State : disabled,
Flat Spanning Tree State : enabled,
IP Router Port : off,
1P MTU : 1500,
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Mobile Tag
Source Learning

: off,

: disabled,

Traffic-Type: ethernet-service Customer SVLAN,

Priority-Map: x->0

output definitions

vlan

type
admin

oper

stree 1x1

stree flat

auth

mble tag
srclrn
name

Traffic-Type

Priority-Map

The numerical VLAN ID. Use the vlan command to create or remove
VLANS.

The type of VLAN (std, vstk, gvrp, or ipmv).

VLAN administrative status: on enables VLAN functions to operate;
off disables VLAN functions without deleting the VLAN. Use the vlan
command to change the VLAN administrative status.

VLAN operational status: on (enabled) or off (disabled). The opera-
tional status remains disabled until an active port is assigned to the
VLAN. When the operational status is enabled, then VLAN properties
(e.g. router interfaces, Spanning Tree) are applied to ports and traffic
flow. A VLAN must have an enabled administrative status before it can
become operationally enabled.

VLAN Spanning Tree status for the VLAN in the 1x1 mode: on
(enabled) allows the Spanning Tree algorithm to determine the state of
VLAN ports (forwarding or blocking); off (disabled) prevents Span-
ning Tree algorithm from controlling VLAN ports, leaving active ports
in a forwarding state. Configured through the vlan stp command.

VLAN Spanning Tree status for the VLAN in the flat mode: on
(enabled) allows the Spanning Tree algorithm to determine the state of
VLAN ports (forwarding or blocking); off (disabled) prevents Span-
ning Tree algorithm from controlling VLAN ports, leaving active ports
in a forwarding state. Configured through the vlan stp command.

VLAN Authentication status: on (enabled) or off (disabled). Note that
this status is always off because configuring authenticated VLANS is
not supported.

IP router interface status: on (IP interface exists for the VLAN) or off
(no IP router interface exists for the VLAN). Use the ip interface com-
mand to define an IP router interface for a VLAN.

Mobile tagging status: on (enabled); off (disabled). Configured through
the vlan mobile-tag command.

Source learning status: on (enabled) ; off (disabled). Configured
through the vlan source-learning command.

The user-defined text description for the VLAN. By default, the VLAN
ID is specified for the VLAN description.

Type of traffic passing through the VLAN. For example, customer traf-
fic tunneled through a VLAN Stacking Ethernet Service VLAN
(SVLAN). Note this VLAN Stacking is supported only on Metro
switches.

Priority map value set for the VLAN.
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Release History

Release 6.6.1; command was introduced.

Related Commands

show vlan port Displays VLAN port assignments.

show vlan router mac status  Displays the current MAC router operating mode (single or multiple)
and VLAN router interface statistics.

show vlan gvrp Displays a list of VLANS learned through GVRP and their details.

show vlan ipmvlan Displays IPMVLAN information for a specific IPMVLAN, a range of
IPMVLANS, or all the IPMVLANS.

show ip interface Displays IP router information.

MIB Obijects

vlanMgrVlan
vianTable

vianNumber
vlanDescription
vianAdmStatus
vlanOperStatus
vlanStatus
vlanStpStatus
vlanAuthentStatus
vlanlpAddress
vlanlpMask
vlianlpEnacp
vlanlpForward
vlanlpStatus
vlanTagMobi lePortStatus
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show vlan port

Displays VLAN port associations (VPAs) for all VLANS, a specific VLAN, or for a specific port. Infor-
mation is also included that shows the VPA type (configured default VLAN, 802.1Q tagged VLAN,
dynamically assigned secondary VLAN, or mirrored port VLAN assignment) and the status of that associ-
ation (inactive, blocking, forwarding, or filtering).

show vlan [vid] port [slot/port | link_agg]

Syntax Definitions

vid VLAN ID number (1-4094).

slot/port Enter the slot number for the module and the physical port number on
that module (e.g. 3/1 specifies port 1 on slot 3).

ling_agg Enter the link aggregate ID number (0-31) to assign to the specified
VLAN.

Defaults

If no parameters are specified with this command, a list of all VLANS and their assigned ports is displayed
by default.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e If the vid is specified without a slot/port or link_agg, then all port assignments for that VLAN are
displayed.

¢ If the slot/port or link_agg is specified without a vid, then all VLAN assignments for that port are
displayed.

e If both the vid and slot/port or link_agg are specified, then information only for that VLAN and slot/
port or link aggregate ID is displayed.

¢ Note that specifying a range of VLAN IDs is also allowed. Use a hyphen to indicate a contiguous
range (e.g., show vlan 10-15 port). Note that only one VLAN entry—a single VLAN ID or a range of
VLAN IDs— is allowed with this command. Multiple entries are not accepted.

Examples
-> show vlan port
vlan port type status
o o o o +
1 1/1 default inactive
2 1/2 default blocking

1/3 mobile forwarding
1174 qtagged forwarding
3 1/2 qtagged blocking
1174 default  forwarding
2/5 dynamic  forwarding
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-> show vlan 10 port
port  type status
Fom——_—— Fom e o Fom
1/1 default forwarding
1/2 qtagged forwarding
1/3 mobile forwarding

-> show vlan port 3/2

—+

—_—

vlan type status
 T— T — R ——
1 default forwarding
2 qtagged forwarding
5 dynamic blocking
3 qtagged blocking

-> show vlan 500 port 8/16
type sdefault

status :blocking

vlan admin :-on

vlan oper :off

port admin :-on

port oper :off

output definitions

vlan
port

type

status

vlan admin

vlan oper

Numerical VLAN ID. Identifies the port’s VLAN assignment.

The slot number for the module and the physical port number on that
module (e.g. 3/1 specifies port 1 on slot 3).

The type of VPA: default (configured default VLAN assignment for
the port), qtagged (802.1Q tagged secondary VLAN assignment for the
port), mobile (dynamic secondary VLAN assignment for the port),
mirror (port is mirroring the VLAN assignment of another port), or
dynamic (VPAs that are learnt through GVRP).

The VPA status: inactive (port is not active), forwarding (traffic is for-
warding on this VPA), blocking (traffic is not forwarding on this VPA),
or filtering (a mobile port’s VLAN is administratively off or the port’s
default VLAN status is disabled; does not apply to fixed ports).

VLAN administrative status: on enables VLAN functions to operate;
off disables VLAN functions without deleting the VLAN. Use the vlan
command to change the VLAN administrative status.

VLAN operational status: on (enabled) or off (disabled). The opera-
tional status remains disabled until an active port is assigned to the
VLAN. When the operational status is enabled, then VLAN properties
(e.g. router interfaces, Spanning Tree) are applied to ports and traffic
flow. A VLAN must have an enabled administrative status before it can
become operationally enabled.
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output definitions

port admin Port administrative status: on (enabled) allows the port to send and
receive data when it is active; off (disabled) prevents the port from
sending and receiving traffic even if it has an active connection.

port oper Port operational status: on (enabled) or off (disabled). If a port is cur-
rently in use, then the operational status is enabled. A port must have an
enabled administrative status before it can become operationally
enabled.

Release History

Release 6.6.1; command was introduced..

Related Commands

show vlan Displays list of VLANSs configured on the switch.

show vlan router mac status  Displays the current MAC router operating mode (single or multiple)
and VLAN router interface statistics.

show vlan gvrp Displays a list of VLANS learned through GVRP and their details.

show vlan ipmvlan Displays IPMVLAN information for a specific IPMVLAN, a range of
IPMVLANS, or all the IPMVLANS.

show ip interface Displays IP router information.

MIB Objects

vlanMgrVpa
vpaTable

vpaVlanNumber
vpalflndex
vpaType
vpaState
vpaStatus

vlanMgrVlan

vlanTable
vlanAdmStatus

vlanOperStatus
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show vian router mac status

Displays current status of multiple MAC router mode, the number of VLANSs configured on the switch, the
number of VLANSs with router interfaces and the number of IP router interfaces configured.

show vlan router mac status

Syntax Definitions
N/A

Defaults
N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ Only single MAC router mode is supported at this tine, so multiple MAC router mode always displays

as disabled.

¢ Insingle MAC router mode, a maximum of 4094 VLANSs can have IP router interfaces defined. Note
that these limits are subject to the availability of switch resources.

Examples

-> show vlan router mac status

router-mac-multiple

e e

disabled

output definitions

total vlans router vlans ip vlans
__________ S S

5 1 1

router-mac-multiple
total vlans

router vlans

ip vlans

Multiple MAC router mode status: enabled or disabled. If this mode is
disabled, the switch is running in single MAC router mode.

The total number of VLANS configured on the switch. Use the vlan
command to create or remove VLANS.

The total number of VLANSs configured on the switch that have at least
one router interface defined (IP). Use the ip interface command to
define an IP router interface for a VLAN.

The total number of VLANS configured on the switch that have an IP
router interface defined. Use the ip interface command to define an IP
router for a VLAN.

Release History

Release 6.6.1; command was introduced.
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Related Commands

show vlan Displays list of VLANSs configured on the switch.
show vlan port Displays VLAN port assignments.
show ip interface Displays VLAN IP router interface information.

MIB Obijects

vlanMgrVlanSet

vlanSetMultiRtrMacStatus
vlanSetVlanCount
vlanSetVlanRouterCount
vlanSetlpRouterCount
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show vlan gvrp

Displays a list of VLANS learned through GVRP and their details.

show vlan gvrp [vlan-id | vlan-range]

Syntax Definitions

vlan-id VLAN ID number you want to display (1-4094).
vlan-range The VLAN ID range (e.g., 1-10).

Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

Use the vlan-id or vlan-range parameter with this command to display the details for a specific VLAN(S).

Examples
-> show vlan gvrp
stree mble
vlan type admin oper 1x1 flat auth ip tag name
———te— e Fom et — Fom - Fe—_—— - [ o o
5 gvrp on on on on off NA off GVRP1
6 gvrp on on off off off NA off GVRP12
output definitions
vlan The numerical VLAN ID. Use the vlan command to create or remove
VLANS.
type The type of VLAN (std, vstk, gvrp, or ipmv)
admin VLAN administrative status: on enables VLAN functions to operate;

off disables VLAN functions without deleting the VLAN. Use the vlan
command to change the VLAN administrative status.

oper VLAN operational status: on (enabled) or off (disabled). The opera-
tional status remains disabled until an active port is assigned to the
VLAN. When the operational status is enabled, then VLAN properties
(e.g. router interfaces, Spanning Tree) are applied to ports and traffic
flow. A VLAN must have an enabled administrative status before it can
become operationally enabled.
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output definitions (continued)

stree 1x1

stree flat

mble tag

name

VLAN Spanning Tree status for the VLAN in the 1x1 mode: on
(enabled) allows the Spanning Tree algorithm to determine the state of
VLAN ports (forwarding or blocking); off (disabled) prevents Span-
ning Tree algorithm from controlling VLAN ports, leaving active ports
in a forwarding state. Configured through the vlan stp command.

VLAN Spanning Tree status for the VLAN in the flat mode: on
(enabled) allows the Spanning Tree algorithm to determine the state of
VLAN ports (forwarding or blocking); off (disabled) prevents Span-
ning Tree algorithm from controlling VLAN ports, leaving active ports
in a forwarding state. Configured through the vlan stp command.

IP router interface status: on (IP interface exists for the VLAN) or off
(no IP router interface exists for the VLAN). Use the ip interface com-
mand to define an IP router interface for a VLAN.

Mobile tagging status: on (enabled); off (disabled). Configured through
the vlan mobile-tag command.

The user-defined text description for the VLAN. By default, the VLAN
ID is specified for the VLAN description.

Release History

Release 6.6.1; command was introduced.

Related Commands

show vlan
show vlan port

Displays a list of VLANSs configured on the switch.
Displays VLAN port assignments.
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MIB Obijects

vlanMgrVlan
vianTable

vianNumber
vlanDescription
vlanAdmStatus
vlanOperStatus
vlanStatus
vlanStpStatus
vlanAuthentStatus
vlanlpAddress
vlanlpMask
vlianlpEnacp
vianlpForward
vlanlpStatus
vlanTagMobi lePortStatus
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show vilan ipmvilan

Displays IPMVLAN information for a specific IPMVLAN, a range of IPMVLAN:S, or all the IPMVLANS.

show vlan ipmvlan [ipmvlan-id | ipmvlan-id1-ipmvlan-id2]

Syntax Definitions

ipmvlan-id Specifies the IP Multicast VLAN number. The valid range is 2-4094.
ipmvlan-idl-ipmvlan-id2 Specifies the range of the IP Multicast VLAN numbers.
Defaults

By default, the details of all the IPMVLANS will be displayed.

Platforms Supported
OmniSwitch 6450

Usage Guidelines
e Use the ipmvlan-id parameter with this command to display details of a specific IPMVLAN.

e Use the ipmvlan-id1-ipmvlan-id2 parameter with this command to display details of a range of
IPMVLANS.

Examples

-> show vlan ipmvlan

stree

vian type admin oper 1x1 flat name

—————— Ry e
1201 Vstk ipmtv on on on on VLAN 1201
1202 Vstk ipmtv on on off off VLAN 1202
1203 Entp ipmtv on on off off VLAN 1203
1204 Vstk ipmtv on on on on VLAN 1204
1205 Entp ipmtv on off on off VLAN 1205

-> show vlan ipmvlan 1201-1203

stree

vlan type admin oper 1x1 flat name

------ Ty Sy Sy
1201  Vstk ipmtv on on on on VLAN 1201
1202  Vstk ipmtv on on off off VLAN 1202
1203 Entp ipmtv on on off off VLAN 1203

-> show vlan ipmvlan 50

Name > VLAN 50,

IPMV Mode : Enterprise IPMVLAN

Administrative State: enabled,

Operational State : disabled,
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1x1 Spanning Tree State :
Flat Spanning Tree State:

-> show vlan ipmvlan 51

Name

IPMV Mode
Administrative State
Operational State

1x1 Spanning Tree State
Flat Spanning Tree State:

output definitions

disabled,
disabled,

: VLAN 51,

: Vlan Stacking IPMVLAN
: enabled,

: disabled,

: enabled,

enabled,

vlan
type

admin

oper

Name

IPMV mode
Administrative State
Operational State

stree 1x1

stree flat

The IPMVLAN ID.

Indicates if the IPMVLAN is in Enterprise mode (Entp ipmtv) or
VLAN Stacking mode (Vstk ipmtv).

Indicates IPMVLAN administrative status: on (enables IPMVLAN
functions to operate) or off (disables IPMVLAN functions without
deleting the IPMVLAN).

IPMVLAN operational status: on (enabled) or off (disabled). Opera-
tional status remains disabled until an active port is assigned to the
IPMVLAN. When operational status is enabled, IPMVLAN properties
(e.g. router interfaces, Spanning Tree) are applied to ports and traffic
flow. An IPMVLAN must have an enabled administrative status before
it can become operationally enabled.

The user-defined text description for the IPMVLAN. By default, the
IPMVLAN ID is specified for the IPMVLAN description.

Indicates the mode (Enterprise IPMVLAN or Vlan Stacking IPMV-
LAN) of the IPMVLAN.

Indicates the administrative status of the IPMVLAN, which can be
enabled or disabled.

Indicates the operational status of the IPMVLAN, which can be
enabled or disabled.

VLAN Spanning Tree status for the VLAN in the 1x1 mode: on
(enabled) allows the Spanning Tree algorithm to determine the state of
VLAN ports (forwarding or blocking); off (disabled) prevents Span-
ning Tree algorithm from controlling VLAN ports, leaving active ports
in a forwarding state. Configured through the vlan stp command.

VLAN Spanning Tree status for the VLAN in the flat mode: on
(enabled) allows the Spanning Tree algorithm to determine the state of
VLAN ports (forwarding or blocking); off (disabled) prevents Span-
ning Tree algorithm from controlling VLAN ports, leaving active ports
in a forwarding state. Configured through the vlan stp command.

Release History

Release 6.6.1; command was introduced.

page 3-24

OmniSwitch 6450 CLI Reference Guide  November 2011



VLAN Management Commands

Related Commands

vlan ipmvlan Creates an IP Multicast VLAN.
show vlan Displays a list of VLANSs configured on the switch.
show vlan port Displays VLAN port assignments.

MIB Obijects

vlanTable

vianNumber
vlanDescription
vlanTrafficType
alavlanOperStatus
alavlanAdmStatus
alavlanStpStatus
alavlanlx1StpStatus
alavlanflatStpStatus
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4 802.1Q Commands

Alcatel-Lucent’s 802.1Q is an IEEE standard for sending frames through the network tagged with VLAN
identification. This chapter details configuring and monitoring 802.1Q tagging on a single port in a switch
or an aggregate of ports on a switch.

Alcatel-Lucent’s version of 802.1Q complies with the Draft Standard P802.1Q/D11 IEEE Standards for
Local And Metropolitan Area Network: Virtual Bridged Local Area Networks, July 30, 1998.

MIB information for the 802.1Q commands is as follows:

Filename: alcatelIND1Dot1Q.mib
Module: ALCATEL-IND1-DOT1Q-MIB

A summary of available commands is listed here:

vlan 802.1q
vlan 802.1q frame type
show 802.1q

Note. Before using 802.1Q, the VLAN for 802.1Q must be created using the commands described in
Chapter 3, “VLAN Management Commands.”

Configuration procedures for 802.1Q are explained in “Configuring 802.1Q,” OmniSwitch 6450 Network
Configuration Guide.
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vian 802.1q

Creates, deletes, or modifies 802.1Q tagging on a single port or on an aggregate of ports.
vlan vid 802.1q {slot/port | aggregate_id} [description]
vlan vid no 802.1q {slot/port | aggregate_id}

Syntax Definitions

vid The VLAN identification number for a preconfigured VLAN that will
handle the 802.1Q traffic for this port. The valid range is 1 to 4094.

slot The slot number for the 802.1Q tagging.
port The port number for the 802.1Q tagging.
aggregate_id The link aggregation ID, which allows you to configure 802.1Q tagging

on an aggregate of ports. The valid range is 1 to 31.

description An optional textual description (up to 32 characters) for this 802.1Q tag.
Spaces must be unclosed within quotation marks (e.g., “802.1Q tag 2”).

Defaults

The default description for 802.1Q tagging on a port is TAG PORT slot/port VLAN vid (where the slot/
port and vid are as entered when inputting the command) when you configure 802.1Q tagging on a single
port, and TAG AGGREGATE aggregate_id VLAN vid (where the slot/port and vid are as entered when
inputting the command) when you configure 802.1q tagging on an aggregate link.

Platforms Supported
OmniSwitch 6450

Usage Guidelines
e Use the no form of this command to delete 802.1Q tagging on a port or an aggregate of ports.

e The VLAN specified for the port or aggregate link before 802.1Q tagging can be specified. See
Chapter 3, “VLAN Management Commands” for information on how to create a VLAN.

¢ You must enable link aggregation before you can tag an aggregate of ports. See Chapter 6, “Link
Aggregation Commands” for more information on link aggregation.

e The port’s default VLAN can never be configured to accepted tagged frames.

Examples

-> vlan 2 802.1q 3/1

-> vlan 10 802.1q 100

-> vlan 5 802.1q 4/2 ''802.1q tag 2"
-> vlan 6 no 802.1q 3/1
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Release History

Release 6.6.1; command was introduced.

Related Commands

vlan 802.1q frame type Configures a port to accept only VLAN-tagged frames or all frames.
show 802.1q Displays 802.1Q tagging status and configuration.

MIB Obijects

QPORTVLANTABLE

gPortVlanSlot
gPortVlanPort
gPortVLanStatus
gPortVlanTagValue
gPortVlanDescription
gAggregateVlanTagValue
gAggregateVlanAggregateld
gAggregateVlanStatus
gAggregateVlanDescription

OmniSwitch 6450 CLI Reference Guide ~ November 2011 page 4-3



802.1Q Commands

vian 802.1q frame type

Configures a port to accept all frames or accept only VLAN-tagged frames.

vlan 802.1q slot/port frame type {all | tagged}

Syntax Definitions

slot The slot number to configure 802.1Q tagging.

port The port number to configure 802.1Q tagging.

all Configures this port to accept all frames.

tagged Configures this port to accept only VLAN-tagged frames.
Defaults

parameter default

all | tagged all

Platforms Supported
OmniSwitch 6450

Usage Guidelines

If you configure a port to accept only VLAN-tagged frames, then any frames received on this port that do
not carry a VLAN ID (i.e., untagged frames or priority-tagged frames) will be discarded by the ingress
rules for this port. Frames that are not discarded by this ingress rule are classified and processed according
to the ingress rules for this port.

Examples
-> vlan 802.1q 3/1 frame type all

Release History

Release 6.6.1; command was introduced.
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Related Commands

vlan 802.1q Creates, modifies, or deletes 802.1Q tagging on a single port or an
aggregate of ports.
show 802.1q Displays 802.1Q tagging status and configuration.

MIB Objects

DOT1QPORTVLANTABLE

dotldBasePort
dotlqgPortAcceptableFrameTypes
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show 802.1q

Displays 802.1Q tagging information for a single port or an aggregate of ports.
show 802.1q {slot/port | aggregate_id}

Syntax Definitions

slot The slot number to display 802.1Q tagging.

port The port number to display 802.1Q tagging.

aggregate_id The link aggregation ID to display 802.1Q tagging. See Chapter 6,
“Link Aggregation Commands” for more information on link aggrega-
tion.

Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines
N/A

Examples
-> show 802.1q 3/4

Acceptable Frame Type : Any Frame Type

Force Tag Internal : off

Tagged VLANS Internal Description

————————————— S’ 5
2 TAG PORT 3/4 VLAN 2

-> show 802.1q 2

Tagged VLANS Internal Description

““““““ s Ths AccRESATE 2 wAn s
Output fields are described here:

output definitions

Acceptable Frame Type The acceptable frame type for this port, which can be Any Frame
Type or Tagged Only Frame Type.
Force Tag Internal This field displays if adding the default VLAN ID (VID) to tagged

frames is turned on or off.
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output definitions (continued)
Tagged VLANS The 802.1Q tag number for this port.

Internal Description The description of this 802.1Q tag. You can modify this description
with the vlan 802.1q command, which is described on page 4-2.

Release History

Release 6.6.1; command was introduced.

Related Commands

vlan 802.1q Creates, modifies, or deletes 802.1Q tagging on a single port or an
aggregate of ports.
vlan 802.1q frame type Configures a port to accept only VLAN-tagged frames or all frames.

MIB Obijects

QPORTVLANTABLE

gPortVlanSlot
gPortVlanPort
gPortVLanStatus
gPortVlanTagValue
gPortVlanDescription
gAggregateVlanTagValue
gAggregateVlanAggregateld
gAggregateVlanStatus
gAggregateVlanDescription
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5 Distributed Spanning
Tree Commands

The Spanning Tree Algorithm and Protocol (STP) is a self-configuring algorithm that maintains a loop-
free topology while providing data path redundancy and network scalability. Based on the IEEE 802.1D
standard, the Alcatel-Lucent STP implementation distributes the Spanning Tree load between the primary
management module and the network interface modules. In the case of a stack of switches, the STP load is
distributed between the primary management switch and other switches in the stack. This functionality
improves network robustness by providing a Spanning Tree that continues to respond to BPDUs and port
link up and down states in the event of a fail over to a backup management module or switch.

In addition to a distributed architecture, this implementation also provides the following Spanning Tree
features:

e Automatic configuration of a physical topology into a single Spanning Tree to ensure that there is only
one data path between any two switches.

¢ Fault tolerance within the network topology. The Spanning Tree is reconfigured in the event of a data
path or bridge failure or when a new switch is added to the topology.

e Support for four Spanning Tree protocols: 802.1D (STP), 802.1W (RSTP), 802.1Q 2005 (MSTP), and
RRSTP.

e A flat Spanning Tree operating mode. If STP or RSTP is used, this mode applies a single STP instance
across all VLANSs. If MSTP is used, this mode applies a single STP instance to each Multiple Span-
ning Tree Instance (MSTI), which identifies a set of VLANS.

e Support for up to 16 MSTIs per switch. In addition, there is always one Common and Internal Span-
ning Tree (CIST) instance 0 on each switch.

¢ Ring Rapid Spanning Tree Protocol (RRSTP) supports up to 128 rings per switch. Note that there can
be no alternate connections for the same instance between any two switches within an RRSTP ring

topology.

e A 1x1 Spanning Tree operating mode, which applies a single STP instance for each defined VLAN on
the switch.

e An STP topology that includes 802.1Q tagged ports and link aggregate logical ports in the calculation
of the physical topology.

MIB information for Distributed Spanning Tree commands is as follows:

Filename: AlcatelIND1VIanSTP.MIB
Module: STP-MGMT-MIB
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A summary of the available commands is listed here:

Implicit bridge commands

bridge mode

bridge protocol

bridge priority

bridge hello time

bridge max age

bridge forward delay

bridge bpdu-switching

bridge path cost mode

bridge auto-vlan-containment
show spantree

Explicit bridge commands

bridge cist protocol
bridge 1x1 protocol
bridge cist priority
bridge msti priority
bridge 1x1 priority
bridge cist hello time
bridge 1x1 hello time
bridge cist max age
bridge 1x1 max age
bridge cist forward delay
bridge 1x1 forward delay
show spantree cist

show spantree msti

show spantree 1x1

Implicit port commands

bridge slot/port

bridge slot/port priority
bridge slot/port path cost
bridge slot/port mode
bridge slot/port connection
show spantree ports
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Explicit port commands

bridge cist slot/port

bridge 1x1 slot/port

bridge cist slot/port priority
bridge msti slot/port priority
bridge 1x1 slot/port priority
bridge cist slot/port path cost
bridge msti slot/port path cost
bridge 1x1 slot/port path cost
bridge cist slot/port mode

bridge 1x1 slot/port mode

bridge cist slot/port connection
bridge 1x1 slot/port connection
bridge cist slot/port admin-edge
bridge 1x1 slot/port admin-edge
bridge cist slot/port auto-edge
bridge 1x1 slot/port auto-edge
bridge cist slot/port restricted-role
bridge 1x1 slot/port restricted-role
bridge cist slot/port restricted-tcn
bridge 1x1 slot/port restricted-tcn
bridge cist txholdcount

bridge 1x1 txholdcount

show spantree cist ports

show spantree msti ports

show spantree 1x1 ports

MST region commands

bridge mst region name

bridge mst region revision level
bridge mst region max hops
show spantree mst region

MST instance commands

bridge msti

bridge msti vlan

show spantree msti vlan-map
show spantree cist vlan-map
show spantree map-msti
show spantree mst port

RRSTP commands

bridge rrstp

bridge rrstp ring

bridge rrstp ring vlan-tag
bridge rrstp ring status

show bridge rrstp configuration
show bridge rrstp ring

PVST+ commands

bridge mode 1x1 pvst+
bridge port pvst+
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bridge mode

Selects a flat Spanning Tree or 1x1 Spanning Tree operating mode for the switch. These modes are exclu-
sive; however, it is not necessary to reboot the switch when changing modes.

bridge mode {flat | 1x1}

Syntax Definitions

flat One Spanning Tree instance per switch.
1x1 One Spanning Tree instance for each VLAN configured on a switch.
Defaults

By default, the bridge mode for the switch is set to 1x1 Spanning Tree.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e The Multiple Spanning Tree Protocol (MSTP), as defined in the IEEE 802.1Q 2005 standard, is only
supported on switches operating in the flat Spanning Tree mode.

e If standard STP or RSTP is used when the switch is running in the flat mode, a single STP instance is
applied across all VLANSs. For example, if a port belonging to VLAN 10 and a port belonging to
VLAN 20 both connect to the same switch, then STP will block one of these ports.

e If MSTP is used when the switch is running in the flat mode, a single STP instance is applied to each
Multiple Spanning Tree Instance (MSTI). Each MSTI represents a set of VLANS.

e Flat Spanning Tree mode supports fixed (untagged) and 802.1Q tagged ports in each VLAN. However,
Bridge Protocol Data Units (BPDUSs) are always untagged.

e If 1x1 mode is selected, a single Spanning Tree instance is enabled for each VLAN configured on the
switch. For example, if there are five VLANS configured on the switch, then there are five separate
Spanning Tree instances. In essence, a VLAN is a virtual bridge in that it will have its own bridge ID
and configurable STP parameters, such as protocol, priority, hello time, max age, and forward delay.

e When operating in 1x1 mode, 802.1Q tagged ports participate in an 802.1Q Spanning Tree instance
that allows the Spanning Tree to extend across tagged VLANSs. As a result, a tagged port may partici-
pate in more than one Spanning Tree instance; one for each VLAN that the port carries.

e |faVLAN contains both fixed and tagged ports and the switch is operating in 1x1 Spanning Tree
mode, then a hybrid of the two Spanning Tree instances (single and 802.1Q) is applied. If a VLAN
appears as a tag on a port, then the BPDU for that VLAN are also tagged. However, if a VLAN appears
as the configured default VLAN for the port, then BPDU are not tagged and the single Spanning Tree
instance applies.

e Regardless of which mode the switch is running in, it is possible to administratively disable the Span-
ning Tree status for an individual VLAN (see Chapter 3, “VLAN Management Commands”). Note that
active ports associated with such a VLAN are excluded from any Spanning Tree calculations and will
remain in a forwarding state.
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Examples

-> bridge mode flat
-> bridge mode 1x1

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge protocol Selects the Spanning Tree protocol for the specified instance.

bridge bpdu-switching Enables the switching of Spanning Tree BPDU on a VLAN that has
Spanning Tree disabled.

show spantree Displays VLAN Spanning Tree parameter values.

MIB Obijects

vStpTable

vStpNumber
vStpMode
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bridge protocol

Configures the Spanning Tree protocol for the flat mode Common and Internal Spanning Tree (CIST)
instance or for an individual VLAN instance if the switch is running in the 1x1 mode.

bridge [instance] protocol {stp | rstp | mstp}

Syntax Definitions

instance The flat mode CIST instance (1) or an existing 1x1 mode VLAN ID
instance number (bridge 1-4094).

stp IEEE 802.1D standard Spanning Tree Algorithm and Protocol.

rstp IEEE 802.1W Rapid Spanning Tree Protocol.

mstp IEEE 802.1Q 2005 Multiple Spanning Tree Protocol.

Defaults

RSTP is the default protocol for the flat mode CIST instance and for the 1x1 mode VLAN instance.

parameter default

instance flat mode instance

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Specifying an instance number with this command when the switch is running in the 1x1 Spanning
Tree mode implies a VLAN ID and configures the protocol for the associated VLAN instance.

e To configure the protocol for the flat mode CIST instance when the switch is running in either the flat
or 1x1 mode, do not specify an instance number. The CIST is the instance configured by default with
this command.

e If the switch is running in the flat mode and STP or RSTP is the active protocol, entering 1 to specify
the CIST instance is optional. If MSTP is the active protocol, however, entering 1 for the instance
number is not accepted.

¢ Note that selecting MSTP is only an option for the flat mode CIST instance and is required to config-
ure Multiple Spanning Tree Instances (MSTI).

e MSTP is only active when the switch is operating in the flat Spanning Tree mode. STP and RSTP are
active when the switch is operating in either the flat or 1x1 Spanning Tree mode.

e Deleting all existing MSTIs is required before changing the protocol from MSTP to STP or RSTP.
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¢ Note that when changing the protocol to/from MSTP, the bridge priority and port path cost values for
the flat mode CIST instance are reset to their default values. However, if the path cost mode was set to
32-bit prior to the protocol change, the path cost is not reset to its default value. See the bridge path
cost mode command page for more information.

Examples

-> bridge
-> bridge
-> bridge
-> bridge

-> bridge
-> bridge
-> bridge
-> bridge
-> bridge
-> bridge

mode flat

protocol mstp
protocol rstp
protocol stp

mode 1x1

10 protocol rstp
200 protocol stp
protocol mstp
protocol rstp
protocol stp

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode

bridge cist protocol

bridge 1x1 protocol

MIB Objects

vStplInsTable

vStplnsNumber
vStplnsMode

vStplnsProtocolSpecification

Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

Explicit command for changing the Spanning Tree protocol for the flat
mode instance.

Explicit command for changing the Spanning Tree protocol for a VLAN
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bridge cist protocol

Configures the Spanning Tree protocol for the flat mode Common and Internal Spanning Tree (CIST)
instance (bridge 1).

bridge cist protocol {stp | rstp | mstp}

Syntax Definitions

stp IEEE 802.1D standard Spanning Tree Algorithm and Protocol.
rstp IEEE 802.1w Rapid Spanning Tree Protocol.

mstp IEEE 802.1Q 2005 Multiple Spanning Tree Protocol.
Defaults

RSTP is the default protocol for the flat mode CIST instance and for the 1x1 mode VLAN instance.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e This command is an explicit Spanning Tree command that only applies to the flat mode CIST instance
regardless of which operating mode (flat or 1x1) or protocol is active on the switch.

e Use this command to select STP, RSTP, or MSTP as the protocol for the flat mode CIST instance.

¢ Note that selecting MSTP is only an option for the flat mode CIST instance and is required to config-
ure Multiple Spanning Tree Instances (MSTI).

e MSTP is only active when the switch is operating in the flat Spanning Tree mode. STP and RSTP are
active when the switch is operating in either the flat or 1x1 Spanning Tree mode.

¢ Note that when changing the protocol to/from MSTP, the bridge priority and port path cost values for
the flat mode CIST instance are reset to their default values. However, if the path cost mode was set to
32-bit prior to the protocol change, the path cost is not reset to its default value. See the bridge path
cost mode command page for more information.

e If the switch is running in 1x1 mode when this command is used, the specified protocol is not active for
the CIST instance until the operating mode for the switch is changed to the flat mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Examples

-> bridge cist protocol rstp
-> bridge cist protocol mstp
-> bridge cist protocol stp
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Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge protocol Implicit command for changing the Spanning Tree protocol for the flat
mode instance or for a 1x1 mode VLAN instance.

bridge 1x1 protocol Explicit command for changing the Spanning Tree protocol for a VLAN
instance.

MIB Objects

vStplInsTable

vStplnsNumber
vStplnsProtocolSpecification
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bridge 1x1 protocol

Configures the Spanning Tree protocol for an individual VLAN instance.

bridge 1x1 vid protocol {stp | rstp}

Syntax Definitions

vid An existing VLAN ID number (1-4094).

stp IEEE 802.1D standard Spanning Tree Algorithm and Protocol.
rstp IEEE 802.1w Rapid Spanning Tree Protocol.

Defaults

RSTP is the default protocol for the flat mode CIST instance and for the 1x1 mode VLAN instance.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ This command is an explicit Spanning Tree command that only applies to the specified VLAN instance
regardless of which operating mode (flat or 1x1) is active on the switch.

e If the switch is running in flat mode when this command is used, the specified protocol is not active for
the specified VLAN instance until the operating mode for the switch is changed to 1x1.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Examples

-> bridge 1x1 2 protocol stp
-> pridge 1x1 455 protocol rstp

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge protocol Implicit command for changing the Spanning Tree protocol for the flat
mode instance or for a 1x1 mode VLAN instance.

bridge cist protocol Explicit command for changing the Spanning Tree protocol for the flat
mode instance.
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MIB Obijects

vStplInsTable

vStplnslxlVlanNumber
vStplInsMode
vStplnsProtocolSpecification
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bridge mst region name

Defines the name for a Multiple Spanning Tree (MST) region. One of three attributes (hame, revision
level, and a VLAN to MST instance association table) that defines an MST region as required by the IEEE
802.1Q 2005 standard. Switches that share the same attribute values are all considered part of the same
MST region. Currently each switch can belong to one MST region at a time.

bridge mst region name name

bridge mst region no name

Syntax Definitions

name An alphanumeric string up to 32 characters. Use quotes around string if
the name contains multiple words with spaces between them (e.g.
“Alcatel-Lucent Marketing™).

Defaults
By default, the MST region name is left blank.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Use the no form of this command to remove the MST region name. Note that it is not necessary to
specify the region name to remove it.

¢ To change an existing region name, use this same command but specify a string value that is different
than the existing name. It is not necessary to first remove the old name.

e Specifying an MST region name is allowed regardless of which Spanning Tree operating mode or
protocol is currently active on the switch. However, MST configuration values, such as region name,
only apply when the switch is operating in the flat Spanning Tree mode and using MSTP.

Examples

-> bridge mst region name SalesRegion
-> bridge mst region name “Alcatel-Lucent Marketing”
-> bridge mst region no name

Release History

Release 6.6.1; command was introduced.
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Related Commands

bridge mst region revision level Defines the revision level for an MST region.
bridge mst region max hops Defines the maximum number of hops for the MST region.

bridge msti Defines a MSTI number that identifies an association between a range
of VLANSs and a Spanning Tree instance.
bridge msti vlan Defines an association between a range of VLANS and a single MSTI.

MIB Obijects

vStpMstRegionTable

vStpMstRegionNumber
vStpMstRegionConfigName
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bridge mst region revision level

Defines the revision level for a Multiple Spanning Tree (MST) region. One of three attributes (name, revi-
sion level, and a VLAN to MST instance association table) that defines an MST region as required by the
IEEE 802.1Q 2005 standard. Switches that share the same attribute values are all considered part of the
same MST region. Currently each switch can belong to one MST region at a time.

bridge mst region revision level rev_level

Syntax Definitions

rev_level A numeric value (0-65535) that identifies the MST region revision level
for the switch.

Defaults

By default, the MST revision level is set to zero.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

Specifying an MST region revision level is allowed regardless of which Spanning Tree operating mode or
protocol is currently active on the switch. However, MST configuration values, such as revision level, only
apply when the switch is operating in the flat Spanning Tree mode and using the MSTP.

Examples
-> bridge mst region revision level 1000

-> bridge mst region revision level 2000

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mst region name Defines the name for an MST region.

bridge mst region max hops Defines the maximum number of hops for the MST region.

bridge msti Defines a MSTI number that identifies an association between a range
of VLANSs and a Spanning Tree instance.

bridge msti vlan Defines an association between a range of VLANSs and a single MSTI.

MIB Obijects

vStpMstRegionTable

vStpMstRegionNumber
vStpMstRegionConfigRevisionLevel
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bridge mst region max hops

Configures the maximum number of hops that are authorized to receive Multiple Spanning Tree (MST)
regional information. Use this command to designate how many hops a BPDU is allowed to traverse
before it is discarded and related information is aged.

bridge mst region max hops max_hops

Syntax Definitions

max_hops A numeric value (1-40) that designates the maximum number of hops.

Defaults

By default, the maximum number of hops is set to 20.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ The value configured with this command is a regional value that applies to all instances and in essence
is used to determine the size of the region.

e The maximum hop count value is the initial value of the Remaining Hops parameter in the MST BPDU
that originates from the bridge that is serving as the root bridge for the region. Each bridge that in turn
receives the MST BPDU decrements the Remaining Hops count value by one and passes the new value
along to the next bridge. When the count reaches 0, the BPDU is discarded.

e Specifying an MST maximum hop count is allowed regardless of which Spanning Tree operating mode
or protocol is currently active on the switch. However, MST configuration values only apply when the
switch is operating in the flat Spanning Tree mode and using the MSTP.

Examples

-> bridge mst region max hops 40
-> bridge mst region max hops 10

Release History

Release 6.6.1; command was introduced.
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Related Commands

bridge mst region name Defines the name for an MST region.

bridge mst region revision level Defines the revision level for an MST region.

bridge msti Defines a MSTI number that identifies an association between a range
of VLANSs and a Spanning Tree instance.

bridge msti vlan Defines an association between a range of VLANS and a single MSTI.

MIB Obijects

vStpMstRegionTable

vStpMstRegionNumber
vStpMstRegionMaxHops
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bridge msti

Defines a Multiple Spanning Tree Instance (MSTI) number. This number identifies an association between
a range of VLANSs and a single Spanning Tree instance. In addition, it is possible to assign an optional
name to the MSTI for further identification.

bridge msti msti_id [name name]
bridge no msti msti_id

bridge msti msti_id no name

Syntax Definitions
msti_id A numeric value (1-4094) that uniquely identifies an MSTI.

name An alphanumeric string up to 32 characters. Use quotes around string if
the name contains multiple words with spaces between them (e.g.
“Alcatel-Lucent Marketing”).

Defaults

By default, a flat mode Common and Internal Spanning Tree (CIST) instance always exists. The MSTI ID
number for this instance is 0.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Use the no msti form of this command to remove the MSTI from the switch configuration.

e Use the no name form of this command to remove the optional MSTI name from the specified
instance. The instance itself is not removed; only the name.

e Upto 16 MSTIs are allowed per switch; select a number from 1 to 4094 for the MSTI number. In addi-
tion, there is always one Common and Internal Spanning Tree (CIST) instance 0 per switch. Initially all
VLANS are associated with the CIST instance.

e Creating an MSTI is allowed when the switch is operating in either the 1x1 or flat Spanning Tree
mode, as long as MSTP is the selected flat mode protocol. The MSTI configuration, however, is not
active unless the switch is running in the flat mode.

Examples

-> bridge msti 10

-> bridge msti 20 name BldgOneST10
-> bridge msti 20 no name

-> bridge no msti 10

Release History

Release 6.6.1; command was introduced.
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Related Commands

bridge mst region name Defines the name for an MST region.

bridge mst region revision level Defines the revision level for an MST region.

bridge mst region max hops Defines the maximum number of hops for the MST region.

bridge msti vlan Defines an association between a range of VLANSs and a single MSTI.

MIB Obijects

vStpMstinstanceTable

vStpMstiInstanceNumber
vStpMstinstanceName
vStpMstinstanceVlanBitmapAddition
vStpMstinstanceVlanBitmapDeletion
vStpMstinstanceVlanBitmapState
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bridge msti vian

Defines an association between a range of VLANS and a single Multiple Spanning Tree Instance (MSTI).
The MSTI-to-VLAN mapping created with this command is one of three attributes (name, revision level,
and a VLAN to MST instance association table) that defines an MST region as required by the IEEE
802.1Q 2005 standard. Switches that share the same attribute values are all considered part of the same
MST region. Currently each switch can belong to one MST region at a time.

bridge msti msti_id vlan vid_range

bridge msti msti_id no vlan vid_range

Syntax Definitions
msti_id An existing MSTI ID number (0-4094).

vid_range A VLAN ID number (1-4094) To associate multiple VLANS in a single
command, use a hyphen to specify a range of VLAN IDs and a space to
separate multiple VLAN IDs and/or ranges
(e.g. 100-115 122 135 200-210).

Defaults

By default, all VLANS are associated with the flat mode Common and Internal Spanning Tree (CIST)
instance, which is also known as MSTI O.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Use the no form of this command to remove a VLAN or a range of VLANs from the specified MSTI
association.

¢ Note that the VLAN ID specified with this command does not have to already exist in the switch
configuration. This command maps VLAN IDs to MSTIs, but does not create VLANS.

e A VLAN is associated with only one MSTI at a time, but it is possible to move a VLAN from one
MST] to another. In addition, it is also possible to assign only one VLAN to an MSTI; a range of
VLANS is not required.

e Configuring an MSTI-to-VLAN mapping is allowed when the switch is operating in either the 1x1 or
flat Spanning Tree mode, as long as MSTP is the selected flat mode protocol. The MSTI configura-
tion, however, is not active unless the switch is running in the flat mode.

Examples

-> bridge msti 10 vlan 100-115
-> bridge msti 20 vlan 122 135 200-210
-> bridge msti 10 no vlan 112 200-204
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Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mst region name Defines the name for an MST region.
bridge mst region revision level Defines the revision level for an MST region.
bridge mst region max hops Defines the maximum number of hops for the MST region.

bridge msti Defines a MSTI number that identifies an association between a range
of VLANSs and a Spanning Tree instance.

MIB Obijects

vStpMstVlanAssignmentTable

vStpMstVlanAssignmentVlanNumber
vStpMstVlanAssignmentMstiNumber
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bridge priority

Configures the bridge priority value for the flat mode Common and Internal Spanning Tree (CIST)
instance or for a 1x1 mode VLAN instance. Bridge priority is used to determine which bridge the Span-
ning Tree algorithm designates as the root bridge.

bridge [instance] priority priority

Syntax Definitions
instance The flat mode CIST instance or an existing VLAN ID number (1-4094).

priority A bridge priority value within the range of 0-65535. Do not use
commas in the value. If MSTP is the active protocol on the switch, then
a bridge priority value that is a multiple of 4096 is required.

Defaults

By default, the bridge priority value is set to 32768.

parameter default

instance flat mode instance

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e The bridge priority specifies the priority value for the first two octets of the Bridge ID (eight octets
long). The remaining six octets of the Bridge ID contain a dedicated bridge MAC address.

¢ The lower the bridge priority number, the higher the priority that is associated with the bridge.

e Specifying an instance number with this command when the switch is running in the 1x1 Spanning
Tree mode implies a VLAN ID and configures the priority value for the associated VLAN instance.

e To configure the priority value for the flat mode CIST instance when the switch is running in either the
flat or 1x1 mode, do not specify an instance number. The CIST is the instance configured by default
with this command.

e If the switch is running in the flat mode and STP or RSTP is the active protocol, entering 1 to specify
the CIST instance is optional. If MSTP is the active protocol, however, entering 1 for the instance
number is not accepted. In this case, use the bridge cist priority or bridge msti priority commands
instead.

¢ Note that when the protocol is changed to/from MSTP, the bridge priority for the flat mode CIST
instance is reset to the default value.
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Examples

-> bridge mode flat

-> bridge priority 8192

-> bridge priority 2500

ERROR: Valid bridge priority values are multiples of 4096: 0, 4096,
8192, 12288, 16384 ... 61440

-> bridge mode 1x1

-> bridge 255 priority 16384
-> bridge 355 priority 3500
-> bridge priority 8192

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge cist priority Explicit command for changing the Spanning Tree priority for the CIST
instance when the switch is operating in either the flat or 1x1 mode.

bridge msti priority Explicit command for changing the Spanning Tree priority for an MSTI
when the switch is operating in either the flat or 1x1 mode.

bridge 1x1 protocol Explicit command for changing the Spanning Tree priority for a VLAN
instance when the switch is operating in either the flat or 1x1 mode.

MIB Objects

vStplInsTable

vStplnsNumber
vStplnsMode
vStplnsPriority
vStplnsBridgeAddress
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bridge cist priority

Configures the Spanning Tree priority value for the flat mode Common and Internal Spanning Tree (CIST)
instance. Bridge priority is used to determine which bridge the Spanning Tree algorithm designates as the
root bridge.

bridge cist priority priority

Syntax Definitions

priority A bridge priority value within the range of 0-65535. Do not use
commas in the value. If MSTP is the active protocol on the switch, then
a bridge priority value that is a multiple of 4096 is required.

Defaults
By default, the bridge priority value is set to 32768.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ The bridge priority specifies the priority value for the first two octets of the Bridge ID (eight octets
long). The remaining six octets of the Bridge ID contain a dedicated bridge MAC address.

e The lower the bridge priority number, the higher the priority that is associated with the bridge.

e This command is an explicit Spanning Tree command that only applies to the CIST instance regardless
of which operating mode (flat or 1x1) or protocol is active on the switch.

e If the switch is running in 1x1 mode when this command is used, the specified priority value is not
active for the CIST instance until the operating mode for the switch is changed to the flat mode.

¢ Note that when the protocol is changed to/from MSTP, the bridge priority for the flat mode CIST
instance is reset to the default value.

¢ Inregards to the priority for a Multiple Spanning Tree Instance (MSTI), only the four most significant
bits are used.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Examples

-> bridge mode flat

-> bridge cist priority 16384

-> bridge cist priority 53800

ERROR: Valid bridge priority values are multiples of 4096: 0, 4096,
8192, 12288, 16384 ... 61440

-> bridge mode 1x1
-> bridge cist priority 16384
-> bridge cist priority 12288
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Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge priority Implicit command for changing the Spanning Tree priority for the flat
mode CIST instance or a 1x1 mode VLAN instance.

bridge msti priority Explicit command for changing the Spanning Tree priority for an MSTI
when the switch is operating in either the flat or 1x1 mode.

bridge 1x1 protocol Explicit command for changing the Spanning Tree priority for a VLAN
instance when the switch is operating in either the flat or 1x1 mode.

MIB Obijects

vStplInsTable

vStplnsNumber
vStplnsPriority
vStpInsBridgeAddress
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bridge msti priority

Configures the bridge priority value for an Multiple Spanning Tree Instance (MSTI). Bridge priority is
used to determine which bridge the Spanning Tree algorithm designates as the root bridge.

bridge msti msti_id priority priority

Syntax Definitions

msti_id An existing MSTI ID number (0-4094).

priority A bridge priority value that is a multiple of 4096 and within the range of
0-65535. Do not use commas in the value.

Defaults

By default, the bridge priority value is set to 32768.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e The bridge priority specifies the priority value for the first two octets of the Bridge ID (eight octets
long). The remaining six octets of the Bridge ID contain a dedicated bridge MAC address.

¢ The bridge priority value for an MSTI is calculated by adding the configured priority value to the Span-
ning Tree instance number. For example, if the priority value of MSTI 10 equals 32768 (the default),
then the Spanning Tree priority value advertised for this instance is 32770 (32768 + 10).

e The lower the bridge priority number, the higher the priority that is associated with the bridge.

e This command is an explicit Spanning Tree command that only applies to the specified MSTI regard-
less of which operating mode (flat or 1x1) is active on the switch. If MSTP is not the selected flat mode
protocol, however, the priority value for any MSTI is not configurable in either mode.

¢ Note that if zero is entered for the msti_id value, the specified priority value is applied to the CIST
instance. The flat mode CIST instance O is also known as MSTI 0.

e If the switch is running in 1x1 mode when this command is used, the specified priority value is not
active for the specified MSTI until the operating mode for the switch is changed to the flat mode.

¢ Note that when the protocol is changed to/from MSTP, the bridge priority for the flat mode CIST
instance is reset to the default value.

e Inregards to the priority for an MSTI, only the four most significant bits are used.
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Examples

-> bridge mode flat

-> bridge msti 2 priority 4096

-> bridge msti 10 priority 53800

ERROR: Valid bridge priority values are multiples of 4096: 0, 4096,
8192, 12288, 16384 ... 61440

-> bridge mode 1x1
-> bridge msti 2 priority 61440
-> bridge msti 10 priority 12288

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects a flat Spanning Tree or 1x1 (per VLAN) Spanning Tree operat-
ing mode for the switch.

bridge priority Implicit command for changing the Spanning Tree priority for the flat
mode CIST instance or a 1x1 mode VLAN instance.

bridge cist priority Explicit command for changing the Spanning Tree priority for the CIST
instance when the switch is operating in either the flat or 1x1 mode.

bridge 1x1 priority Explicit command for changing the Spanning Tree priority for a VLAN
instance when the switch is operating in either the flat or 1x1 mode.

MIB Obijects

vStplInsTable

vStplInsMstiNumber
vStplnsMode
vStplnsPriority
vStplnsBridgeAddress
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bridge 1x1 priority

Configures the bridge priority value for an individual VLAN instance.

bridge 1x1 vid priority priority

Syntax Definitions
vid An existing VLAN ID number (1-4094).

priority A bridge priority value within the range of 0-65535. Do not use
commas in the value.

Defaults
By default, the bridge priority value is set to 32768.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e The bridge priority specifies the priority value for the first two octets of the Bridge ID (eight octets
long). The remaining six octets of the Bridge ID contain a dedicated bridge MAC address.

¢ The lower the bridge priority number, the higher the priority that is associated with the bridge.

e This command is an explicit Spanning Tree command that only applies to the specified VLAN instance
regardless of which operating mode (flat or 1x1) or protocol is active on the switch.

e If the switch is running in the flat mode when this command is used, the specified priority value is not
active for the specified VLAN instance until the operating mode for the switch is changed to the 1x1
mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Examples

-> bridge mode flat
-> bridge 1x1 2 priority 16384
-> bridge 1x1 10 priority 53800

-> bridge mode 1x1

-> bridge 1x1 2 priority 16384
-> bridge 1x1 10 priority 53800

Release History

Release 6.6.1; command was introduced.
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Related Commands

bridge mode Selects a flat Spanning Tree or 1x1 (per VLAN) Spanning Tree operat-
ing mode for the switch.

bridge priority Implicit command for changing the Spanning Tree priority for the flat
mode CIST instance or a 1x1 mode VLAN instance.

bridge cist priority Explicit command for changing the Spanning Tree priority for the CIST
instance when the switch is operating in either the flat or 1x1 mode.

bridge msti priority Explicit command for changing the Spanning Tree priority for an MSTP
MSTI when the switch is operating in either the flat or 1x1 mode.

MIB Obijects

vStpinsTable

vStplnslxlVlanNumber
vStplnsMode
vStpInsPriority
vStplnsBridgeAddress
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bridge hello time

Configures the Spanning Tree hello time value for the flat mode Common and Internal Spanning Tree
(CIST) instance or for a 1x1 mode VLAN instance. This value specifies the amount of time, in seconds,
between each transmission of a BPDU on any port that is the Spanning Tree root or is attempting to
become the Spanning Tree root.

bridge [instance] hello time seconds

Syntax Definitions

instance The flat mode CIST instance or an existing VLAN ID number (1-4094).
seconds Hello Time value, in seconds (1-10).
Defaults

By default, the bridge hello time value for is set to 2 seconds.

parameter default

instance flat mode instance

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Lowering the Hello Time interval improves the robustness of the Spanning Tree Algorithm. Increasing
the Hello Time interval lowers the overhead of the Spanning Tree Algorithm.

e Specifying an instance number with this command when the switch is running in the 1x1 Spanning
Tree mode implies a VLAN ID and configures the hello time value for the associated VLAN instance.

e To configure the hello time value for the flat mode CIST instance when the switch is running in either
the flat or 1x1 mode, do not specify an instance number. The CIST is the instance configured by
default with this command.

e If the switch is running in the flat mode and STP or RSTP is the active protocol, entering 1 to specify
the CIST instance is optional. If MSTP is the active protocol, however, entering 1 for the instance
number is not accepted.

¢ Note that for Multiple Spanning Tree Instances (MSTI), the hello time value is inherited from the CIST
instance and is not a configurable parameter.

Examples

-> bridge mode flat
-> bridge hello time 5

-> bridge mode 1x1
-> bridge 10 hello time 8
-> bridge hello time 5
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Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge cist hello time Explicit command for changing the Spanning Tree hello time value for
the CIST instance when the switch is operating in either the flat or 1x1
mode.

bridge 1x1 hello time Explicit command for changing the Spanning Tree hello time value for a
VLAN instance when the switch is operating in either the flat or 1x1
mode.

MIB Objects

vStplInsTable

vStplnsNumber
vStplnsMode
vStplnsBridgeHelloTime
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bridge cist hello time

Configures the bridge hello time value for the flat mode Common and Internal Spanning Tree (CIST)
instance. This value is the amount of time, in seconds, between each transmission of a BPDU on any port
that is the Spanning Tree root or is attempting to become the Spanning Tree root.

bridge cist hello time seconds

Syntax Definitions

seconds Hello time value in seconds (1-10).

Defaults

By default, the bridge hello time value is set to 2 seconds.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e [ owering the Hello Time interval improves the robustness of the Spanning Tree Algorithm. Increasing
the Hello Time interval lowers the overhead of the Spanning Tree Algorithm.

e This command is an explicit Spanning Tree command that only applies to the CIST instance regardless
of which operating mode (flat or 1x1) or protocol is active on the switch.

e |f the switch is running in 1x1 mode when this command is used, the specified hello time value is not
active for the CIST instance until the operating mode for the switch is changed to the flat mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Examples

-> bridge mode flat
-> bridge cist hello time 5
-> bridge cist hello time 10

-> bridge mode 1x1
-> bridge cist hello time 5
-> bridge cist hello time 10

Release History

Release 6.6.1; command was introduced.
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Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge hello time Implicit command for changing the Spanning Tree hello time value for
the flat mode CIST instance or for a 1x1 mode VLAN instance.

bridge 1x1 hello time Explicit command for changing the Spanning Tree hello time value for a
VLAN instance when the switch is operating in either the flat or 1x1
mode.

MIB Obijects

vStplInsTable

vStplnsNumber
vStplnsBridgeHelloTime
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bridge 1x1 hello time

Configures the bridge hello time value for an individual VLAN instance. This value is the amount of time,
in seconds, between each transmission of a BPDU on any port that is the Spanning Tree root or is attempt-
ing to become the Spanning Tree root.

bridge 1x1 vid hello time seconds

Syntax Definitions

vid An existing VLAN ID number (1-4094).
seconds Hello time value in seconds (1-10).
Defaults

By default, the bridge Hello Time value is set to 2 seconds.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Lowering the Hello Time interval improves the robustness of the Spanning Tree Algorithm. Increasing
the Hello Time interval lowers the overhead of the Spanning Tree Algorithm.

¢ This command is an explicit Spanning Tree command that only applies to the specified VLAN instance
regardless of which operating mode (flat or 1x1) is active on the switch.

e If the switch is running in the flat mode when this command is used, the specified hello time value is
not active for the specified VLAN instance until the operating mode for the switch is changed to the
1x1 mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Examples

-> bridge mode flat
-> pridge 1x1 2 hello time 5
-> bridge 1x1 10 hello time 10

-> bridge mode 1x1

-> bridge 1x1 255 hello time 5
-> bridge 1x1 455 hello time 10
Release History

Release 6.6.1; command was introduced.
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Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge hello time Implicit command for changing the Spanning Tree hello time value for
the flat mode CIST instance or for a 1x1 mode VLAN instance.

bridge cist hello time Explicit command for changing the Spanning Tree hello time value for
the CIST instance when the switch is operating in either the flat or 1x1
mode.

MIB Obijects

vStplInsTable

vStplnslix1lVlanNumber
vStplnsMode
vStplnsBridgeHelloTime
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bridge max age

Configures the Spanning Tree bridge max age time for the flat mode Common and Internal Spanning Tree
(CIST) instance or for a 1x1 mode VLAN instance. This value is the amount of time, in seconds, that
Spanning Tree information learned from the network on any port is retained. When this information has
aged beyond the max age value, the information is discarded.

bridge [instance] max age seconds

Syntax Definitions

instance The flat mode CIST instance or an existing VLAN ID number (1-4094).
seconds Max age time in seconds (6—40).
Defaults

By default, the bridge max age time value is set to 20 seconds.

parameter default

instance flat mode instance

Platforms Supported
OmniSwitch 6450

Usage Guidelines
¢ A low max age time causes the Spanning Tree Algorithm to reconfigure more often.

e Specifying an instance number with this command when the switch is running in the 1x1 Spanning
Tree mode implies a VLAN ID and configures the max age value for the associated VLAN instance.

¢ To configure the max age value for the flat mode CIST instance when the switch is running in either
the flat or 1x1 mode, do not specify an instance number. The CIST is the instance configured by
default with this command.

e If the switch is running in the flat mode and STP or RSTP is the active protocol, entering 1 to specify
the CIST instance is optional. If MSTP is the active protocol, however, entering 1 for the instance
number is not accepted.

¢ Note that for Multiple Spanning Tree Instances (MSTI), the max age value is inherited from the CIST
instance and is not a configurable parameter.

Examples

-> bridge mode flat
-> bridge max age 40

-> bridge mode 1x1
-> bridge 255 max age 40
-> bridge max age 10
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Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge cist max age Explicit command for changing the Spanning Tree max age time value
for the CIST instance when the switch is operating in either the flat or
1x1 mode.

bridge 1x1 max age Explicit command for changing the Spanning Tree max age time value
for a VLAN instance when the switch is operating in either the flat or
1x1 mode.

MIB Objects

vStplInsTable

vStplnsNumber
vStplnsMode
vStplnsBridgeMaxAge
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bridge cist max age

Configures the bridge max age time value for the flat mode Common and Internal Spanning Tree (CIST)
instance. This value is the amount of time, in seconds, that Spanning Tree Protocol information learned
from the network on any port is retained. When this information has aged beyond the max age value, the
information is discarded.

bridge cist max age seconds

Syntax Definitions

seconds Max age time in seconds (6-40).

Defaults

By default, the bridge max age time value is set to 20 seconds.

Platforms Supported
OmniSwitch 6450

Usage Guidelines
¢ A low max age time causes the Spanning Tree Algorithm to reconfigure more often.

e This command is an explicit Spanning Tree command that only applies to the CIST instance regardless
of which operating mode (flat or 1x1) or protocol is active on the switch.

e If the switch is running in 1x1 mode when this command is used, the specified max age time value is
not active for the CIST instance until the operating mode for the switch is changed to the flat mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Examples

-> bridge mode flat
-> bridge cist max age 10
-> bridge cist max age 30

-> bridge mode 1x1

-> bridge cist max age 10
-> bridge cist max age 30

Release History

Release 6.6.1; command was introduced.
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Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge max age Implicit command for changing the Spanning Tree max age time value
for the flat mode CIST instance or for a 1x1 mode VLAN instance.

bridge 1x1 max age Explicit command for changing the Spanning Tree max age time value
for a VLAN instance when the switch is operating in either the flat or
1x1 mode.

MIB Obijects

vStplInsTable

vStplnsNumber
vStplInsBridgeMaxAge
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bridge 1x1 max age

Configures the bridge max age time value for an individual VLAN instance. This value is the amount of
time, in seconds, that Spanning Tree Protocol information learned from the network on any port is
retained. When this information has aged beyond the max age value, the information is discarded.

bridge 1x1 vid max age seconds

Syntax Definitions

vid An existing VLAN ID number (1-4094).
seconds Max age time in seconds (6—40).
Defaults

By default, the bridge max age time value is set to 20 seconds.

Platforms Supported
OmniSwitch 6450

Usage Guidelines
e A low max age time causes the Spanning Tree Algorithm to reconfigure more often.

¢ This command is an explicit Spanning Tree command that only applies to the specified VLAN instance
regardless of which operating mode (flat or 1x1) is active on the switch.

e If the switch is running in the flat mode when this command is used, the specified max age time value
is not active for the specified VLAN instance until the operating mode for the switch is changed to the
1x1 mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Examples

-> bridge mode flat
-> pridge 1x1 2 max age 10
-> bridge 1x1 10 max age 40

-> bridge mode 1x1

-> bridge 1x1 255 max age 30
-> bridge 1x1 455 max age 10
Release History

Release 6.6.1; command was introduced.
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Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge max age Implicit command for changing the Spanning Tree max age time value
for the flat mode CIST instance or for a 1x1 mode VLAN instance.

bridge cist max age Explicit command for changing the Spanning Tree max age time value
for the CIST instance when the switch is operating in either the flat or
1x1 mode.

MIB Obijects

vStplInsTable

vStplnslix1lVlanNumber
vStplnsMode
vStplnsBridgeMaxAge
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bridge forward delay

Configures the bridge forward delay time for the flat mode Common and Internal Spanning Tree (CIST)
instance or for 1x1 mode VLAN instance. This value is the amount of time, in seconds, that determines
how fast a port changes its Spanning Tree state until it reaches a forwarding state. The forward delay time
specifies how long a port stays in the listening and learning states, which precede the forwarding state.

bridge [instance] forward delay seconds

Syntax Definitions

instance The flat mode CIST instance or an existing VLAN ID number (1-4094).
seconds Forward delay time, in seconds (4-30).
Defaults

By default, the bridge forward delay time value is set to 15 seconds.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e A low forward delay time can cause temporary loops in the network, because data may get forwarded
before the reconfiguration message has reached all nodes on the network.

¢ The forward delay time is also used to age out all dynamic MAC address entries in the forwarding table
(MAC address table) when a topology change occurs.

e Specifying an instance number with this command when the switch is running in the 1x1 Spanning
Tree mode implies a VLAN ID and configures the forward delay time for the associated VLAN
instance.

¢ To configure the forward delay time for the flat mode CIST instance when the switch is running in
either the flat or 1x1 mode, do not specify an instance number. The CIST is the instance configured by
default with this command.

e If the switch is running in the flat mode and STP or RSTP is the active protocol, entering 1 to specify
the CIST instance is optional. If MSTP is the active protocol, however, entering 1 for the instance
number is not accepted.

¢ Note that for Multiple Spanning Tree Instances (MSTI), the forward delay time is inherited from the
CIST instance and is not a configurable parameter.

Examples

-> bridge mode flat
-> bridge forward delay 30

-> bridge mode 1x1
-> bridge 255 forward delay 10
-> bridge forward delay 30
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Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge cist forward delay Explicit command for changing the Spanning Tree forward delay time
value for the CIST instance when the switch is operating in either the
flat or 1x1 mode.

bridge 1x1 forward delay Explicit command for changing the Spanning Tree forward delay time
value for a VLAN instance when the switch is operating in either the flat
or 1x1 mode.

bridge rrstp ring vlan-tag Displays VLAN Spanning Tree parameter values.

MIB Obijects

vStplInsTable

vStplnsNumber
vStplnsMode
vStplInsBridgeForwardDelay
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bridge cist forward delay

Configures the bridge forward delay time value for the flat mode Common and Internal Spanning Tree
(CIST) instance. This value is the amount of time, in seconds, that determines how fast a port changes its
Spanning Tree state until it reaches a forwarding state. The forward delay time specifies how long a port
stays in the listening and learning states, which precede the forwarding state.

bridge cist forward delay seconds

Syntax Definitions

seconds Forward delay time in seconds (4-30).

Defaults

By default, the bridge forward delay time value is set to 15 seconds.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e A low forward delay time can cause temporary loops in the network, because data may get forwarded
before the reconfiguration message has reached all nodes on the network.

e The forward delay time is also used to age out all dynamic MAC address entries in the forwarding table
(MAC address table) when a topology change occurs.

e This command is an explicit Spanning Tree command that only applies to the flat mode CIST instance
regardless of which operating mode (flat or 1x1) or protocol is active on the switch.

e If the switch is running in 1x1 mode when this command is used, the specified forward delay time
value is not active for the CIST instance until the operating mode for the switch is changed to the flat
mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Examples

-> bridge mode flat
-> pridge cist forward delay 10
-> bridge cist forward delay 30

-> bridge mode 1x1
-> bridge cist forward delay 25
-> bridge cist forward delay 4

Release History

Release 6.6.1; command was introduced.
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Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge forward delay Implicit command for changing the Spanning Tree forward delay time
value for the flat mode CIST instance or for a 1x1 mode VLAN
instance.

bridge 1x1 forward delay Explicit command for changing the Spanning Tree forward delay time
value for a VLAN instance when the switch is operating in either the flat
or 1x1 mode.

MIB Obijects

vStplInsTable

vStplnsNumber
vStplnsBridgeForwardDelay
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bridge 1x1 forward delay

Configures the bridge forward delay time value for an individual VLAN instance. This value is the amount
of time, in seconds, that determines how fast a port changes its Spanning Tree state until it reaches a
forwarding state. The forward delay time specifies how long a port stays in the listening and learning
states, which precede the forwarding state.

bridge 1x1 vid forward delay seconds

Syntax Definitions

vid An existing VLAN ID number (1-4094).
seconds Forward delay time in seconds (4-30).
Defaults

By default, the bridge forward delay time value is set to 15 seconds.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e A low forward delay time can cause temporary loops in the network, because data may get forwarded
before the reconfiguration message has reached all nodes on the network.

¢ The forward delay time is also used to age out all dynamic MAC address entries in the forwarding table
(MAC address table) when a topology change occurs.

e This command is an explicit Spanning Tree command that only applies to the specified VLAN instance
regardless of which operating mode (flat or 1x1) is active on the switch.

e If the switch is running in the flat mode when this command is used, the specified max age time value
is not active for the specified VLAN instance until the operating mode for the switch is changed to the
1x1 mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Examples

-> bridge mode flat
-> bridge 1x1 2 forward delay 30
-> bridge 1x1 10 forward delay 4

-> bridge mode 1x1

-> bridge 1x1 255 forward delay 25
-> bridge 1x1 455 forward delay 10

Release History

Release 6.6.1; command was introduced.
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Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge forward delay Implicit command for changing the Spanning Tree forward delay time
value for the flat mode CIST instance or for a 1x1 mode VLAN
instance.

bridge cist forward delay Explicit command for changing the Spanning Tree forward delay time

value for the CIST instance when the switch is operating in either the
flat or 1x1 mode.

MIB Obijects

vStplInsTable

vStplnslix1lVlanNumber
vStplnsMode
vStplnsBridgeForwardDelay
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bridge bpdu-switching

Enables the switching of Spanning Tree BPDU on the flat mode Common and Internal Spanning Tree
(CIST) instance or for an individual VLAN instance if the switch is running in the 1x1 mode.

bridge [instance] bpdu-switching {enable | disable}

Syntax Definitions

instance The flat mode CIST instance (bridge 1) or an existing 1x1 mode VLAN
ID instance number (bridge 1-4094).

enable Enables BPDU switching for the specified instance.

disable Disables BPDU switching for the specified instance.

Defaults

By default, BPDU switching is disabled for an instance.

parameter default

instance CIST (flat mode)

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Specifying the BPDU switching status for a VLAN does not depend on the current VLAN Spanning
Tree status. For example, setting the BPDU switching status to enabled is allowed on a VLAN that also
has Spanning Tree enabled.

¢ The bridge bpdu-switching command is an implicit Spanning Tree command. When issued in the 1x1
mode, the instance number specified implies a VLAN ID. When issued in the flat mode, the instance
number specified implies an MSTI number.

e If an instance is not specified with this command, the BPDU switching status is configured for the flat
mode CIST instance by default regardless of which mode (flat or 1x1) is active on the switch.

¢ Note that if the switch is running in the flat mode, specifying a value greater than 1 for the instance will
return an error message. BPDU switching is only configured for the flat mode instance (bridge 1),
regardless of which protocol is active (STP, RSTP, or MSTP).

Examples

-> bridge mode flat
-> bridge bpdu-switching enable
-> bridge 1 bpdu-switching disable

-> bridge mode 1x1
-> bridge 100 bpdu-switching enable
-> bridge 100 bpdu-switching disable
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Release History

Release 6.6.1; command was introduced.

Related Commands

vlan stp Enables or disables Spanning Tree instance for the specified VLAN.
show spantree Displays VLAN Spanning Tree parameter values.

MIB Obijects

vStplInsTable
vStplnsBpduSwitching

page 5-48 OmniSwitch 6450 CLI Reference Guide ~ November 2011



Distributed Spanning Tree Commands

bridge path cost mode

Configures the automatic selection of a 16-bit path cost for STP/RSTP ports and a 32-bit path cost for
MSTP ports or sets all path costs to use a 32-bit value.

bridge path cost mode {auto | 32bit}

Syntax Definitions

auto The port path cost value is automatically set depending on which proto-
col is active on the switch (32-bit for MSTP, 16-bit for STP/RSTP).

32bit Specifies that a 32-bit value is used for the port path cost value regard-
less of which protocol is active on the switch.

Defaults

By default, the path cost mode is set to auto.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ Note that all path cost values, except those for MSTIs, are reset to the default path cost value when this
mode is changed.

e When connecting a switch running in the 32-bit path cost mode to a switch running in the 16-bit mode,
the 32-bit switch will have a higher path cost value and thus an inferior path cost to the 16-bit switch.
To avoid this, use the bridge path cost mode command to change the 32-bit switch to a 16-bit switch.

¢ Note that when the protocol is changed to/from MSTP, the bridge priority and port path cost values for
the flat mode CIST instance are reset to their default values. The exception to this is if the path cost
mode is set to 32-bit prior to the protocol change, the path cost is not reset to its default value

Examples

-> bridge path cost mode 32bit
-> bridge path cost mode auto

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge slot/port path cost Defines a Spanning Tree path cost for a port.

bridge protocol Configures the protocol for the flat mode CIST instance or a 1x1 mode
VLAN instance.
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MIB Obijects

vStpBridge
vStpPathCostMode
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bridge auto-vlan-containment

Enables or disables Auto VLAN Containment (AVC). When enabled, AVC prevents a port that has no
VLANs mapped to an Multiple Spanning Tree Instance (MSTI) from becoming the root port for that
instance. Such ports are automatically assigned an infinite path cost value to make them an inferior choice
for root port.

bridge [msti msti_id] auto-vlan-containment {enable | disable}

Syntax Definitions

msti_id An existing MSTI ID number (0-4094).
enable Enables automatic VLAN containment.
disable Disables automatic VLAN containment.
Defaults

By default, automatic VLAN containment is disabled.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e The AVC feature is not active for any MSTI until it is globally enabled. To globally enable this feature,
use the bridge auto-vlan-containment command but do not specify an msti_ id.

e When AVC is globally enabled, it is active for all MSTIs. To disable AVC for a single instance, use the
disable form of this command and specify the msti_id for the instance.

e Use the enable form of this command and specify an msti_id to enable AVC for an instance that was
previously disabled.

e An administratively set port path cost takes precedence and prevents AVC configuration of the path
cost. The exception to this is if the port path cost is administratively set to zero, which resets the path
cost to the default value.

¢ Note that when AVC is disabled that a port assigned to a VLAN not mapped to a specific instance can
become the root port for that instance and cause a loss of connectivity between other VLANS.

e AVC does not have any effect on root bridges.

Examples

-> bridge auto-vlan-containment enable
-> bridge auto-vlan-containment disable
-> pridge msti 1 auto-vlan-containment disable
-> pridge msti 1 auto-vlan containment enable

Release History

Release 6.6.1; command was introduced.
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Related Commands

bridge slot/port path cost Defines a Spanning Tree path cost for a port.

show spantree msti ports Displays Spanning Tree port information for a flat mode Multiple Span-
ning Tree Instance (MSTI).

MIB Objects

vStplInsTable
vStplnsAutoVlanContainment

vStpBridge
vStpBridgeAutoVlanContainment
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bridge slot/port

Enables or disables the Spanning Tree status on a single port or an aggregate of ports for the specified flat
mode Common and Internal Spanning Tree (CIST) instance or a 1x1 mode VLAN instance.

bridge instance {slot/port | logical_port} {enable | disable}

Syntax Definitions

instance The CIST instance number or an existing VLAN 1D number (1-4094).

slot/port The slot number for the module and the physical port number on that
module (e.g., 3/1 specifies port 1 on slot 3).

logical_port The Link aggregate ID number (0-31).

enable Enables Spanning Tree on the specified port for the specified instance.

disable Disables Spanning Tree on the specified port for the specified instance.

Defaults

By default, the Spanning Tree status is enabled on eligible ports.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

Specifying an instance number with this command when the switch is running in the 1x1 Spanning
Tree mode implies a VLAN ID and configures the port Spanning Tree status for the associated VLAN
instance.

If the switch is running in the flat mode and STP or RSTP is the active protocol, enter 1 to specify the
CIST instance. If MSTP is the active protocol, however, entering 1 for the instance number is not
accepted. In this case, use the bridge cist slot/port command instead.

Note that for Multiple Spanning Tree Instances (MSTI), the port Spanning Tree status is inherited from
the CIST instance and is not a configurable parameter.

When STP is disabled on a port, the port is set to a forwarding state for the specified STP instance.

If STP is disabled on a VLAN in the 1x1 mode, the port Spanning Tree status is ignored and all active
ports associated with the VLAN are put in a forwarding state and not included in the Spanning Tree
Algorithm. Note that ports at this point are not switching BPDU, unless the BPDU switching status for
the VLAN is enabled.

Physical ports that are reserved for link aggregation do not participate in the Spanning Tree Algorithm.
Instead, the algorithm is applied to the aggregate logical link (virtual port) that represents a collection
of physical ports.
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Examples

-> bridge mode flat
-> bridge 1 4/1 disable
-> bridge 1 1/24 enable

-> bridge mode 1x1
-> bridge 255 5/10 enable
-> bridge 455 16 enable

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge cist slot/port Explicit command for configuring the Spanning Tree status on a port or
an aggregate of ports for the CIST instance when the switch is operating
in either the 1x1 or flat mode.

bridge 1x1 slot/port Explicit command for configuring the Spanning Tree status on a port or
an aggregate of ports for a VLAN instance when the switch is operating
in either the 1x1 or flat mode.

vlan stp Enables or disables the Spanning Tree instance for a VLAN.
bridge bpdu-switching Enables or disables BPDU switching for the specified VLAN.

MIB Obijects

vStplInsPortTable

vStpInsPortNumber
vStplnsPortEnable
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bridge cist slot/port

Enables or disables the Spanning Tree status on a single port or an aggregate of ports for the flat mode
Common and Internal Spanning Tree (CIST) instance.

bridge cist {slot/port | logical_port} {enable | disable}

Syntax Definitions

slot/port The slot number for the module and the physical port number on that
module (e.g., 3/1 specifies port 1 on slot 3).

logical_port The Link aggregate ID number (0-31).

enable Enables Spanning Tree on the specified port for the CIST instance.

disable Disables Spanning Tree on the specified port for the CIST instance.

Defaults

By default, the Spanning Tree status is enabled on eligible ports.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

This command is an explicit Spanning Tree command that only applies to the port Spanning Tree status
for the flat mode CIST instance regardless of which operating mode (flat or 1x1) or protocol is active
on the switch.

If the switch is running in 1x1 mode when this command is used, the Spanning Tree status configured
for the port is not active for the CIST instance until the operating mode for the switch is changed to the
flat mode.

Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

When the Spanning Tree status is disabled on a port, the port is set to a forwarding state for the speci-
fied instance.

If STP is disabled on a VLAN in the 1x1 mode, the port Spanning Tree status is ignored and all active
ports associated with the VLAN are put in a forwarding state and not included in the Spanning Tree
Algorithm. Note that ports at this point are not switching BPDU, unless the BPDU switching status for
the VLAN is enabled.

Physical ports that are reserved for link aggregation do not participate in the Spanning Tree Algorithm.
Instead, the algorithm is applied to the aggregate logical link (virtual port) that represents a collection
of physical ports.
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Examples

-> bridge mode flat
-> bridge cist 4/1 enable
-> bridge cist 16 enable

-> bridge mode 1x1
-> bridge cist 5/10 enable
-> bridge cist 22 enable

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge slot/port Implicit command for configuring the Spanning Tree status on a port for
the flat mode CIST instance or for a 1x1 mode VLAN instance.

bridge 1x1 slot/port Explicit command for configuring the Spanning Tree status on a port or
an aggregate of ports for a VLAN instance when the switch is operating
in either the 1x1 or flat mode.

vlan stp Enables or disables the Spanning Tree instance for a VLAN.
bridge bpdu-switching Enables or disables BPDU switching for the specified VLAN.

MIB Obijects

vStplInsPortTable

vStpInsPortNumber
vStplnsPortEnable
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bridge 1x1 slot/port

Enables or disables the Spanning Tree status on a single port or an aggregate of ports for the specified
VLAN instance.

bri

dge 1x1 vid {slot/port | logical_port} {enable | disable}

Syntax Definitions

vid An existing VLAN ID number (1-4094).

slot/port The slot number for the module and the physical port number on that
module (e.g., 3/1 specifies port 1 on slot 3).

logical_port The Link aggregate ID number (0-31).

enable Enables Spanning Tree on the specified port for the specified instance.

disable Disables Spanning Tree on the specified port for the specified instance.

Defaults

By default, the Spanning Tree status is enabled on eligible ports.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

This command is an explicit Spanning Tree command that only applies to the specified VLAN instance
regardless of which operating mode (flat or 1x1) is active on the switch.

If the switch is running in the flat mode when this command is used, the Spanning Tree status config-
ured for the port is not active for the specified VLAN instance until the operating mode for the switch
is changed to the 1x1 mode.

Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

When the Spanning Tree status is disabled on a port, the port is set to a forwarding state for the speci-
fied instance.

If STP is disabled on a VLAN in the 1x1 mode, the port Spanning Tree status is ignored and all active
ports associated with the VLAN are put in a forwarding state and not included in the Spanning Tree
Algorithm. Note that ports at this point are not switching BPDU, unless the BPDU switching status for
the VLAN is enabled.

Physical ports that are reserved for link aggregation do not participate in the Spanning Tree Algorithm.
Instead, the algorithm is applied to the aggregate logical link (virtual port) that represents a collection
of physical ports.
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Examples

-> bridge mode flat
-> bridge 1x1 2 4/1 enable
-> pridge 1x1 3 16 disable

-> bridge mode 1x1
-> bridge 1x1 2 5/10 enable
-> bridge 1x1 3 22 disable

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge slot/port Implicit command for configuring the Spanning Tree status on a port for
the flat mode CIST instance or for a 1x1 mode VLAN instance.

bridge cist slot/port Explicit command for configuring the Spanning Tree status on a port or
an aggregate of ports for the CIST instance when the switch is operating
in either the 1x1 or flat mode.

vlan stp Enables or disables Spanning Tree instance for the specified VLAN.
bridge bpdu-switching Enables or disables BPDU switching for the specified VLAN.

MIB Obijects

vStplInsPortTable

vStpInsPortNumber
vStplnsPortEnable
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bridge slot/port priority

Configures the Spanning Tree priority for a single port or an aggregate of ports for the flat mode Common
and Internal Spanning Tree (CIST) instance or a 1x1 mode VLAN instance. The Spanning Tree Algo-
rithm uses the port priority value to determine the most favorable port when a bridge has multiple ports
with the same path cost to the root bridge.

bridge instance {slot/port | logical_port} priority priority

Syntax Definitions

instance The flat mode CIST instance or an existing VLAN ID number (1-4094).

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

priority Port priority value (0-15). The lower the number, the higher the
priority.

Defaults

By default, the bridge port priority value is set to 7.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e The port priority specifies the value of the priority field contained in the first byte of the Port ID. The
second byte contains the physical switch port number.

e Specifying an instance number with this command when the switch is running in the 1x1 Spanning
Tree mode implies a VLAN ID and configures the port priority value for the associated VLAN
instance.

¢ If the switch is running in the flat mode and STP or RSTP is the active protocol, enter 1 to specify the
CIST instance. If MSTP is the active protocol, however, entering 1 for the instance number is not
accepted. In this case, use the bridge cist slot/port priority command instead.

Examples

-> bridge mode flat
-> bridge 1 4/1 priority O

-> bridge mode 1x1

-> bridge 255 1/24 priority 5
-> bridge 455 3/12 priority 15

Release History

Release 6.6.1; command was introduced.
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Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge cist slot/port priority ~ Explicit command for configuring the Spanning Tree priority for a port
or an aggregate of ports for the CIST instance when the switch is operat-
ing in either the 1x1 or flat mode.

bridge msti slot/port priority  Explicit command for configuring the Spanning Tree priority for a port
or an aggregate of ports for an MSTI when the switch is operating in
either the 1x1 or flat mode.

bridge 1x1 slot/port priority  Explicit command for configuring the Spanning Tree priority for a port
or an aggregate of ports for a VLAN instance when the switch is operat-
ing in either the 1x1 or flat mode.

MIB Obijects

vStplInsPortTable

vStplnsPortNumber
vStplnsPortPriority
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bridge cist slot/port priority

Configures the Spanning Tree priority value for a port or an aggregate of ports for the flat mode Common
and Internal Spanning Tree (CIST) instance. The Spanning Tree algorithm uses the port priority value to
determine the most favorable port when a bridge has multiple ports with the same path cost to the root
bridge.

bridge cist {slot/port | logical_port} priority priority

Syntax Definitions

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

priority Port priority value (0-15). The lower the number, the higher the
priority.

Defaults

By default, the bridge port priority value is setto 7.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e The port priority specifies the value of the priority field contained in the first byte of the Port ID. The
second byte contains the physical switch port number.

e This command is an explicit Spanning Tree command that only applies to the port priority value for the
flat mode CIST instance regardless of which operating mode (flat or 1x1) or protocol is active on the
switch.

e If the switch is running in 1x1 mode when this command is used, the specified port priority value is not
active for the CIST instance until the operating mode for the switch is changed to the flat mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Examples

-> bridge mode flat
-> bridge cist 4/1 priority 2
-> bridge cist 10 priority 15

-> bridge mode 1x1
-> bridge cist 5/10 priority 1
-> bridge cist 16 priority 15
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Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge slot/port priority Implicit command for configuring the Spanning Tree priority value for a
port or an aggregate of ports that applies to the specified CIST or VLAN
instance.

bridge msti slot/port priority  Explicit command for configuring the Spanning Tree priority value for a
port or an aggregate of ports for an MSTI when the switch is operating
in either the 1x1 or flat mode.

bridge 1x1 slot/port priority  Explicit command for configuring the Spanning Tree priority value for a
port or an aggregate of ports for a VLAN instance when the switch is
operating in either the 1x1 or flat mode.

MIB Obijects

vStplInsPortTable

vStplnsPortNumber
vStplnsPortPriority
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bridge msti slot/port priority

Configures the Spanning Tree priority value for a port or an aggregate of ports for the specified flat mode
Multiple Spanning Tree Instance (MSTI). The Spanning Tree algorithm uses the port priority value to
determine the most favorable port when a bridge has multiple ports with the same path cost to the root
bridge.

bridge msti msti_id {slot/port | logical_port} priority priority

Syntax Definitions

msti_id An existing MSTI ID number (0-4094).

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

priority Port priority value (0-15). The lower the number, the higher the
priority.

Defaults

By default, the bridge port priority value is set to 7.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e The port priority specifies the value of the priority field contained in the first byte of the Port ID. The
second byte contains the physical switch port number.

e This command is an explicit Spanning Tree command that only applies to the specified MSTI regard-
less of which operating mode (flat or 1x1) is active on the switch. If MSTP is not the selected flat mode
protocol, however, the port priority value for any MSTI is not configurable in either mode.

¢ Note that if zero is entered for the msti_id value, the specified priority value is applied to the CIST
instance. The flat mode CIST instance O is also known as MSTI 0.

e The port priority value configured with this command is only applied to the specified MSTI. As a
result, a single port can have different priority values for each instance. For example, in flat mode, port
1/24 can have a priority value of 7 for MSTI 2 and a priority value of 5 for MSTI 3.

e If the switch is running in 1x1 mode when this command is used, the specified priority value is not
active for the specified MSTI until the operating mode for the switch is changed to the flat mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.
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Examples

-> bridge mode flat

-> bridge msti 0 1/24 priority 12
-> bridge msti 2 1/24 priority 5

-> bridge mode 1x1

-> bridge msti 0 1/24 priority 12
-> bridge msti 2 1/24 priority 5

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode
bridge slot/port priority

bridge cist slot/port priority

bridge 1x1 slot/port priority

MIB Obijects

vStplInsPortTable

vStplnsPortNumber
vStpInsPortPriority

Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

Implicit command for configuring the Spanning Tree priority value for a
port or an aggregate of ports that applies to the specified CIST or VLAN
instance.

Explicit command for configuring the Spanning Tree priority value for a
port or an aggregate of ports for the CIST instance when the switch is
operating in either the 1x1 or Tree mode.

Explicit command for configuring the Spanning Tree priority value for a
port or an aggregate of ports for a VLAN instance when the switch is
operating in either the 1x1 or flat mode.
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bridge 1x1 slot/port priority

Configures the Spanning Tree priority value for a port or an aggregate of ports for the specified 1x1 mode
VLAN instance. The Spanning Tree algorithm uses the port priority value to determine the most favorable
port when a bridge has multiple ports with the same path cost to the root bridge.

bridge 1x1 vid {slot/port | logical_port} priority priority

Syntax Definitions

vid An existing VLAN ID number (1-4094).

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

priority Port priority value (0-15). The lower the number, the higher the
priority.

Defaults

By default, the bridge port priority value is set to 7.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e The port priority specifies the value of the priority field contained in the first byte of the Port ID. The
second byte contains the physical switch port number.

e This command is an explicit Spanning Tree command that only applies to the specified VLAN instance
regardless of which operating mode (flat or 1x1) or protocol is active on the switch.

¢ If the switch is running in the flat mode when this command is used, the specified priority value for the
port is not active for the specified VLAN instance until the operating mode for the switch is changed to
the 1x1 mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Examples

-> bridge mode flat
-> bridge 1x1 100 4/1 priority 2
-> bridge 1x1 200 1/24 priority 4

-> bridge mode 1x1
-> bridge 1x1 255 5/10 priority 1
-> bridge 1x1 455 1/16 priority 15
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Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge slot/port priority Implicit command for configuring the Spanning Tree priority value for a
port or an aggregate of ports that applies to the specified CIST or VLAN
instance.

bridge slot/port path cost Explicit command for configuring the Spanning Tree priority value for a

port or an aggregate of ports for the CIST instance when the switch is
operating in either the 1x1 or flat mode.

bridge msti slot/port priority  Explicit command for configuring the Spanning Tree priority value for a
port or an aggregate of ports for an MSTI when the switch is operating
in either the 1x1 or flat mode.

MIB Obijects

vStplInsPortTable

vStplnsPortNumber
vStplnsPortPriority
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bridge slot/port path cost

Configures the Spanning Tree path cost value for a single port or an aggregate of ports that applies to the
specified flat mode Common and Internal Spanning Tree (CIST) instance or a 1x1 mode VLAN instance.
This value is the contribution of this port to the path cost towards the Spanning Tree root bridge that
includes this port. Path cost is a measure of the distance of the listed port from the root bridge in the
number of hops.

bridge instance {slot/port | logical_port} path cost path_cost

Syntax Definitions

instance The flat mode CIST instance or an existing VLAN ID number (1-4094).

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

path_cost Path cost value (0 - 65535 for 16-bit, 0—200000000 for 32-bit).

Defaults

By default, the path cost is set to zero.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Specifying an instance number with this command when the switch is running in the 1x1 Spanning
Tree mode implies a VLAN ID and configures the port path cost for the associated VLAN instance.

e If the switch is running in the flat mode and STP (802.1D) or RSTP (802.1W) is the active protocol,
enter 1 to specify the CIST instance. If MSTP is the active protocol, however, entering 1 for the
instance number is not accepted. In this case, use the bridge cist slot/port path cost command instead.

¢ Note that when the Spanning Tree protocol is changed to/from MSTP, the bridge priority and port path
cost values for the flat mode CIST instance are reset to their default values.

e Use the bridge path cost mode command to automatically select the path cost value based on the
active Spanning Tree protocol (16-bit for STP and RSTP, 32-bit for MSTP) or to use a 32-bit path cost
value regardless of which protocol is active.

e If a 32-bit path cost value is in use and the path_cost is set to zero, the following recommended default
path cost values based on link speed are used.
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Link Speed Rec;ifnigggdl\D/alue
10 MB 2,000,000
100 MB 200,000
1GB 20,000
10 Gbps 2,000

¢ Isa 16-bit path cost value is in use and the path_cost is set to zero, the following IEEE 802.1D recom-
mended default path cost values based on link speed are used:

Link Speed Rec;ifnisggal\[;alue
4 Mbps 250
10 Mbps 100
16 Mbps 62
100 Mbps 19
1 Gbps 4
10 Gbps

e If a 32-bit path cost value is in use and the path_cost for a link aggregate is set to zero, the following
default values based on link speed and link aggregate size are used:

. Aggregate Size Default Path
Link Speed (number of links) Cost Value

10 MB 2 1,200,000
800,000
600,000
120,000
80,000
60,000
12,000
8,000
6,000
1,200
800
600

100 MB

1GB

10GB

| B~ N[O B N[O DI N| O >
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e If a 16-bit path cost value is in use and the path_cost for a link aggregate is set to zero, the following
default values based on link speed and link aggregate size are used. Note that for Gigabit ports the
aggregate size is not applicable in this case:

Aggregate Size Default Path

Link Speed umber of links) ~ Cost Value

10 Mbps 2 60

4 40

8 30

100 Mbps 2 12

4 9

) 7

1 Gbps N/A 3

10 Gbps N/A 1

Examples

-> bridge mode flat
-> bridge 1 4/1 path cost 19
-> bridge 1 5/1 path cost 0

-> bridge mode 1x1

-> bridge 455 1/24 path cost 2000
-> bridge 955 3/12 path cost 500

Release History

Release 6.6.1; command was introduced.
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Related Commands

bridge mode
bridge path cost mode
bridge cist slot/port path cost

bridge msti slot/port path cost

bridge 1x1 slot/port path cost

MIB Obijects

vStplInsPortTable

vStpInsPortNumber
vStplInsPortPathCost

Selects the Spanning Tree operating mode (flat or 1x1) for the switch.
Selects a 32-bit or automatic path cost mode for the switch.

Explicit command for configuring the Spanning Tree path cost for a port
or an aggregate of ports for the CIST instance when the switch is operat-
ing in either the 1x1 or flat mode.

Explicit command for configuring the Spanning Tree path cost for a port
or an aggregate of ports for an MSTI when the switch is operating in
either the 1x1 or flat mode.

Explicit command for configuring the Spanning Tree path cost for a port
or an aggregate of ports for a VLAN instance when the switch is operat-
ing in either the 1x1 or flat mode.
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bridge cist slot/port path cost

Configures the Spanning Tree path cost value for a port or an aggregate of ports for the flat mode
Common and Internal Spanning Tree (CIST) instance. This value is the contribution of this port to the path
cost towards the Spanning Tree root bridge that includes this port. Path cost is a measure of the distance of
the listed port from the root bridge in the number of hops.

bridge cist {slot/port | logical_port} path cost path_cost

Syntax Definitions

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

path_cost Path cost value (0 - 65535 for 16-bit, 0—-200000000 for 32-bit).

Defaults

By default, the path cost is set to zero.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ This command is an explicit Spanning Tree command that only applies to the port path cost value for
the CIST instance regardless of which operating mode (flat or 1x1) or protocol is active on the switch.

e If the switch is running in 1x1 mode when this command is used, the specified path cost value is not
active for the CIST instance until the operating mode for the switch is changed to the flat mode.

¢ Note that when the Spanning Tree protocol is changed to/from MSTP, the bridge priority and port path
cost values for the flat mode CIST instance are reset to their default values.

e Use the bridge path cost mode command to automatically select the path cost value based on the
active Spanning Tree protocol (16-bit for STP and RSTP, 32-bit for MSTP) or to use a 32-bit path cost
value regardless of which protocol is active.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

e If a 32-bit path cost value is in use and the path_cost is set to zero, the following recommended default
path cost values based on link speed are used:
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Link Speed Rec;ifnigggdl\D/alue
10 MB 2,000,000
100 MB 200,000
1GB 20,000
10 Gbps 2,000

¢ Isa 16-bit path cost value is in use and the path_cost is set to zero, the following IEEE 802.1D recom-
mended default path cost values based on link speed are used:

Link Speed Rec;ifnisggal\[;alue
4 Mbps 250
10 Mbps 100
16 Mbps 62
100 Mbps 19
1 Gbps 4
10 Gbps

e If a 32-bit path cost value is in use and the path_cost for a link aggregate is set to zero, the following
default values based on link speed and link aggregate size are used:

. Aggregate Size Default Path
Link Speed (number of links) Cost Value

10 MB 2 1,200,000
800,000
600,000
120,000
80,000
60,000
12,000
8,000
6,000
1,200
800
600

100 MB

1GB

10GB

| B~ N[O B N[O DI N| O >
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e If a 16-bit path cost value is in use and the path_cost for a link aggregate is set to zero, the following
default values based on link speed and link aggregate size are used. Note that for Gigabit ports the
aggregate size is not applicable in this case:

Aggregate Size Default Path

Link Speed (number of links) Cost Value
10 Mbps 2 60
4 40
8 30
100 Mbps 2 12
4 9
8 7
1 Ghps N/A 3
10 Gbps N/A 1
Examples
-> bridge mode flat
-> bridge cist 4/1 path cost 19
-> bridge cist 16 path cost 12000
-> bridge mode 1x1
-> bridge cist 5/10 path cost 19
-> bridge cist 11 path cost 12000

Release History

Release 6.6.1; command was introduced.
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Related Commands

bridge mode
bridge path cost mode
bridge slot/port path cost

bridge msti slot/port path cost

bridge 1x1 slot/port path cost

MIB Obijects

vStplInsPortTable

vStpInsPortNumber
vStplInsPortPathCost

Selects the Spanning Tree operating mode (flat or 1x1) for the switch.
Selects a 32-bit or automatic path cost mode for the switch.

Implicit command for configuring the Spanning Tree path cost value for
a port or an aggregate of ports that applies to the specified CIST or
VLAN instance.

Explicit command for configuring the Spanning Tree path cost value for
a port or an aggregate of ports for an MSTI when the switch is operating
in either the 1x1 or flat mode.

Explicit command for configuring the Spanning Tree path cost value for
a port or an aggregate of ports for a VLAN instance when the switch is
operating in either the 1x1 or flat mode.

page 5-74

OmniSwitch 6450 CLI Reference Guide  November 2011



Distributed Spanning Tree Commands

bridge msti slot/port path cost

Configures the Spanning Tree path cost value for a port or an aggregate of ports for the specified flat mode
Multiple Spanning Tree Instance (MSTI). This value is the contribution of this port to the path cost
towards the Spanning Tree root bridge that includes this port. Path cost is a measure of the distance of the
listed port from the root bridge in the number of hops.

bridge mist msti_id {slot/port | logical_port} path cost path_cost

Syntax Definitions

msti_id An existing MSTI ID number (0-4094).

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

path_cost Path cost value (0 - 65535 for 16-bit, 0—200000000 for 32-bit).

Defaults

By default, the path cost is set to zero.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e This command is an explicit Spanning Tree command that only applies to the specified MSTI regard-
less of which operating mode (flat or 1x1) is active on the switch. If MSTP is not the selected flat mode
protocol, however, the path cost value for any MSTI is not configurable.

¢ Note that if zero is entered for the msti_id value, the specified path cost value is applied to the CIST
instance. The flat mode CIST instance 0 is also known as MSTI 0.

¢ Note that when the Spanning Tree protocol is changed to/from MSTP, the bridge priority and port path
cost values for the flat mode CIST instance are reset to their default values.

e The path cost value configured with this command is only applied to the specified instance. As a result,
a single port can have a different path cost for each instance. For example, in flat mode, port 1/24 can
have a path cost of 20000 for MSTI 2 and a path cost of 200000 for MSTI 3.

e If the switch is running in 1x1 mode when this command is used, the specified path cost value is not
active for the specified MSTI until the operating mode for the switch is changed to the flat mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

e When MSTP is the active protocol on the switch, only a 32-bit path cost value is used. Using a 16-bit
path cost value is not an option.

e If zero is entered for the path_cost value, then the following recommended default path cost values
based on link speed are used:
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Link Speed Recéifnigggdl\D/alue
10 MB 2,000,000
100 MB 200,000
1GB 20,000
10 Gbps 2,000

¢ If the path_cost value for a link aggregate is set to zero, the following default values based on link
speed and link aggregate size are used:

Aggregate Size Default Path

LinkSpeed o imber of links) ~ Cost Value
10 MB 2 1,200,000
4 800,000
8 600,000
100 MB 2 120,000
4 80,000
8 60,000
1GB 2 12,000
4 8,000
8 6,000
10 GB 2 1,200
4 800
3 600
Examples

-> bridge mode flat
-> bridge msti 0 4/1 path cost 200000
-> bridge msti 2 4/1 path cost 20000

-> bridge mode 1x1

-> bridge msti 0 1/24 path cost 200000
-> bridge msti 2 1/24 path cost 20000

Release History

Release 6.6.1; command was introduced.
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Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge slot/port path cost Implicit command for configuring the Spanning Tree path cost value for
a port or an aggregate of ports that applies to the specified CIST or
VLAN instance.

bridge cist slot/port path cost  Explicit command for configuring the Spanning Tree path cost value for
a port or an aggregate of ports for the CIST instance when the switch is
operating in either the 1x1 or flat mode.

bridge 1x1 slot/port path cost  Explicit command for configuring the Spanning Tree path cost value for
a port or an aggregate of ports for a VLAN instance when the switch is
operating in either the 1x1 or flat mode.

MIB Obijects

vStplInsPortTable

vStplnsPortNumber
vStplnsPortPathCost
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bridge 1x1 slot/port path cost

Configures the Spanning Tree path cost value for a port or an aggregate of ports for the specified 1x1
mode VLAN instance. This value is the contribution of this port to the path cost towards the Spanning
Tree root bridge that includes this port. Path cost is a measure of the distance of the listed port from the
root bridge in the number of hops.

bridge 1x1 vid {slot/port | logical_port} path cost path_cost

Syntax Definitions

vid An existing VLAN ID number (1-4094).

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

path_cost Path cost value (0 - 65535 for 16-bit, 0—200000000 for 32-bit).

Defaults

By default, the path cost is set to zero.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e This command is an explicit Spanning Tree command that only applies to the specified VLAN instance
regardless of which operating mode (flat or 1x1) is active on the switch.

e If the switch is running in the flat mode when this command is used, the specified path cost for the port
is not active for the specified VLAN instance until the operating mode for the switch is changed to the
1x1 mode.

¢ Note that when the Spanning Tree protocol is changed to/from MSTP, the bridge priority and port path
cost values for the flat mode CIST instance are reset to their default values.

e Use the bridge path cost mode command to automatically select the path cost value based on the
active Spanning Tree protocol (16-bit for STP and RSTP, 32-bit for MSTP) or to use a 32-bit path cost
value regardless of which protocol is active.

e Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

e If a 32-bit path cost value is in use and the path_cost is set to zero, the following IEEE 892.1S recom-
mended default path cost values based on link speed are used:
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Link Speed Rec;ifnigggdl\D/alue
10 MB 2,000,000
100 MB 200,000
1GB 20,000
10 Gbps 2,000

¢ Isa 16-bit path cost value is in use and the path_cost is set to zero, the following IEEE 802.1D recom-
mended default path cost values based on link speed are used:

Link Speed Rec;ifnisggal\[;alue
4 Mbps 250
10 Mbps 100
16 Mbps 62
100 Mbps 19
1 Gbps 4
10 Gbps

e If a 32-bit path cost value is in use and the path_cost for a link aggregate is set to zero, the following
default values based on link speed and link aggregate size are used:

. Aggregate Size Default Path
Link Speed (number of links) Cost Value

10 MB 2 1,200,000
800,000
600,000
120,000
80,000
60,000
12,000
8,000
6,000
1,200
800
600

100 MB

1GB

10GB

| B~ N[O B N[O DI N| O >
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e If a 16-bit path cost value is in use and the path_cost for a link aggregate is set to zero, the following
default values based on link speed and link aggregate size are used. Note that for Gigabit ports the
aggregate size is not applicable in this case:

Aggregate Size Default Path

Link Speed \umber of links) ~ Cost Value

10 Mbps 2 60

4 40

8 30

100 Mbps 2 12

4 9

) 7

1 Gbps N/A 3

10 Gbps N/A 1

Examples

-> bridge mode flat

-> bridge 1x1 200 4/1 path cost 4
-> bridge 1x1 300 16 path cost 200000

-> bridge mode 1x1

-> bridge 1x1 400 5/10 path cost 19
-> bridge 1x1 500 1/24 path cost 20000

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode
bridge slot/port path cost

bridge cist slot/port path cost

bridge msti slot/port path cost

MIB Obijects

vStplInsPortTable
vStplnsPortNumber

vStplnsPortPathCost

Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

Implicit command for configuring the Spanning Tree path cost value for
a port or an aggregate of ports that applies to the specified CIST or
VLAN instance.

Explicit command for configuring the Spanning Tree path cost value for
a port or an aggregate of ports for the CIST instance when the switch is
operating in either the 1x1 or flat mode.

Explicit command for configuring the Spanning Tree path cost value for
a port or an aggregate of ports for an MSTI when the switch is operating
in either the 1x1 or flat Spanning Tree mode.
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bridge slot/port mode

Configures Manual mode (forwarding or blocking) or Dynamic mode to manage the state of a port or an
aggregate of ports for the flat mode Common and Internal Spanning Tree (CIST) instance or a 1x1 mode
VLAN instance. Dynamic mode defers the configuration of the port state to the Spanning Tree Protocol.

bridge instance {slot/port | logical_port} mode {forwarding | blocking | dynamic}

Syntax Definitions

instance The CIST instance or an existing VLAN ID number (1-4094).

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

forwarding Set port state to forwarding.

blocking Set port state to blocking.

dynamic Port state is determined by Spanning Tree Protocol.

Defaults

By default, the port Spanning Tree mode is set to dynamic.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Specifying an instance number with this command when the switch is running the 1x1 Spanning Tree
operating mode implies a VLAN ID and configures the port Spanning Tree mode (forwarding, block-
ing, or dynamic) for the associated VLAN instance.

e If the switch is running in the flat mode and STP (802.1D) or RSTP (802.1W) is the active protocol,
enter 1 to specify the CIST instance. If MSTP is the active protocol, however, entering 1 for the
instance number is not accepted. In this case, use the bridge cist slot/port mode command instead.

¢ Note that for Multiple Spanning Tree Instances (MSTI), the port Spanning Tree mode is inherited from
the CIST instance and is not a configurable parameter.

e When port state is manually set to forwarding or blocking, the port remains in that state until it is
changed using this command.

e Ports manually configured to operate in a forwarding or blocking state do not participate in the Span-
ning Tree Algorithm.

page 5-81 OmniSwitch 6450 CLI Reference Guide ~ November 2011



Distributed Spanning Tree Commands

Examples
-> bridge mode flat
-> bridge 1 4/1 mode forwarding

-> bridge mode 1x1
-> bridge 200 4/1 mode dynamic
-> bridge 300 1/24 mode forwarding

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge cist slot/port mode Explicit command for configuring the Spanning Tree mode on a port or
an aggregate of ports for the CIST instance when the switch is operating
in either the 1x1 or flat mode.

bridge 1x1 slot/port mode Explicit command for configuring the Spanning Tree mode on a port or
an aggregate of ports for a VLAN instance when the switch is operating
in either the 1x1 or flat mode.

MIB Objects

vStplInsPortTable

vStplnsPortNumber
vStplnsPortManualMode
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bridge cist slot/port mode

Configures Manual mode (forwarding or blocking) or Dynamic mode to manage the state of a port or an
aggregate of ports for the flat mode Common and Internal Spanning Tree (CIST) instance. Dynamic mode
defers the management of the port state to the Spanning Tree algorithm.

bridge cist {slot/port | logical_port} mode {dynamic | blocking | forwarding}

Syntax Definitions

slot/port

logical_port

dynamic

blocking

forwarding

Defaults

Enter the slot number for the module and the physical port number on

that module (e.g., 3/1 specifies port 1 on slot 3).
Link aggregate ID number (0-31).

Port state is determined by Spanning Tree algorithm.
Sets port state to blocking.

Sets port state to forwarding.

By default, the port Spanning Tree mode is set to dynamic.

Platforms Supported

OmniSwitch 6450

Usage Guidelines

This command is an explicit Spanning Tree command that only applies to the port Spanning Tree mode
for the CIST instance regardless of which operating mode (flat or 1x1) is active on the switch.

If the switch is running in 1x1 mode when this command is used, the specified port mode is not active
for the CIST instance until the operating mode for the switch is changed to the flat mode.

Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Ports manually configured to operate in a forwarding or blocking state do not participate in the Span-
ning Tree algorithm.

When port state is manually set to forwarding or blocking, the port remains in that state until it is
changed using this command.

Examples

bridge
bridge
bridge

bridge
bridge
bridge

mode
cist
cist

mode
cist
cist

flat
4/1 mode forwarding
10 mode blocking

1x1
2/2 mode blocking
11 mode forwarding
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Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge slot/port mode Implicit command for configuring the Spanning Tree mode for a port or
an aggregate of ports for the CIST instance or a VLAN instance.

bridge 1x1 slot/port mode Explicit command for configuring the Spanning Tree mode for a port or
an aggregate of ports for the specified VLAN instance when the switch
is operating in either the 1x1 or flat Spanning Tree mode.

MIB Objects

vStplInsPortTable

vStplnsPortNumber
vStplnsPortManualMode
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bridge 1x1 slot/port mode

Co

nfigures Manual mode (forwarding or blocking) or Dynamic mode to manage the state of a port or an

aggregate of ports for the specified 1x1 mode VLAN instance. Dynamic mode defers the management of
the port state to the Spanning Tree algorithm.

bri

dge 1x1 vid {slot/port | logical_port} mode {dynamic | blocking | forwarding}

Syntax Definitions

vid An existing VLAN ID number (1-4094).

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

dynamic Port state is determined by Spanning Tree algorithm.

blocking Sets port state to blocking.

forwarding Sets port state to forwarding.

Defaults

By default, the port Spanning Tree mode is set to dynamic.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

This command is an explicit Spanning Tree command that only applies to the specified VLAN instance
regardless of which operating mode (flat or 1x1) is active on the switch.

If the switch is running in the flat mode when this command is used, the specified mode for the port is
not active for the specified VLAN instance until the operating mode for the switch is changed to the
1x1 mode.

Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Ports manually configured to operate in a forwarding or blocking state do not participate in the Span-
ning Tree algorithm.

When port state is manually set to forwarding or blocking, the port remains in that state until it is
changed using this command.
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Examples

-> bridge mode flat
-> bridge 1x1 255 4/1 mode forwarding
-> pridge 1x1 355 1/24 mode dynamic

-> bridge mode 1x1
-> bridge 1x1 255 2/2 mode blocking
-> bridge 1x1 355 3/12 mode forwarding

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge slot/port mode Implicit command for configuring the Spanning Tree mode for a port or
an aggregate of ports for the CIST instance or for a VLAN instance.

bridge cist slot/port mode Explicit command for configuring the Spanning Tree mode for a port or
an aggregate of ports for the CIST instance when the switch is operating
in either the 1x1 or flat Spanning Tree mode.

MIB Obijects

vStplInsPortTable

vStplnsPortNumber
vStplnsPortManualMode
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bridge slot/port connection

Configures the connection type for a port or an aggregate of ports for the flat mode Common and Internal
Spanning Tree (CIST) instance or a 1x1 mode VLAN instance.

bridge instance {slot/port | logical_port} connection {noptp | ptp | autoptp | edgeport}

Syntax Definitions

instance The flat mode CIST instance or an existing VLAN ID number (1-4094).

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

noptp Defines port connection type as no point to point link.

ptp Defines port connection type as point to point link.

autoptp Specifies that switch software will automatically define connection type

as point to point or no point to point.

edgeport This parameter is currently not supported. Use the bridge cist slot/port
admin-edge or bridge cist slot/port auto-edge command to configure
edge port status.

Defaults

By default the link connection type is set to auto point to point.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Specifying an instance number with this command when the switch is running the 1x1 Spanning Tree
operating mode implies a VLAN ID and configures the port connection type for the associated VLAN
instance.

e If the switch is running in the flat mode and STP or RSTP is the active protocol, enter 1 to specify the
CIST instance. If MSTP is the active protocol, however, entering 1 for the instance number is not
accepted. In this case, use the bridge cist slot/port connection command instead.

¢ Note that for Multiple Spanning Tree Instances (MSTI), the port connection type is inherited from the
CIST instance and is not a configurable parameter.

e A port is considered connected to a point to point LAN segment if the port belongs to a link aggregate
of ports or if autonegotiation determines if the port should run in full duplex mode or if full duplex
mode was administratively set. Otherwise, the port is considered connected to a no point to point LAN
segment.
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e Rapid transition of a designated port to forwarding can only occur if the port’s connection type is
defined as a point to point or an edge port. Rapid transition of an alternate port role to a root port role is
not affected by the port connection type definition.

Examples

-> bridge mode flat

-> bridge 1 1/24 connection noptp

-> bridge mode 1x1

-> bridge 200 8/2 connection ptp
-> bridge 300 10 connection autoptp

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode
bridge cist slot/port connection

bridge 1x1 slot/port connection

bridge cist slot/port admin-edge

bridge cist slot/port auto-edge

MIB Obijects

vStplInsPortTable
vStpInsPortNumber

Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

Explicit command for configuring the Spanning Tree connection type
for a port or an aggregate of ports for the CIST instance when the
switch is operating in either the 1x1 or flat Spanning Tree mode.

Explicit command for configuring the Spanning Tree connection type
for a port or an aggregate of ports for the specified VLAN instance
when the switch is operating in either the 1x1 or flat Spanning Tree
mode.

Configures the administrative edge port status for a port or aggregate
of ports for the CIST instance.

Configures whether or not Spanning Tree automatically determines the
operational edge status of a port or an aggregate of ports for the flat
mode CIST instance.

vStplnsPortAdminConnectionType
vStplnsPortOperConnectionType
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bridge cist slot/port connection

Configures the connection type for a port or an aggregate of ports for the flat mode Common and Internal
Spanning Tree (CIST).

bridge cist {slot/port | logical_port} connection {noptp | ptp | autoptp | edgeport}

Syntax Definitions

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

noptp Defines port connection type as no point to point link.

ptp Defines port connection type as point to point link.

autoptp Specifies that switch software will automatically define connection type

as point to point or no point to point.

edgeport This parameter is currently not supported. Use the bridge cist slot/port
admin-edge or bridge cist slot/port auto-edge command to configure
edge port status.

Defaults

By default, the link connection type is set to auto point to point.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e This command is an explicit Spanning Tree command that only applies to the port connection type for
the CIST instance regardless of which operating mode (flat or 1x1) is active on the switch.

e If the switch is running in 1x1 mode when this command is used, the specified port connection type is
not active for the CIST instance until the operating mode for the switch is changed to the flat mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

e A port is considered connected to a point to point LAN segment if the port belongs to a link aggregate
of ports or if autonegotiation determines the port should run in full duplex mode or if full duplex mode
was administratively set. Otherwise, the port is considered connected to a no point to point LAN
segment.

¢ Rapid transition of a designated port to forwarding can only occur if the port’s connection type is
defined as a point to point or an edge port. Rapid transition of an alternate port role to a root port role is
not affected by the port connection type definition.
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Examples

-> bridge mode flat
-> bridge cist 7/24 connection noptp

-> bridge mode 1x1
-> bridge cist 2/2 connection noptp

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge slot/port connection Implicit command for configuring the Spanning Tree connection type
for a port or an aggregate of ports for the CIST instance or for a VLAN
instance.

bridge cist slot/port admin-edge Configures the administrative edge port status for a port or aggregate
of ports for the CIST instance.

bridge cist slot/port auto-edge  Configures whether or not Spanning Tree automatically determines the
operational edge status of a port or an aggregate of ports for the flat
mode CIST instance.

MIB Objects

vStplInsPortTable

vStplnsPortNumber
vStplnsPortAdminConnectionType
vStplnsPortOperConnectionType
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bridge 1x1 slot/port connection

Configures the connection type for a port or an aggregate of ports for a 1x1 mode VLAN instance.

bri

dge 1x1 vid {slot/port | logical_port} connection {noptp | ptp | autoptp | edgeport}

Syntax Definitions

vid An existing VLAN ID number (1-4094).

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

noptp Defines port connection type as no point to point link.

ptp Defines port connection type as point to point link.

autoptp Specifies that switch software will automatically define connection type
as point to point or no point to point and whether or not the port is an
edge port.

edgeport This parameter is currently not supported. Use the bridge 1x1 slot/port
admin-edge or bridge 1x1 slot/port auto-edge command to configure
edge port status.

Defaults

By default, the link connection type is set to auto point to point.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

This command is an explicit Spanning Tree command that only applies to the specified VLAN instance
regardless of which operating mode (flat or 1x1) is active on the switch.

If the switch is running in the flat mode when this command is used, the specified connection type for
the port is not active for the specified VLAN instance until the operating mode for the switch is
changed to the 1x1 mode.

Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

A port is considered connected to a point to point LAN segment if the port belongs to a link aggregate
of ports or if autonegotiation determines the port should run in full duplex mode or if full duplex mode
was administratively set. Otherwise, the port is considered connected to a no point to point LAN
segment.

Rapid transition of a designated port to forwarding can only occur if the port’s connection type is
defined as a point to point or an edge port. Rapid transition of an alternate port role to a root port role is
not affected by the port connection type definition.
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Examples

-> bridge mode flat
-> bridge 1x1 255 7/24 connection noptp

-> bridge mode 1x1
-> bridge 1x1 200 2/2 connection noptp

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch

bridge slot/port connection Implicit command for configuring the Spanning Tree connection type
for a port or an aggregate of ports for the CIST instance or for a VLAN
instance.

bridge cist slot/port admin-edge Configures the administrative edge port status for a port or aggregate
of ports for the CIST instance.

bridge cist slot/port auto-edge  Configures whether or not Spanning Tree automatically determines the
operational edge status of a port or an aggregate of ports for the flat
mode CIST instance.

MIB Objects

vStplInsPortTable

vStplnsPortNumber
vStplnsPortAdminConnectionType
vStplnsPortOperConnectionType
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bridge cist slot/port admin-edge

Co
Co

nfigures the administrative edge port status for a port or an aggregate of ports for the flat mode
mmon and Internal Spanning Tree (CIST).

bridge cist {slot/port | logical_port} admin-edge {on | off | enable | disable}

Syntax Definitions

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

on Turns on the administrative edge port status for the specified
port-CIST instance.

off Turns off the administrative edge port status for the specified
port-CIST instance.

enable Enables the administrative edge port status for the specified port-CIST
instance.

disable Disables the administrative edge port status for the specified port-CIST
instance.

Defaults

By default, the administrative edge port status is disabled (off).

Platforms Supported
OmniSwitch 6450

Usage Guidelines

This command is an explicit Spanning Tree command that only applies to the port connection type for
the CIST instance regardless of which operating mode (flat or 1x1) is active on the switch.

If the switch is running in the 1x1 mode when this command is used, the specified edge port status is
not active for the CIST instance until the switch is configured to run in the flat Spanning Tree mode.

Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

The administrative edge port status is used to determine if a port is an edge or non-edge port when
automatic edge port configuration (auto-edge) is disabled for the port. However, if auto-edge is
enabled for the port, then the administrative status is overridden.

Rapid transition of a designated port to forwarding can only occur if the port’s connection type is
defined as a point to point or an edge port. Rapid transition of an alternate port role to a root port role is
not affected by the port connection type definition.
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e Configure ports that will connect to a host (PC, workstation, server, etc.) as edge ports to avoid unnec-
essary topology changes when these ports go active. This will also prevent the flushing of learned
MAC addresses on these ports if a topology change occurs as a result of another non-edge port going
active. If an edge port receives a BPDU, it will operationally revert back to a no point to point connec-

tion type.

Examples

-> bridge
-> bridge
-> bridge

-> bridge
-> bridge
-> bridge

mode
cist
cist

mode
cist
cist

flat
15 admin-edge on
8/23 admin-edge disable

1x1
2/2 admin-edge enable
8/23 admin-edge off

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode

Selects the Spanning Tree operating mode (flat or 1x1) for the switch

bridge 1x1 slot/port admin-edge Configures the administrative edge port status for a port or an aggre-

gate of ports for a specific VLAN instance.

bridge cist slot/port auto-edge  Configures whether or not Spanning Tree automatically determines the

operational edge status of a port or an aggregate of ports for the flat
mode CIST instance.

bridge 1x1 slot/port auto-edge ~ Configures whether or not Spanning Tree determines the operational

MIB Obijects

vStplInsPortTable

vStpInsPortNumber
vStpInsPortAdminEdge

edge port status for a port or an aggregate of ports for the specified 1x1
mode VLAN instance.
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bridge 1x1 slot/port admin-edge

Co
ins

nfigures the administrative edge port status for a port or an aggregate of ports for a 1x1 mode VLAN
tance.

bridge 1x1 vid {slot/port | logical_port} admin-edge {on | off | enable | disable}

Syntax Definitions

vid An existing VLAN ID number (1-4094).

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

on Turns on the administrative edge port status for the specified
port-VLAN instance.

off Turns off the administrative edge port status for the specified
port-VLAN instance.

enable Enables the administrative edge port status for the specified port-VLAN
instance.

disable Disables the administrative edge port status for the specified port-VLAN
instance.

Defaults

By default, the administrative edge port status is disabled (off).

Platforms Supported
OmniSwitch 6450

Usage Guidelines

This command is an explicit Spanning Tree command that only applies to the specified VLAN instance
regardless of which operating mode (flat or 1x1) is active on the switch.

If the switch is running in the flat mode when this command is used, the specified edge port status for
the port is not active for the VLAN instance until the switch is configured to run in the 1x1 Spanning
Tree mode.

Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

The administrative edge port status is used to determine if a port is an edge or non-edge port when
automatic edge port configuration (auto-edge) is disabled for the port. However, if auto-edge is
enabled for the port, then the administrative status is overridden.

Rapid transition of a designated port to forwarding can only occur if the port’s connection type is
defined as point to point or an edge port. Rapid transition of an alternate port role to a root port role is
not affected by the port connection type definition.
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e Configure ports that will connect to a host (PC, workstation, server, etc.) as edge ports to avoid unnec-
essary topology changes when these ports go active. This will also prevent the flushing of learned
MAC addresses on these ports if a topology change occurs as a result of another non-edge port going
active. If an edge port receives a BPDU, it will operationally revert back to a no point to point connec-
tion type.

Examples

-> bridge mode flat
-> bridge 1x1 4 15 admin-edge on
-> bridge 1x1 255 8/23 admin-edge disable

-> bridge mode 1x1
-> bridge 1x1 3 2/2 admin-edge enable
-> bridge 1x1 255 10 admin-edge off

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch

bridge cist slot/port admin-edge Configures the administrative edge port status for a port or aggregate
of ports for the CIST instance.

bridge cist slot/port auto-edge  Configures whether or not Spanning Tree automatically determines the
operational edge status of a port or an aggregate of ports for the flat
mode CIST instance.

bridge 1x1 slot/port auto-edge ~ Configures whether or not Spanning Tree determines the operational
edge port status for a port or an aggregate of ports for the specified 1x1
mode VLAN instance.

MIB Obijects

vStplInsPortTable

vStpInsPortNumber
vStpInsPortAdminEdge
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bridge cist slot/port auto-edge

Configures whether or not Spanning Tree automatically determines the operational edge port status of a
port or an aggregate of ports for the flat mode Common and Internal Spanning Tree (CIST).

bridge cist {slot/port | logical_port} auto-edge {on | off | enable | disable}

Syntax Definitions

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

on Spanning Tree automatically determines edge port status.

off Spanning Tree does not automatically determine edge port status.

enable Spanning Tree automatically determines edge port status.

disable Spanning Tree does not automatically determine edge port status.

Defaults

By default, automatic edge port status configuration is enabled (on).

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ This command is an explicit Spanning Tree command that only applies to the CIST instance regardless
of which operating mode (flat or 1x1) is active on the switch.

e If the switch is running in the 1x1 mode when this command is used, the specified edge port status for
the port is not active for the CIST instance until the switch is running in the flat Spanning Tree mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

e The administrative edge port status is used to determine if a port is an edge or non-edge port when
automatic edge port configuration (auto-edge) is disabled for the port. However, if auto-edge is
enabled for the port, then the administrative status is overridden.

¢ Rapid transition of a designated port to forwarding can only occur if the port’s connection type is
defined as point to point or an edge port. Rapid transition of an alternate port role to a root port role is
not affected by the port connection type definition.

e Configure ports that will connect to a host (PC, workstation, server, etc.) as edge ports to avoid unnec-
essary topology changes when these ports go active. This will also prevent the flushing of learned
MAC addresses on these ports if a topology change occurs as a result of another non-edge port going
active. If an edge port receives a BPDU, it will operationally revert back to a no point to point connec-
tion type.
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Examples

-> bridge
-> bridge
-> bridge

-> bridge
-> bridge
-> bridge

mode
cist
cist

mode
cist
cist

flat
15 auto-edge on
8/23 auto-edge disable

1x1
2/2 auto-edge enable
10 auto-edge off

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode

Selects the Spanning Tree operating mode (flat or 1x1) for the switch

bridge 1x1 slot/port auto-edge  Configures whether or not Spanning Tree determines the operational

edge port status for a port or an aggregate of ports for the specified 1x1
mode VLAN instance.

bridge cist slot/port admin-edge Configures the administrative edge port status for a port or aggregate

of ports for the CIST instance.

bridge 1x1 slot/port admin-edge Configures the administrative edge port status for a port or an aggre-

MIB Obijects

vStplInsPortTable

vStplnsPortNumber
vStpInsPortAutoEdge

gate of ports for a specific VLAN instance.
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bridge 1x1 slot/port auto-edge

Configures whether or not Spanning Tree determines the operational edge port status for a port or an
aggregate of ports for the specified 1x1 mode VLAN instance.

bridge 1x1 vid {slot/port | logical_port} auto-edge {on | off | enable | disable}

Syntax Definitions

vid An existing VLAN ID number (1-4094).

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

on Spanning Tree automatically determines edge port status.

off Spanning Tree does not automatically determine edge port status.

enable Spanning Tree automatically determines edge port status.

disable Spanning Tree does not automatically determine edge port status.

Defaults

By default, automatic edge port status configuration is enabled (on).

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e This command is an explicit Spanning Tree command that only applies to the specified VLAN instance
regardless of which operating mode (flat or 1x1) is active on the switch.

e If the switch is running in the flat mode when this command is used, the specified edge port status for
the port is not active for the VLAN instance until the switch is running in the 1x1 Spanning Tree mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

e The administrative edge port status is used to determine if a port is an edge or non-edge port when
automatic edge port configuration (auto-edge) is disabled for the port. However, if auto-edge is
enabled for the port, then the administrative status is overridden.

¢ Rapid transition of a designated port to forwarding can only occur if the port’s connection type is
defined as point to point or an edge port. Rapid transition of an alternate port role to a root port role is
not affected by the port connection type definition.

e Configure ports that will connect to a host (PC, workstation, server, etc.) as edge ports to avoid unnec-
essary topology changes when these ports go active. This will also prevent the flushing of learned
MAC addresses on these ports if a topology change occurs as a result of another non-edge port going
active. If an edge port receives a BPDU, it will operationally revert back to a no point to point connec-
tion type.
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Examples

-> bridge mode flat
-> bridge 1x1 3 15 auto-edge on
-> bridge 1x1 255 8/23 auto-edge disable

-> bridge mode 1x1
-> bridge 1x1 4 2/2 auto-edge enable
-> bridge 1x1 255 10 auto-edge off

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge cist slot/port auto-edge  Configures whether or not Spanning Tree automatically determines the
operational edge status of a port or an aggregate of ports for the flat
mode CIST instance.

bridge cist slot/port admin-edge Configures the administrative edge port status for a port or aggregate
of ports for the CIST instance.

bridge 1x1 slot/port admin-edge Configures the administrative edge port status for a port or an aggre-
gate of ports for a specific VLAN instance.

MIB Obijects

vStplInsPortTable

vStplnsPortNumber
vStpInsPortAutoEdge
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bridge cist slot/port restricted-role

Configures whether or not to prevent a port (or an aggregate of ports) from becoming the root port. When
this parameter is enabled, the port will not become the root even if the port is the most likely candidate for
the root. Once another port is selected as the root port, the restricted port becomes the Alternate Port.

bridge cist {slot/port | logical_port} {restricted-role | root-guard} {on | off | enable | disable}

Syntax Definitions

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

root-guard Optional command syntax. Enter root-guard instead of restricted-role;
both parameters specify the same functionality for this command.

on Turns on (enables) the restricted role status for the specified port.

off Turns off (disables) the restricted role status for the specified port.

enable Enables the restricted role status for the specified port.

disable Disables the restricted role status for the specified port.

Defaults

By default, the port is not restricted from becoming the root port.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e When running in flat mode, this is a per-port setting and is applicable to any CIST or MSTI instances
configured on that port.

¢ Note that preventing an eligible root port from becoming the root may impact connectivity within the
network.

¢ Network administrators exclude certain ports from becoming the root to prevent bridges external to the
core region of the network from influencing the Spanning Tree topology.

e Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.
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Examples

-> bridge mode
-> bridge cist
-> bridge cist

-> bridge mode
-> bridge cist
-> bridge cist

flat
15 restricted-role on
8/23 root-guard disable

1x1
2/2 root-guard enable
10 restricted-role off

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode

bridge 1x1 slot/port restricted-

role

MIB Objects

Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

for the 1x1 mode VLAN instance.

vStplInsPortTable

vStplnsPortNumber
vStplnsPortRestrictedRole

Configures the restricted role status for a port or an aggregate of ports
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bridge 1x1 slot/port restricted-role

Configures whether or not to prevent a port (or an aggregate of ports) for the specified 1x1 mode VLAN
instance from becoming the root port. When this parameter is enabled, the port will not become the root
even if the port is the most likely candidate for the root. Once another port is selected as the root port, the
restricted port becomes the Alternate Port.

bridge 1x1 vid {slot/port | logical_port} {restricted-role | root-guard} {on | off | enable | disable}

Syntax Definitions

vid An existing VLAN ID number (1-4094).

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

root-guard Optional command syntax. Enter root-guard instead of restricted-role;
both parameters specify the same functionality for this command.

on Turns on (enables) the restricted role status for the specified
port-VLAN instance.

off Turns off (disables) the restricted role status for the specified
port-VLAN instance.

enable Enables the restricted role status for the specified port-VLAN instance.

disable Disables the restricted role status for the specified port-VLAN instance.

Defaults

By default, the port is not restricted from becoming the root port.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ Note that preventing an eligible port from becoming the root may impact connectivity within the
network.

¢ Network administrators exclude certain ports from becoming the root to prevent bridges external to the
core region of the network from influencing the Spanning Tree topology.

¢ This command is an explicit Spanning Tree command that only applies to the VLAN instance regard-
less of which operating mode (flat or 1x1) is active on the switch.

¢ If the switch is running in the flat mode when this command is used, the restricted status of the port is
not active for the VLAN instance until the switch is running in the 1x1 Spanning Tree mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.
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Examples

-> bridge mode flat
-> bridge 1x1 3 15 restricted-role on
-> bridge 1x1 255 8/23 root-guard disable

-> bridge mode 1x1
-> bridge 1x1 4 2/2 root-guard enable
-> bridge 1x1 255 10 restricted-role off

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge cist slot/port restricted-  Configures the restricted role status for a port or an aggregate of ports
role for the flat mode CIST instance.

MIB Objects

vStplInsPortTable

vStplnsPortNumber
vStplnsPortRestrictedRole
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bridge cist slot/port restricted-tcn

Co

nfigures the restricted TCN status for a port or an aggregate of ports for the flat mode Common and

Internal Spanning Tree (CIST). When this parameter is enabled, the port will not propagate topology
changes and notifications to/from other ports.

bridge cist {slot/port | logical_port} restricted-tcn {on | off | enable | disable}

Syntax Definitions

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

on Turns on (enables) the restricted TCN status for the specified

port-CIST instance.

off Turns off (disables) the restricted TCN status for the specified
port-CIST instance.

enable Enables the restricted TCN status for the specified port-CIST instance.

disable Disables the restricted TCN status for the specified port-CIST instance.

Defaults

By default, the restricted TCN status for the port is disabled.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

Enabling the restricted TCN status is used by network administrators to prevent bridges external to the
core region of the network from causing unnecessary MAC address flushing in that region.

Note that enabling the restricted TCN status for a port may impact Spanning Tree connectivity.

This command is an explicit Spanning Tree command that only applies to the CIST instance regardless
of which operating mode (flat or 1x1) is active on the switch.

If the switch is running in the 1x1 mode when this command is used, the specified restricted TCN
status for the port is not active for the CIST instance until the switch is running in the flat Spanning
Tree mode.

Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.
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Examples

-> bridge mode flat
-> bridge cist 15 restricted-tcn on
-> bridge cist 8/23 restricted-tcn disable

-> bridge mode 1x1
-> bridge cist 2/2 restricted-tcn enable
-> bridge cist 10 restricted-tcn off

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge 1x1 slot/port restricted-  Configures the restricted TCN status for a port or an aggregate of ports
ten for the specified 1x1 mode VLAN instance.

MIB Objects

vStplInsPortTable

vStplnsPortNumber
vStplnsPortRestrictedTcn
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bridge 1x1 slot/port restricted-tcn

Configures the restricted TCN status for a port or an aggregate of ports for the specified 1x1 mode VLAN
instance. When this parameter is enabled, the port will not propagate topology changes and notifications
to/from other ports.

bridge 1x1 vid {slot/port | logical_port} restricted-tcn {on | off | enable | disable}

Syntax Definitions

vid An existing VLAN ID number (1-4094).

slot/port Enter the slot number for the module and the physical port number on
that module (e.g., 3/1 specifies port 1 on slot 3).

logical_port Link aggregate ID number (0-31).

on Turns on (enables) the restricted TCN status for the specified
port-VLAN instance.

off Turns off (disables) the restricted TCN status for the specified
port-VLAN instance.

enable Enables the restricted TCN status for the specified port-VLAN instance.

disable Disables the restricted TCN status for the specified port-VLAN
instance.

Defaults

By default, the restricted TCN is set to disable.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Enabling the restricted TCN status is used by network administrators to prevent bridges external to the
core region of the network from causing unnecessary MAC address flushing in that region.

¢ Note that enabling the restricted TCN status for a port may impact Spanning Tree connectivity.

e This command is an explicit Spanning Tree command that only applies to the specified VLAN instance
regardless of which operating mode (flat or 1x1) is active on the switch.

e |f the switch is running in the flat mode when this command is used, the specified restricted TCN status
for the port is not active for the VLAN instance until the switch is running in the 1x1 Spanning Tree
mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

page 5-107 OmniSwitch 6450 CLI Reference Guide ~ November 2011



Distributed Spanning Tree Commands

Examples

-> bridge mode flat
-> bridge 1x1 2 15 restricted-tcn on
-> bridge 1x1 255 8/23 restricted-tcn disable

-> bridge mode 1x1
-> bridge 1x1 5 2/2 restricted-tcn enable
-> bridge 1x1 255 10 restricted-tcn off

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge cist slot/port restricted-  Configures the restricted TCN status for a port or an aggregate of ports
ten for the flat mode Common and Internal Spanning Tree (CIST).

MIB Objects

vStplInsPortTable

vStplnsPortNumber
vStplnsPortRestrictedTcn
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bridge cist txholdcount

This command is used to rate limit the transmission of BPDU through a given port for the flat mode
Common and Internal Spanning Tree (CIST) instance.

bridge cist txholdcount value

Syntax Definitions

value A numeric value (1-10) that controls the transmission of BPDU through
the port.

Defaults

By default, the txholdcount value is set to 3.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ This command is an explicit Spanning Tree command that only applies to the CIST instance regardless
of which operating mode (flat or 1x1) is active on the switch.

e If the switch is running in the 1x1 mode when this command is used, the specified txholdcount status
for the port is not active for the CIST instance until the switch is running in the flat Spanning Tree
mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Examples

-> bridge cist txholdcount 3

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge 1x1 txholdcount Explicit command used to rate limit the transmission of BPDU for the
specified VLAN instance when the switch is operating in either the 1x1
or flat Spanning Tree mode.

MIB Objects

vStplInsTable
vStplnsBridgeTxHoldCount
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bridge 1x1 txholdcount

This command is used to rate limit the transmission of BPDU through a given port for the 1x1 mode
VLAN instance.

bridge 1x1 vid txholdcount {value}

Syntax Definitions

value A numeric value (1-10) that controls the transmission of BPDU through
the port.

Defaults

By default, the txholdcount value is set to 3.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

¢ This command is an explicit Spanning Tree command that only applies to the specified VLAN instance
regardless of which operating mode (flat or 1x1) is active on the switch.

e If the switch is running in the flat mode when this command is used, the specified txholdcount status
for the port is not active for the VLAN instance until the switch is running in the 1x1 Spanning Tree
mode.

¢ Note that when a configuration snapshot is taken of the switch, all Spanning Tree commands are saved
in their explicit format.

Examples
-> bridge 1x1 3 txholdcount 3

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge mode Selects the Spanning Tree operating mode (flat or 1x1) for the switch.

bridge cist txholdcount Explicit command used to rate limit the transmission of BPDU for the
CIST instance when the switch is operating in either the 1x1 or flat
Spanning Tree mode.

MIB Objects

vStplInsTable
vStplnsBridgeTxHoldCount
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bridge rrstp

Enables or disables RRSTP on a switch.
bridge rrstp
no bridge rrstp

Syntax Definitions
N/A

Defaults
By default, RRSTP is disabled on the switch.

Platforms Supported
OmniSwitch 6450

Usage Guidelines

Use the no form of this command to disable RRSTP on the switch.

Examples

-> bridge rrstp
-> no bridge rrstp
Release History

Release 6.6.1; command was introduced.

Related Commands

bridge rrstp ring Creates a RRSTP ring comprising of two ports.

show bridge rrstp Displays the current RRSTP status for the switch.
configuration

MIB Obijects

vStpinfo
VStpRrstpGlobalState
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bridge rrstp ring

Creates a RRSTP ring comprising of two ports.

bridge rrstp ring ring_id portl {slot/port | linkagg agg_num} port2
{slot/port | linkagg agg_num} vlan-tag vlan_id [status {enable | disable}]

no bridge rrstp ring [ring_id]

Syntax Definitions

ring_id A numeric value (1-128) that identifies the RRSTP ring.

slot/port The slot number of the module and the physical port number on that
module (For example, 3/1 specifies port 1 on slot 3).

agg_num The number corresponding to the static aggregate group. Must be a
unique integer in the range 0-31.

vlan_id VLAN identifier with which ring ports should be 802.1q tagged before
ring creation.

enable Enables the RRSTP ring.

disable Disables the RRSTP ring.

Defaults

Parameters Defaults

enable | disable disable

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e Use the no form of this command to remove a specific RRSTP ring.

e This command is used to create a ring or modify ports in an existing ring or modify the ring status.
e The ring ports must be 802.1q tagged with the VLAN before using this command.

¢ Note that there can be no alternate connections for the same instance between any two switches within
an RRSTP ring topology.

e If RRSTP ring consists of NNI ports then they must be tagged with SVLAN (VLAN stacking) and not
with standard VLAN before ring creation. For tagged RRSTP frame generation same SVLAN must be
specified as ring vlan-tag. Also RRSTP ring ports must be of same type i.e. either both ring ports
should be NNI ports or both should be conventional ports.

e RRSTP ring cannot be created on UNI ports.
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Examples

-> bridge rrstp ring 1 portl 1/1 port2 1/3 vlan-tag 10 status enable
-> no bridge rrstp ring 1

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge rrstp Enables RRSTP on a switch.
show bridge rrstp ring Displays information for all the rings or a specific ring present in the
system.

MIB Obijects

vStpRrstpRingConfigTable
VStpRrstpRingld
VStpRrstpRingPortl
vStpRrstpRingPort2
VvStpRrstpRingVlanTag
VvStpRrstpRingState
VvStpRrstpRingRowStatus
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bridge rrstp ring vian-tag

Modifies the unique vlan-tag associated with the ring. The previous ring vlan-tag will be over-written.

bridge rrstp ring ring_id vlan-tag vid

Syntax Definitions

ring_id A numeric value (1-128) that identifies the RRSTP ring.

vid The VLAN identification number of preconfigured VLAN with which
ring ports are 802.1q tagged. The RRSTP ring frames shall be 802.1q
tagged with this VLAN.

Defaults

N/A

Platforms Supported
OmniSwitch 6450

Usage Guidelines

The RRSTP ring can have only one VLAN tag associated with it.

Untagged RRSTP frames shall be generated if the specified vlan-tag is the default VLAN of the ports.
e The ring ports must be 802.1q tagged with the new vlan-tag before modifying the ring vlan-tag.

RRSTP frames has 802.1q priority similar to STP BPDUs. In order to retain this priority, use the qos
trust ports command.

Examples

-> bridge rrstp ring 1 vlan-tag 10
-> bridge rrstp ring 5 vlan-tag 20
-> bridge rrstp ring 11 vlan-tag 11

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge rrstp ring Creates a RRSTP ring comprising of two ports.
show bridge rrstp ring Displays information for all the rings or a specific ring present in the
system.

page 5-114 OmniSwitch 6450 CLI Reference Guide ~ November 2011



Distributed Spanning Tree Commands

MIB Obijects

vStpRrstpRingConfigTable

vStpRrstpRingld
VvStpRrstpRingVlanTag

page 5-115 OmniSwitch 6450 CLI Reference Guide ~ November 2011



Distributed Spanning Tree Commands

bridge rrstp ring status

Modifies the RRSTP status of an existing ring.
bridge rrstp ring ring_id status {enable | disable}

Syntax Definitions

ring_id A numeric value (1-128) that identifies the RRSTP ring.
enable Enables the RRSTP ring.

disable Disables the RRSTP ring.

Defaults

Parameters Defaults

enable | disable disable

Platforms Supported
OmniSwitch 6450

Usage Guidelines

The RRSTP status can also be modified by using bridge rrstp ring command.

Examples

-> bridge rrstp ring 1 status enable

Release History

Release 6.6.1; command was introduced.

Related Commands

bridge rrstp ring Creates a RRSTP ring comprising of two ports.
show bridge rrstp ring Displays information for all the rings or a specific ring present in the
system.

MIB Obijects

vStpRrstpRingConfigTable

vStpRrstpRingld
VvStpRrstpRingState
VvStpRrstpRingRowStatus
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show spantree

Displays Spanning Tree bridge information for the flat mode Common and Internal Spanning Tree (CIST)
instance or a 1x1 mode VLAN instance.

show spantree [instance]

Syntax Definitions

instance The flat mode CIST instance or an existing VLAN ID number (1-4094).
Defaults

parameter default

instance all instances

Platforms Supported
OmniSwitch 6450

Usage Guidelines

e If an instance number is not specified, this command displays the Spanning Tree status, protocol, and
priority values for all instances.

e Specifying an instance number with this command when the switch is running the 1x1 Spanning Tree
operating mode implies a VLAN ID and displays Spanning Tree bridge information for the associated
VLAN instance.

e If the switch is running in the flat mode and STP (802.1D) or RSTP (802.1W) is the active protocol,
enter 1 to specify the CIST instance. If MSTP is the active protocol, however, entering 1 for the
instance number is not accepted. In this case, use the show spantree cist or show spantree msti
commands instead.

Examples

-> bridge mode flat
-> bridge protocol rstp
-> show spantree
Spanning Tree Path Cost Mode : AUTO
Bridge STP Status Protocol Priority(Prio:SyslID)
------ o e
1 ON RSTP 32768 (0x8000:0x0000
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-> show spantree 1
Spanning Tree Parameters
Spanning Tree Status :
Protocol :
mode
Priority
Bridge ID
Designated Root
Cost to Root Bridge
Root Port
Next Best Root Cost
Next Best Root Port
Tx Hold Count
Topology Changes :
Topology age :

ON,

IEEE Rapid STP,

FLAT (Single STP),

32768 (0x8000),
8000-00:d0:95:57:3a:9e,
8000-00:00:e8:00:00:00,

Current Parameters (seconds)

Max Age

Forward Delay

Hello Time
Parameters system uses

System Max Age

System Forward Delay

System Hello Time

output definitions

71,

Slot 1 Interface 1,

0,

None,

6,

8,

00:00:02,
= 20,
= 15,
= 2

when attempting to become root

= 20,
= 15,
= 2

Spanning Tree Path Cost
Mode
Bridge

Spanning Tree Status
Protocol

Mode

Priority

Bridge ID

Designated Root
Cost to Root Bridge
Root Port

Next Best Root Cost
Next Best Root Port

Tx Hold Count

The Spanning Tree path cost mode for the switch (32 BIT or AUTO)
Configured through the bridge path cost mode command.

The CIST instance, referred to as bridge 1 when either STP (802.1D) or
RSTP (802.1W) is the active protocol in the flat mode.

The Spanning Tree state for the CIST instance (ON or OFF).

The Spanning Tree protocol applied to the instance (STP or RSTP).
Configured through the bridge protocol command.

The Spanning Tree operating mode for the switch (1x1 or flat). Config-
ured through the bridge mode command.

The Spanning Tree bridge priority for the instance. The lower the num-
ber, the higher the priority. Configured through the bridge priority
command.

The bridge identifier for this Spanning Tree instance. Consists of the
bridge priority value (in hex) concatenated with the dedicated bridge
MAC address.

The bridge identifier for the root of the Spanning Tree for this instance.
The cost of the path to the root for this Spanning Tree instance.

The port that offers the lowest cost path from this bridge to the root
bridge for this Spanning Tree instance.

The cost of the next best root port for this Spanning Tree instance.

The port that offers the next best (second lowest) cost path to the root
bridge for this Spanning Tree instance.

The count to limit the transmission of BPDU through the port.
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output definitions (continued)

Topology Changes

Topology age

Max Age

Forward Delay

Hello Time

System Max Age
System Forward Delay
System Hello Time

The number of topology changes detected by this Spanning Tree
instance since the management entity was last reset or initialized.

The amount of time (in hundredths of seconds) since the last topology
change was detected by this Spanning Tree instance (hh:mm:ss or dd
days and hh:mm:ss).

The amount of time (in seconds) that Spanning Tree Protocol informa-
tion is retained before it is discarded. Configu